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Preface

Purpose of This Document

Thisdocument presentsan overview of thefunctionsof Cloud | nfrastructure M anagement Software (hereafter referred to as"thisproduct”),
and explains how to install, set up and operate this product.

Intended Readers

This document is intended for administrators who will use this product to operate the entire infrastructure for private clouds and data
centers, aswell as service providers who will use this product to provide services on private clouds.

Service users who will receive the services provided and conduct business activities on private clouds should refer to the " Systemwal ker
Service Catalog Manager V 14g Infrastructure Service Function Operation Guide for Users' that comes with this product.

Structure of This Document

This document is organized as follows:

Heading

Content

Chapter 1: Overview

This chapter presents an overview of this product.

Chapter 2: Operating Environment

This chapter explains the operating environment for this
product.

Chapter 3: Installation and Uninstallation

This chapter explains how to install and uninstall this
product.

Chapter 4: Operation and Management

This chapter explains how to operate and manage this
product.

Appendix A: ICT Resource Management Functions

This appendix explains the management functions for the
ICT resources managed by this product.

Appendix B: Managed Objects

Thisappendix explainsthe objects managed by thisproduct.

Appendix C: Preparations and Checks before Installation

This appendix explains the preparation and check
proceduresthat are required before this product isinstalled.

Appendix D: Port Numbers

Thischapter explainsthe port numbersused by this product.

Appendix E: Tuning System Parameters

This appendix explains the tuning for Linux system
parameters that is required when this product is used.

Appendix F: Creating and Setting up Interstage Single Sign-
On Environments, and Cancelling the Setup

This appendix explains how to create and set up an
Interstage Single Sign-On environment to be used with this
product, and how to cancel the setup.

Appendix G: Command Reference

This appendix provides detailed information about the
commands used with this product.

Appendix H: Registered Software IDs

This appendix explains the registered software IDs.

Appendix |: Registering and Deregistering Managed
Servers

This appendix explains how to register and deregister
Managed Servers.

Appendix J. Messages

This appendix explains the messages that are output or
displayed by this product.

Glossary

This glossary explains the terms used in this product. Refer
to this glossary when necessary.




Conventions Used in This Document
The conventions used in this document are as follows.

- Specific information is provided separately as below where functions differ according to the operating system required when this

product is used.
[Windows] Article relevant to Windows
[Linux] Articlerelevant to Linux
[VMware] Article relevant to VMware
[Hyper-V] Article relevant to Hyper-V
[Windows/Linux] Article relevant to Windows or Linux
[Manager] Article relevant to the Manager
[Managed Server Resource Agent] Article relevant to the Manager Server Resource Agent
[Business Server Agent] Articlerelevant to the Business Server Agent
[Web Client] Articlerelevant to the Web Client
[Admin Client] Articlerelevant to the Admin Client
[User department] Articlerelevant to the user department

- Unless otherwise specified, "blade servers' in this document refers to the PRIMERGY BX series.

- References are enclosed in double quotes (" ).

- Phrases and numbers that require particular emphasis are written in bold italics.

- Window names, dialog names, menu names, and tab names are shown enclosed by square brackets ([ ] ).
- Button names are shown enclosed by bold angle brackets (< >).

- Theorder of selecting menusisindicated using [ ]-[ ].

- Text to be entered by the user are enclosed in angle brackets (< >).

- Some menu items are followed by an ellipse ("...") indicating that another window will be opened for entering settings or performing
operations, but these ellipses are omitted when these menu items are referred to in this manual.

- In usage examples, prompts are denoted using the Windows prompt symbol ">". For Linux, replace this symbol with"#".

- The terms "folder" and "directory” are sometimes used interchangeably. For Windows, both of these terms can be interpreted as
meaning "folder", whereas for Linux both terms can be interpreted as meaning "directory".

Website for Cloud Infrastructure Management Software
The website for Cloud Infrastructure Management Software publishes the latest manuals and technical information.

Itisrecommended that you refer to the website for Cloud I nfrastructure Management Software before using thisproduct. The URL address
isasfollows:

http://ww. fujitsu.confglobal/services/software/cins/ (as of June 2011)

Related Manuals

This product comes bundled with the following products:
- ServerView Resource Orchestrator V2.3.0
- Systemwalker Software Configuration Manager V149
- Systemwalker Runbook Automation V14g
- Systemwalker Service Catalog Manager V149



To refer to the content of the manuals that come with this product, view the manuals stored in the following locations on the product
installation disks.

DISK1: Product manuals for ServerView Resource Orchestrator (Windows/Linux)

<DVD dri ve>:\ DI SK1\ packages\ ROR\ Conmon\ manual \ en

DISK2: Product manuals for Systemwalker Software Configuration Manager V 14g (Windows/Linux)

<DVD dri ve>:\ Dl SK2\ packages\ CFMa manual \ CFMG

DISK2: Product manuals for Systemwalker Runbook Automation V14g (Windows/Linux)

<DVD dri ve>:\ DI SK2\ packages\ CFM3 manual \ RBA

DISK3: Product manuals for Systemwalker Service Catalog Manager V 14g (Windows/Linux)

<DVD dri ve>:\ DI SK3\ packages\ CTMa uni fi ed\ Di sc1\ CT- Ma Manual

Note that functions other than those provided by Cloud Infrastructure Management Software cannot be used although thereisadescription
in the related product manuals.

Refer also to the following manuals as necessary.

- When using VMware
- vSphere Basic System Administration
- vSphere Resource Management Guide
- Guest Operating System Installation Guide

- When performing detailed operations using ICT resources
- ServerView Resource Coordinator VE Installation Guide
- ServerView Resource Coordinator VE Setup Guide
- ServerView Resource Coordinator VE Operation Guide
- ServerView Resource Coordinator VE Command Reference

- ServerView Resource Coordinator VE Message Guide

Abbreviations

The abbreviations used in this document are as follows:

Abbreviation Product

Microsoft(R) Windows Server(R) 2008 Standard

Microsoft(R) Windows Server(R) 2008 Enterprise

Microsoft(R) Windows Server(R) 2008 R2 Standard
Microsoft(R) Windows Server(R) 2008 R2 Enterprise
Microsoft(R) Windows Server(R) 2008 R2 Datacenter
Microsoft(R) Windows Server(R) 2003 R2, Standard Edition
Microsoft(R) Windows Server(R) 2003 R2, Enterprise Edition
Windows Microsoft(R) Windows Server(R) 2003 R2, Standard x64 Edition
Microsoft(R) Windows Server(R) 2003 R2, Enterprise x64 Edition
Windows(R) 7 Professional

Windows(R) 7 Ultimate

Windows Vista(R) Business

Windows Vista(R) Enterprise

Windows Vista(R) Ultimate

Microsoft(R) Windows(R) XP Professional operating system




Abbreviation Product

Microsoft(R) Windows Server(R) 2008 Standard
Microsoft(R) Windows Server(R) 2008 Enterprise
Windows Server 2008 Microsoft(R) Windows Server(R) 2008 R2 Standard
Microsoft(R) Windows Server(R) 2008 R2 Enterprise
Microsoft(R) Windows Server(R) 2008 R2 Datacenter

Microsoft(R) Windows Server(R) 2008 Standard (x86)
Microsoft(R) Windows Server(R) 2008 Enterprise (x86)

Microsoft(R) Windows Server(R) 2008 Standard (x64)
Microsoft(R) Windows Server(R) 2008 Enterprise (x64)

Windows 2008 x86 Edition

Windows 2008 x64 Edition

Microsoft(R) Windows Server(R) 2003 R2, Standard Edition
Microsoft(R) Windows Server(R) 2003 R2, Enterprise Edition
Microsoft(R) Windows Server(R) 2003 R2, Standard x64 Edition
Microsoft(R) Windows Server(R) 2003 R2, Enterprise x64 Edition

Microsoft(R) Windows Server(R) 2003 R2, Standard x64 Edition

Windows Server 2003

e BT Microsoft(R) Windows Server(R) 2003 R2, Enterprise x64 Edition
Windows 7 Windows(R) 7 Professional

Windows(R) 7 Ultimate

Windows Vista(R) Business
Windows Vista Windows Vista(R) Enterprise
Windows Vista(R) Ultimate

Windows XP Microsoft(R) Windows(R) XP Professional operating system
Linux or Red Hat Enterprise Red Hat(R) Enterprise Linux(R) 5.5 (for x86)
Linux Red Hat(R) Enterprise Linux(R) 5.5 (for Intel64)
ESC ETERNUS SF Storage Cruiser

GLS PRIMECLUSTER GLS

MSFC Microsoft Failover Cluster

SCVMM System Center Virtual Machine Manager 2008 R2
MrevSprereTh) 4.

RCVE ServerView Resource Coordinator VE

ROR ServerView Resource Orchestrator

CMDB Configuration Management DataBase

IBPMA Interstage Business Process Manager Analytics
CIMS Cloud Infrastructure Management Software

Export Restriction

Fujitsu documentation may contain specific technol ogiesthat apply to foreign exchange and foreign trade control laws. When such specific
technology is described in the document, and that document is either exported or provided to a non-resident, permission based on these
lawsisrequired.

Trademarks

- Adobe, Adobe Reader, and Flash are trademarks or registered trademarks of Adobe Systems Incorporated in the United State and
other countries.

- Interstage, ServerView, Symfoware, and Systemwalker are registered trademarks of FUJITSU LIMITED.

- Linux isatrademark or registered trademark of Mr. Linus Torvaldsin the United States and other countries.



Microsoft, Windows, Windows XP, Windows Server, Windows Vista, Windows 7, Excel, and Internet Explorer are trademarks or
registered trademarks of Microsoft Corporation in the United States and other countries.

NetApp is a registered trademark of Network Appliance, Inc. in the United States and other countries. Data ONTAP, Network
Appliance, and Snapshot are trademarks of Network Appliance, Inc. in the United States and other countries.

Oracle and Java are registered trademarks of Oracle and/or its affiliates in the United States and other countries.

Red Hat, RPM and all Red Hat-based trademarks and logos are trademarks or registered trademarks of Red Hat, Inc. in the United
States and other countries.

VMware, the VMware "boxes" logo and design, Virtual SMP, and VMotion are trademarks or registered trademarks of VMware, Inc.
in the United States and/or other jurisdictions.

Other company names and product names are trademarks or registered trademarks of respective companies.

Note that system names and product names in this document are not accompanied by trademark symbols such as (TM) or (R).

Issue Date and Version

June 2011: Third Edition

Copyright Notice

No part of the content of this manual may be reproduced without the written permission of Fujitsu Limited.

The contents of this manual may be changed without notice.

Copyright 2011 FUJITSU LIMITED.
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IChapter 1 Overview

This chapter presents an overview of this product.

1.1 Features

In order to optimize customers ICT systems, it isimportant to use virtualization to integrate ICT resources (such as servers, storage, and
networks) so that they can be used efficiently.

Thereisaso ademand for self-service functions that enable virtual platforms to be provided to users as soon as they are required. Cloud
Infrastructure Management Software is a software product that manages ICT resources in a private cloud environment by grouping them
into pools and automatically deploys ICT resources in response to user requests.

This product also supports efficient usage by visualizing the usage status of ICT resources.
This product has the following features.

Private cloud systems can be created easily

Cloud systemsthat depl oy everything frominfrastructure systems (Fujitsu PRIMERGY servers, storage and networks) throughto operating
systems can be provided quickly.

ICT resources can be utilized efficiently according to how much they are used

Visualizing ICT resources allows users to track their usage status, which makes it possible to utilize ICT resources flexibly.

The private cloud can start small

This product allows users to start off small by purchasing only a single server and then expand to full-scale operations later.

The private cloud can be expanded in the future

By installing the following related software products, Cloud Infrastructure Management Software can be used as internal service
infrastructure where everything up to the middleware level has been deployed, or can be used to create private clouds for multi-vendor
server environments. For each of these related software products, a new license must be purchased.

Table 1.1 Related software

Iltem Software name Software functions
No.
1 Systemwalker Service Catalog Manager V14g (14.1.0) This product converts applicationsto services, and

enablesvarious self-service management functions
to be used from user applicationsvia APIs.

2 Systemwalker Software Configuration Manager V149 (14.1.0) | This product automatically deploys software
(business applications and middleware) including
parameter settings.

3 Systemwalker Runbook Automation V14g (14.1.0) This product automates administrative procedures.

4 ServerView Resource Orchestrator V2.3.0 This product centrally manages ICT resources
(such as servers, storage and networks) including
multi-vendor servers.

1.2 Functional Overview

This section explains the roles of people that use this product, as well as the functions corresponding to each role.
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Infrastructure administrator

This product installs Logical Servers (L-Servers), which define the logical specifications (such asthe number of CPUs, memory capacity,
disk capacity, and the number of NICs) for the ICT resources (such as servers, storage, and networks) in the private cloud. Systems where
L-Servers have been layered are referred to as " virtual platforms’.

Infrastructure administrators managethe | CT resources (such asservers, storage, and networks) inthe privatecloud, aswell asthe operating
systems that run on virtual platforms.

Aswell asusing this product to centrally manage | CT resources by grouping them into pools, infrastructure administrators al so keep track
of theload on ICT resources so that they can add, replace or maintain resources as necessary.

Infrastructure administrators can perform sequences of operations using the " RC Console"
- RC Console

The RC Console allows infrastructure administrators to manage the environment for reading and writing L-Server Templates and
managing ICT resources.

Service provider

Service providers provide services to service users. Service providers prepare templates for pre-patterned virtual platform environments
according to service users purposes, and then make these templates available to service users as services.

In some cases, service providers also accept applications from service users and assess the content of these applications, in accordance
with an application process.

Service providers can also monitor operations and check the status of how service usersare using their service. Thismonitoring and status
checking is performed using the [Operation Portal].



- Operation Portal

The Operation Portal enables service providers (the managers of provider departments) to check the status of how service users are
using the service, monitor the operation, and assess application processes.

- Cloud infrastructure administrator dashboard

The cloud infrastructure administrator dashboard is a function for collecting and centrally displaying the information required for
administration in a cloud environment. The cloud infrastructure administrator dashboard can be used by selecting [Operation
Monitor] from the menu of the [Operation Portal].

Service user

A service user is auser who receives a service from a service provider. Service users apply to use avirtua platform that can be used asa
service, and then use avirtua platform that has been configured according to the application submitted.

If approval from the person in charge of the department using the service is required when the application is made, the service user makes
arequest for approval to the person in charge in accordance with the application process.

Service users can use the "Cloud Portal" to apply to use aservice, and to check the virtual systemsthat make up the services that they are

using.

- Cloud Portal

The Cloud Portal enables service users (the managers of user departments) to perform sequences of operations, such as applying to
use services in MyPortal, managing users, checking application processes to see whether applications to use services have been
approved, and checking the usage status of services.

- MyPortd

MyPortal is linked to the Cloud Portal in order to make applications to use services for operations to be performed by each service
user, manage systems and display event logs.

Table 1.2 Roles

Item
No.

Service utilization procedure

Description

People concerned

1

Standardizing ICT resources (L-Server
Templates (*1))

Service providers create L-Server Templates by patterning
(standardizing) configurations of ICT resources and operating
systems.

Service provider

Standardizing virtual platforms (system
templates)

Service providers create system templates by patterning
(standardizing) multi-layer system configurations and logical
configurations for operating systems.

Service provider

Registering and publishing a service

Service providers define system templates plus information
such as price settings according to usages, and publish them as
services.

Service provider

Selecting and applying to use a service

Service users search through the services that have been
published, select avirtua platform that meets the usage
purpose, and then apply to use that virtual platform.
Applications to return virtual platforms that are no longer
required can be performed in the same way.

Service users can start, stop, and take snapshots of the virtual
platforms with which they have been provided.

Service user

Using the service

Thevirtua platformscorresponding to the servicesthat service
users have applied to use are lease or returned automatically
by this product.

Processing is also performed automatically by this product
according to instructions for operations such as starting and
stopping virtual servers, and taking snapshots.

Service user




Item Service utilization procedure Description People concerned
No.

6 Tracking the usage status Service providers track the usage status of each service (such | Service provider
as CPU, memory, disk usage, and time).

Service providers can also monitor the billing information for
the use of their services.

7 Tracking the resource status Infrastructure administrators can monitor the lease on each Infrastructure
resource based on the usage status of resources, and make administrator
decisionsabout using I CT resourcesefficiently or adding more
resources when there are not enough resources.

*1: Refer to "A.2 Logical Servers (L-Servers)" and

respectively.

This product provides the following functions and function ranges.

Self Service Portal

"A.3 L-Server Templates' for details on L-Servers and L-Server Templates,

Service users can use services (such asvirtual platform environment creation (* 1)) on demand, by selecting servicesfrom the Self Service
Portal and applying to use them.

All of the processing from applying to use a service through to actually using the serviceis executed automatically. Some servicesrequire
the approval of the person in charge before they can be used. For these services, the approva flow (from requesting approval through to
receiving approval) is executed automatically.

Effective use of ICT resources

ICT resources such as servers (*2), storage and networks can be managed by grouping them into resource pools, so that ICT resources
can be utilized effectively according to changing levels of use.
Refer to "Appendix A ICT Resource Management Functions' for details.

Visualizing ICT resources

The usage status of ICT resources can be tracked easily using the dashboard.

The dashboard allows users to monitor information such as resource information for virtual servers and the availability status of resource
pooals. It also allows users to specify thresholds for the monitored data, so that aerts are notified automatically when the thresholds are

exceeded.

*1: Additional "Table 1.1 Related software" is required to create environments for software (middleware and business applications).

*2: ServerView Resource Orchestrator is required for multi-vendor servers other than Fujitsu PRIMERGY servers.

Refer to "Appendix B Managed Objects' for details on the resources and users handled by this product.

1.3 System Configuration

This section explains the system configuration for this product, using an example.




Figure 1.1 System configuration example
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Admin Server

The Admin Server is a server that manages multiple Managed Servers. The Admin Server can run in either a Windows environment or a
Linux environment.

The Manager function of Cloud Infrastructure Management Software is installed on the Admin Server.

By using avirtual environment, it is possible to use high-reliability configurations for virtualization software (such asVMware-HA).
For Windows, the Admin Client can be located on the same machine as the Admin Server.

Notethat it is not possible to monitor or operate on the Admin Server itself by installing the Agent function on the Admin Server.

Manager

The Manager is a function that is installed on the Admin Server in order to centrally manage the data handled by Cloud Infrastructure
Management Software. The Manager issues processing requests to the Agent function installed on the Managed Serversto which virtual
platforms have been deployed.

Managed Server

Managed Servers are servers where the server virtualization software product runs. The Agent function of Cloud Infrastructure
Management Software is installed on Managed Servers. The server virtualization software receives deployment instructions from the
Manager function on the Admin Server, and virtua platforms are deployed on Managed Servers.

Managed Server Resource Agent

The Managed Server Resource Agent isinstalled on the operating systems for Managed Servers. It receives deployment instructions from
the Manager, and then links to the server virtualization software product on the Managed Server to create a virtual platform.



VM Server

VM Servers are Business Servers (virtual servers) that are deployed as virtual platforms on Managed Servers by Cloud Infrastructure
Management Software. VM Servers are managed by the Manager on the Admin Server.

Business Server Agent

Business Server Agents are installed on the virtual images that are the basis for VM Servers. They collect information such as the usage
status of virtual platforms, and notify thisinformation to the Manager.

Web Client

The Web Client is aclient terminal that service providers and service users use to perform operations such as defining various services
and applying to use services.

Admin Client

The Admin Client is a client terminal that is connected to the Admin Server in order to check and control the status or configuration of
the entire system viaa GUI.
Admin Clients run in Windows environments.

Storage Management Product Server

The Storage Management Product Server is a server for running a storage management product (such as ETERNUS SF Storage Cruiser)
that manages multiple storage devices. The Storage M anagement Product Server must belocated on the same machine asthe Admin Server.
Note that the machine that hosts both the Admin Server and the storage management product must have enough resources to run both
products.

VM Management Product Server

The VM Management Product Server is a server for running a VM management product (such as VMware vCenter Server or System
Center Virtual Machine Manager) that manages multiple server virtualization software products in an integrated fashion. The VM
Management Product Server can be located on the same machine as the Admin Server.

If the VM Management Product Server and the Admin Server areinstalled on the same machine, that machine must have enough resources
to run both the Admin Server and the VM management product.

Admin LAN

The admin LAN isaLAN for managing Managed Servers and storage devices from the Admin Server.

The admin LAN is set up separately from the public LAN that is used to perform jobs on Managed Servers.

The admin LAN and the public LAN can be made redundant by using network redundancy software on servers. Set up the network
redundancy software manually.

ﬂ Information

Thefirst NIC that is available for the admin LAN can be changed.

For details, refer to "6.1.3.1 Registering Blade Servers and Partition Model Servers' in the " ServerView Resource Coordinator VE Setup
Guide".

Public LAN

The public LAN isaLAN for business activities, to which Business Servers (VM Servers) are connected.

It is recommended that the public LAN be connected to the admin LAN viaan L3 switch, and that afirewall that uses an access control
list (ACL) be set up.

Itisalso possibleto usean L3 switch to completely separatethe public LAN from theadmin LAN. However, if thetwo L ANsare separated,
the following operations cannot be performed:

- Visualizing the resource usage status

- Submitting applications from service users on the public LAN



|Chapter 2 Operating Environment

This chapter explains the operating environment for this product.

2.1 Hardware Environment

The hardware conditions described below must be met when using Cloud Infrastructure Management Software.

2.1.1 Static disk capacity

The following static disk capacity is required to make a new installation for this product. The disk capacity varies dightly according to
differences in the environments being checked.

Static disk capacity (not including the operating system)

[Manager]

OS type Folder Disk capacity (in MB)
Windows Installation folder (* 1) 5037

[Managed Server Resource Agent]

OS type Folder Disk capacity (in MB)
/opt 325
VMware letc 15
Ivar 2
Hyper-V Installation folder (* 1) 330

*1: Thisisthe name of the installation folder that is specified when the software isinstalled.

2.1.2 Dynamic disk capacity

When this product is used, each folder requires the following disk capacity in addition to the static disk capacity. Refer to the following
manuals for details.

"1.1.2.5 Dynamic disk capacity" in the "ServerView Resource Coordinator VE Installation Guide”

"3.1.2 Disk Capacity Required" in the " Systemwalker Service Catalog Manager V149 Technical Guide”

"2.1.4 Disk Capacity Required" inthe" Systemwalker Service Catalog Manager V 14g Cloud Operation Managemnet Dashboard User's
Guide"

- "3.1 Required Hardware" in the " Systemwalker Software Configuration Manager V 14g Technical Guide"

2.1.3 Memory capacity

The following memory capacity is required to use this product.

Memory capacity (not including the operating system)
[Manager]

OS type Memory capacity (in MB)
Windows 10400 or more

*1: In addition to the values above, memory for Interstage Application Server and Systemwalker Service Quality Coordinator is also
required. Refer to the "Interstage Application Server Tuning Guide" and the " Systemwalker Service Quality Coordinator Installation
Guide" for details.



[Managed Server Resource Agent]

Virtual environment Memory capacity (in MB)
VMware 32
Hyper-V 32

[Business Server Agent]

Virtual environment Memory capacity (in MB)
Windows 400
Linux 400

*1: In addition to the values above, memory for Systemwalker Service Quality Coordinator (Agent) is also required. Refer to the
"Systemwalker Service Quality Coordinator Installation Guide”for details.

2.2 Software Environment

This product consists of the following DVDs:

- Cloud Infrastructure Management Software (the media pack includes a DVD for the Windows version and a DVD for the Linux
version)

2.2.1 Software Configuration

This product consists of the following software programs.

Software name Functional overview

This software automatically deploys virtual platforms and manages self-

Cloud Infrastructure Management Software V1.2.0 . ) A . . .
service functions (such as starting and stopping virtual servers, taking

Manager snapshots, and restoring virtual servers from snapshots).
- Managed Server Resource Agent
This software runs on Managed Servers, and deploys the virtual
platforms that service users have applied to use.
Cloud Infrastructure Management Software V1.2.0 Agent - Business Server Agent

This software runs on the virtual platforms that are deployed to
Managed Servers, and collects information about resources (CPU,
memory and disks) and about the usage status of the virtual platform.

2.2.2 Software Requirements

This section explains the software requirements for installing this product.

2.2.2.1 Operating system

The following operating system is required to use this product.

[Manager]
Operating Operating system Remarks
system type
Windows Microsoft(R) Windows Server(R) 2008 R2 Standard (*) The Server Coreinstallation
Microsoft(R) Windows Server(R) 2008 R2 Enterprise (*) option is not supported.

*: Runs as a 32-bit application on the WOW64 (Windows 32-bit On Windows 64-bit) subsystem.



[Managed Server Resource Agent]

Virtual
environment

Virtualization software

Remarks

Install the Managed Server

VMware xmx:g ng::z(qm; j 1 Resource Agent on VMware
) ESX hosts.
The Server Coreinstallation
option is not supported.
. ) . Turn the Hyper-V role on.
Hyper-V Microsoft(R) Windows Server(R) 2008 R2 Enterprise Add Microsoft Failover

Microsoft(R) Windows Server(R) 2008 R2 Datacenter

Cluster (MSFC).
Only the Windows Manager is
supported.

[Business Server Agent]

Operating
system type

Operating system

Remarks

Microsoft(R) Windows Server(R) 2008 Standard (x86, x64)
Microsoft(R) Windows Server(R) 2008 Enterprise (x86, x64)
Microsoft(R) Windows Server(R) 2008 R2 Standard
Microsoft(R) Windows Server(R) 2008 R2 Enterprise

The Server Coreinstallation
option is not supported.

Red Hat(R) Enterprise Linux(R) 5.5 (for Intel64)

Windows
Microsoft(R) Windows Server(R) 2003 R2, Standard Edition
Microsoft(R) Windows Server(R) 2003 R2, Enterprise Edition ) .
Microsoft(R) Windows Server(R) 2003 R2, Standard x64 Edition SP2 or higher is supported
Microsoft(R) Windows Server(R) 2003 R2, Enterprise x64 Edition
Prepareany required software
such asdriver kits and update
kits.
Linux Red Hat(R) Enterprise Linux(R) 5.5 (for x86)

For information on required
software, refer to the manuals
for each server, and to the
Linux installation guides.

Qn Note

- Some of the functions of the server virtualization software product used by this product are not supported by this product. Do not use

these functions.

Server virtualization software product

Functions that do not support use with this product

VMware vSphere (TM) 4
VMware vSphere (TM) 4.1

VMware Storage VMotion
VMware vNetwork Distributed Switch and Cisco Nexus
1000V virtual switch

VMware vStorage Thin Provisioning

Microsoft(R) System Center Virtual Machine Manager 2008 R2

- Memory areamigration

- Migration that involves changing the storage location of
avirtual machine

- Storing in libraries for virtual machines

[Hyper-V]

- If Managed Servers use Hyper-V, only Windows is supported as the operating system of the Admin Server.




- SCVMM can manage VMware ESX viaVMware vCenter Server. However, with this product, VMware ESX cannot be managed via
SCVMM. To manage VMware ESX with thiskind of configuration, register VMware vCenter Server with this product.

- If aWindowsimageisspecified whenan L-Server iscreated, server-specificinformationwill bereset using Sysprep (whichisavailable
from Microsoft) when the image is deployed. User information and operating system settings are also initialized when Sysprep is
executed.

For information on Sysprep, refer to the information provided by Microsoft.

- If the Manager is stopped and restarted while processing is being executed, the processing will be re-executed after the Manager starts.
Wait until the processing that is being executed completes before performing any new operations on the same resources.

- If the operating system for the image uses MAK license authentication for the activation method (asis the case with Windows Server
2008, for example), the total number of times that Sysprep can be executed will be limited to only three times. Sysprep is executed
when an L-Server is created by specifying an image, or when a cloning master is taken, which means that these operations (taking
cloning masters and creating L-Servers by specifying images) cannot be performed more than three times. For this reason, it is
recommended that cloning masters be taken from a dedi cated master server, rather than from L-Serversto which cloning masters have
been distributed. Note that Sysprep is also executed when a guest operating system is customized using the template function with
VMware, or when templates are created using SCVMM, and that these Sysprep executions are counted in the total number of
executions.

[Windows][VMware]

- If an L-Server has been created by specifying a Windows image, use Sysprep to reset the server-specific information when the L-
Server is started for the first time after being created. When the L-Server Console is opened from the management window for the
server virtualization software product after the L-Server has been started and the server-specific information has been reset, the
Administrator will beautomatically logged into the L-Server Console, soitisrecommended that youlog off fromthe L-Server Console.

- Note the following points when taking a cloning master from an L-Server that has been created using a cloning master.

- When L-Servers have never been started since they were created, and when server-specific information has not been set up, an
L-Server creation may fail if a cloning master taken from such an L-Server is used to create another L-Server. To take a cloning
master from such an L-Server, be sure to start the target L-Server at least once so that the server-specific information will be set
up for the L-Server.

The software for this product does not need to be installed on the Admin Client, but the following operating system is required.
[Admin Client]

Operating system Remarks

Microsoft(R) Windows(R) 7 Professional
Microsoft(R) Windows(R) 7 Ultimate

Microsoft(R) Windows Vista(R) Business
Microsoft(R) Windows Vista(R) Enterprise SP1 or higher is supported.
Microsoft(R) Windows Vista(R) Ultimate

Microsoft(R) Windows(R) XP Professional operating system SP3 or higher is supported.

Microsoft(R) Windows Server(R) 2008 Standard (x86, x64)
Microsoft(R) Windows Server(R) 2008 Enterprise (x86, x64)
Microsoft(R) Windows Server(R) 2008 R2 Standard
Microsoft(R) Windows Server(R) 2008 R2 Enterprise
Microsoft(R) Windows Server(R) 2008 R2 Datacenter

The Server Core installation option is not
supported.

Microsoft(R) Windows Server(R) 2003 R2, Standard Edition
Microsoft(R) Windows Server(R) 2003 R2, Enterprise Edition
Microsoft(R) Windows Server(R) 2003 R2, Standard x64 Edition
Microsoft(R) Windows Server(R) 2003 R2, Enterprise x64 Edition

SP2 or higher is supported.

2.2.2.2 Required patches

The following patch programs are required to use this product.
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[Manager]

Operating system type

Operating system

Patch ID/Batch update

Windows

PRIMECLUSTER GLS

TP002714XP-06

[Managed Server Resource Agent]

Virtual environment

Operating system

Patch ID/Batch update

VMware

None

Hyper-V

None

[Business Server Agent]

Virtual environment

Operating system

Patch ID/Batch update

VMware

None

Hyper-V

None

2.2.2.3 Required software

The following software programs are required to use this product.

[Manager]

Operating system type

Required software

Version and level

Remarks

Windows

ServerView Operations
Manager for Windows

(Formerly, "ServerView
Console for Windows")

V4.20.25 or later

This software is required to call the Web Ul
for the server management software from the
RC Console. Refer to the information about
settings for ServerView Operations Manager
for Windows in the " ServerView Resource
Coordinator VE Installation Guide”.

V5.10.03 or later

This softwareis required to call the console
window for the server from the RC Console.

Use aversion of ServerView Operations
Manager that supports calling of the server
console window.

If the console window isto be called,
ServerView Operations Manager must be
installed on the same machine asthisproduct's
manager.

Also specify thelPaddress of theiRM C server
when registering the monitored server in the
ServerView Operations Manager.

Microsoft(R) LAN
Manager module

Download this software from the Microsoft
FTPsite. (*1)

BACS or Intel PROSet or
PRIMECLUSTER GLS
for Windows

One of these software programs is required to
make the admin LAN for the Admin Server
redundant.

ServerView RAID

Thissoftwareisrequired whenlocal disks(*2)
use RAID configurations.

VMware vCenter Server
(Formerly, "VMware
Virtual Center")

4.0
41
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[VMware]

This softwareis required to manage VM
guestsand VM hosts.

This software can either be placed on the same




Operating system type

Required software

Version and level

Remarks

Admin Server asthe Manager, or on adifferent
server.

SNMP Trap Service

Microsoft(R) System
Center Virtual Machine
Manager 2008 R2

[Hyper-V]

This softwareis required to manage VM
guestsand VM hosts.

This software can either be placed on the same
Admin Server asthe Manager, or on adifferent
server.

Itisalso possible to create multiple library
servers.

Refer to "SCVMM Server MaxShellPerUser
Settings" in"G.2.2 Pre-setup Preparations” in
the" ServerView Resource Orchestrator Users
Guide"and specify settings so that up to six
sessions can be controlled concurrently.

Windows PowerShell

20

[Hyper-V]
This softwareis required to manage VM
guestsand VM hosts.

[Managed Server Resource Agent]

Virtual environment

Required software

Version and level

Remarks

VMware

ServerView Agent for
VMware

V4.30-20 or |ater

ServerView RAID

Thissoftwareisrequired when local disks(*2)
use RAID configurations.

Hyper-V

ServerView Agent for
Windows

V4.50.05 or later

*1: Download this software from the following Microsoft FTP site.

Microsoft FTP site

URL: ftp://ftp.mcrosoft.conl bussys/clients/nsclient/DSK3-1. EXE (as of June 2011)

*2: "Local disks" include both internal disks for the server and storage blades.

[Business Server Agent]

Operating Required software Version and level Remarks
system type
Windows VMware Tools - [VMware]
Thisis necessary when the virtualization softwareis VMware.
. This package isincluded in the installation media for the
L k - .
1nux sysstat package operating system.

[Admin Client]

Standard Edition

the Admin Client.

Required software Version and level Remarks
. 7
Microsoft(R) Internet Explorer 8 -
. . This software is required to display the ServerView Operations
Java(TM) 2 Runtime E t . .
a(TM) 2 Runtime Environmen *1 Manager management window or the VM management window on
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Required software Version and level Remarks
[VMware]
VMware vSphere(TM) Client 4.0 This software is required to use functions that link to the VM
41 management product or the VMware for Managed Servers on the
Admin Client.
[Hyper-V]
This software is required to use functions that link to the Hyper-V
H -V M - . .
yper anager for Managed Servers on the Admin Client.
This softwareis not supported for Windows X P or Windows 2003.
Microsoft(R) System Center Virtual [Hyper-V]
Macr.m?e Manager 2008 R2 - This software is required to use functions that link to VM
Administrator Console management products on the Admin Client.
Adobe Flash Player 10 -
Adobe Reader 9 -

*1: Todisplay the management window for ServerView Operations Manager, refer tothemanualsfor ServerView Operations Manager.

To display the VM management window, Version 1.5 or later isrequired.

[Web Client]
Required software Version and level Remarks
7
Microsoft(R) Internet Explorer -
8
Adobe Flash Player 10 -
Adobe Reader 9 -
2.2.2.4 Conflicting software
This product cannot be used with the following products.
[Manager]
Operating Item Product name Version and level Remarks

system type | No.

Windows 1
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INTERSTAGE All versions Here"INTERSTAGE" includes the
following products:
- INTERSTAGE
- INTERSTAGE Standard Edition
- INTERSTAGE Enterprise Edition
2 | Interstage Apcoordinator All versions -
3 | Interstage Application Server All versions Here "Interstage Application Server"

includes the following products:

- INTERSTAGE Application Server
Standard Edition

- INTERSTAGE Application Server
Enterprise Edition




Operating | ltem Product name Version and level Remarks
system type | No.
- INTERSTAGE Application Server
Web-J Edition
- Interstage  Application Server
Standard Edition
- Interstage  Application Server
Standard-J Edition
- Interstage  Application Server
Enterprise Edition
- Interstage Application Server Plus
- Interstage Application Server Plus
Developer
- Interstage Application Server Web-J
Edition
4 | Interstage Apworks All versions -
5 | Interstage Business Application Server | All versions Here "Interstage Business Application
Server" includes the following products:
- Interstage Business Application
Server Standard Edition
- Interstage Business Application
Server Enterprise Edition
6 | Interstage Business Process Manager All versions -
7 | Interstage Business Process Manager | All versions -
Analytics
8 | Interstage BPM Flow All versions -
9 | Interstage Service Integrator All versions -
10 | Interstage Shunsaku Data Manager All versions -
11 | Interstage Studio All versions -
12 | Interstage Traffic Director All versions -
13 | INTERSTAGE All versions -
WEBCOORDINATOR
14 | Systemwalker Centric Manager (x64) | All versions Here " Systemwalker Centric Manager"
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includes the following products:

- SystemWalker/CentricMGR

SystemWalker/CentricMGR-M

SystemWalker/CentricMGR GEE

SystemWalker/CentricMGR EE

SystemWalker/CentricMGR SE

Systemwalker  Centric
Global Enterprise Edition

Manager

- Systemwalker  Centric
Enterprise Edition

Manager




Operating
system type

Item

No Product name Version and level

Remarks

- Systemwalker Centric  Manager
Standard Edition

15 | Systemwalker IT Change Manager All versions

Here"Systemwalker I T Change Manager"
includes the following products:

- Systemwalker IT Change Manager
Enterprise Edition

- Systemwalker IT Change Manager
Standard Edition

16 | Systemwalker IT Process Master All versions

17 | Systemwalker Operation Manager V13.3 or earlier

Here"Systemwalker Operation Manager"
includes the following products:

- SystemWalker/OperationMGR
Global Enterprise Edition

- SystemWalker/OperationM GR
Enterprise Edition

- SystemWalker/OperationMGR
Standard Edition

- SystemWalker OperationMGR
Global Enterprise Edition

- SystemWalker OperationMGR
Enterprise Edition

- SystemWalker OperationMGR
Standard Edition

- Systemwalker OperationMGR Global
Enterprise Edition

- Systemwalker OperationMGR
Enterprise Edition

- Systemwalker OperationMGR
Standard Edition

18 | Systemwalker PKI1 Manager All versions

19 | Securecrypto Library All versions

20 | Systemwalker Resource Coordinator All versions

Here "Systemwalker Resource
Coordinator" includes the following
products:

- Systemwalker Resource Coordinator

- Systemwalker Resource Coordinator
Base Edition

- Systemwalker Resource Coordinator
Virtual server Edition

21 | Systemwalker Runbook Automation All versions
(Linked Server/Relay Server/Business
Server)

22 | Systemwalker Service Quality All versions except
Coordinator V13.4.0
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Operating | Item

sEETaEe | Product name Version and level Remarks
23 | SystemcastWizard All versions -
24 | SystemcastWizard Professional All versions -
25 | SystemcastWizard Lite All versions -

26 | ServerView Installation Manager (*1) | All versions -

27 | ServerView Resource Coordinator VE | All versions -

28 | ServerView Resource Orchestrator All versions -
29 | TeamWARE Office Server All versions -
30 | TRADE MASTER All versions -

*1: Because the Manager for this product includes a PXE server, this product cannot be used with the PXE server that is required for
ServerView Installation Manager remote installations.

& Note

- The Admin Server for this product can manage ServerView Resource Coordinator VE V2.2 Agents. In this case, these Agents can be
used within the functional range of ServerView Resource Coordinator VE.

- The Admin Server for this product cannot manage the same resources asthe Admin Server for ServerView Resource Coordinator VE.

[Managed Server Resource Agent]

Virtual environment Product name Version and level Remarks
VMware - - -
Server System Manager All versions -
SystemcastWizard All versions -
Hyper-V
SystemcastWizard Professional All versions -
SystemcastWizard Lite All versions -

[Business Server Agent]

i | .
Operating tem Product name Version and level Remarks
system type| No.
Windows 1 Systemwalker Runbook Automation All versions -
(Management Server/Linked Server/Relay
Server)
2 Systemwalker Service Quality Coordinator All versions except -
V13.4.0
3 ETERNUS SF Disk Space Monitor All versions -
Linux 1 Systemwalker Runbook Automation All versions -
(Management Server/Linked Server/Relay
Server)
2 Systemwalker Service Quality Coordinator All versions except -
V13.4.0
3 ETERNUS SF Disk Space Monitor All versions -
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Qn Note

- The Admin Server for this product cannot manage the same resources asthe Admin Server for ServerView Resource Coordinator VE.

- The Manager for this product includes a DHCP server function and a PXE server function. This meansthat other products or services
with DHCP or PXE server functions should not be placed on the admin LAN.

Examples of products that include DHCP servers or PXE servers
- Windows Deployment Services (WDS) for Windows Server 2008
- Boot Information Negotiation Layer(BINLSVC)

- ServerStart (when the remote installation function is used).
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|Chapter 3 Installation and Uninstallation

This chapter explains how to install and uninstall this product.

3.1 Installing on the Admin Server

This section explains how to install the Manager on the Admin Server.

The procedure for installing and setting up the Manager is as follows:
1. Preparing for installation

Installing the required software

Installing the Manager

Registering users, groups and organizational units

Setup

o g~ W N

. Post-setup tasks

3.1.1 Preparing for Installation

Configuration of the target server for installation

This section explains how to create anew Admin Server. It explains the procedure for installing the Manager on anew server where only
the operating system has been installed.

Before installing the Manager on an existing server, perform the procedurein "Appendix C Preparations and Checks before Installation".

Setting up the firewall

Toinstall this product on an environment where afirewall function is being used, settings need to be specified so that the firewall function
alows communications via the necessary ports.

Refer to the operating system manual for information on how to set up the firewall so asto allow communications to the necessary ports.
Refer to "D.1 List of Port Numbers' for information on the ports used by this product. Connections must be allowed for "List of port
numbers that need to receive packets from external servers'.

gn Note

The following note applies when the operating system is Windows Server 2008:

The Windowsfirewall function is enabled by default, and so firewall exceptions must be specified for the port numbers and protocol s that
are to be used.

Checking the host name

The host name must be specified in order for the Admin Server to run correctly. Either enter ahost name in the "hosts' file using no more
than 256 characters, or specify DNS settings so that the host name can be resolved.

Setting up the Hosts file
[Windows]

<System dri ve>\ W ndows\ Syst enB82\ dri ver s\ et c\ hosts

& Note

Note the following points when registering the local host in the "hosts' file.
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When setting thelocal host namefor "127.0.0.1", be sureto first enter an |P address that can be looked up remotely. Alternatively, do not
set the local host name for "127.0.0.1".

In the following example, the host name "remotel” is set with "10.10.10.10" for the IP address.

10. 10. 10. 10 renot e01
127.0.0.1 renote0l1 | ocal host. | ocal domai n | ocal host

Checking the SMTP server

This product uses an email function. Set up the SMTP server to create an environment where email can be used.

Checking the system time
Specify settings so that the Admin Server and the Managed Servers both use the same system time.
If thetimes are different, it will not be possibleto display the correct values for usage statusesin the Operation Portal and the Cloud Portal.

Setting up a server virtualization software product
The settings differ depending on the server virtualization software product used.

If a server virtualization software product is used, refer to the article for the server virtualization software product being used under
"Appendix G Configuring Server Virtualization Software" in the "ServerView Resource Orchestrator Users' Guide” for details.

Determining the storage configuration
Determine the storage configuration required for the system.

The following table shows the storage configurations supported by this product.

Table 3.1 Supported storage configurations

Server type L-Server system disk L-Server data disk
Vmware Complies with the environment that can be used by VMware.
Hyper-V SAN storage SAN storage

Setting up the storage environment

If a server virtualization software product is used, refer to the article for the server virtualization software product being used under "
Appendix G Configuring Server Virtualization Software " in the "ServerView Resource Orchestrator Users' Guide" for details.

Setting up the network environment
To ensure security during operations, the following networks must be created in such away that they are physically separated.

Refer to the article for network configurationsin the " ServerView Resource Coordinator VE Installation Guide" for information on how
to determine the network configuration.

- Admin LAN

Connect to admin LAN when performing management tasks such asinstalling or maintaining L-Servers, or performing operations on
the Manager.

Systems can be operated with greater safety by setting up the operating system firewall function or installing afirewall on the admin
LAN in accordance with the port list in the " ServerView Resource Coordinator VE Installation Guide".

- PublicLAN
The public LAN isanetwork that general users connect to when using business applications and so on.

The following VLAN IDs are automatically set by this product in order to prevent L-Servers that perform independent jobs from
connecting to one another:
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- TheVLAN ID for theinternal port of the LAN switch blade (for blade servers)
The VLAN ID for external ports must be set in advance.

- The VLAN ID for the virtual switch

3.1.2 Installing the Required Software
Install the software indicated in "2.2.2.3 Required software" on the Admin Server.

The following sections explain the settings where care is required with some of the required software programs.

3.1.2.1 Downloading and Setting Up the Required Software
- Download and extract the Microsoft LAN Manager module

Download the Microsoft LAN Manager module from the following FTP site:

URL: ftp://ftp.mcrosoft.confbussys/clients/nsclient/dsk3-1.exe (as of June 2011)

[Windows]

After downloading the module, place the module in awork folder for the system where the module will beinstalled (such as"C:
\temp") and then extract the module.

The Microsoft LAN Manager module can be installed even if it is not extracted first.

The moduleis for x86 CPU architecture. The module cannot be extracted on systems that use x64 CPU architecture. To extract the
module, it must be extracted on a system with x86 CPU architecture.

Use the following method to extract the module.

jJJ Example

© © 0000000000000 0000000000000000000000000000000000000000000000000000000000000000000000006006060COCOCEOESE

When dsk3-1.exe is placed in C:\temp

cd /d c:\tenp <RETURN>

dsk3- 1. exe <RETURN>

Expand c:\tenp\protnman.do_ /r <RETURN>
Expand c:\tenp\protnman.ex_ /r <RETURN>

V V. V V

© 0000000000000 00000000000000000000000000O0O0C0C0COCOCOCOCEOCEOCEOCEOCEOCIOCEOCIOCOCEOCEOCOCIOCI0CIOCI0C0CI0C0C0C0C0C0C0C0C0C0C0C0C0C0C0C0C0C0C0CCQCCQCCOCQOCEOCEECEEETS

After the module has been extracted, transfer the following files to awork folder on the machine where the module will be installed.
Use upper-case for the names of the files that have been transferred.

- PROTMAN.DOS
- PROTMAN.EXE
- NETBIND.COM

Setting up the software required for Windows [Windows]
- ServerView Operations Manager 4.x for Windows Settings

In order for Resource Orchestrator to operate correctly, ensure that the following settings are made when installing ServerView
Operations Manager for Windows.

- Donot select 1S (Microsoft | nternet | nformation Server) for Web Server selection.
For details on how to configure the settings, refer to the ServerView Operations Manager 4.X for Windows manual.
- SNMP Service Settings

In order for Resource Orchestrator to operate correctly, the following settings for the standard Windows SNMP trap service are
required.
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Open Servicefrom [Administrative T ools] on the Windows[Control Panel], and configure the following settings on the security tab
of SNMP servicein the [Services] window.

- SNMP community name

- Trap community hame

- Community privileges

- SNMP trap destination

- SNMP Trap Service Settings

In ord

er for Resource Orchestrator to operate correctly, the following settings for the standard Windows SNMP trap service are

required.

- Open Services from [Administrative Tools] on the Windows [Control Panel], and then configure the startup type of SNMP
Trap service as Manual on the [Services] window. Set the service status to Started.

- DHCP server installation

Installation of the Windows standard DHCP Server is necessary when managed servers belonging to different subnets from the admin

server
1
2.

are to be managed. Install the DHCP Server following the procedure below:
Add DHCP Server to the server roles. For the addition settings, refer to the manual for Windows.

Open Services from [Administrative Tools] on the Windows [Control Panel], and then configure the startup type of DHCP
Server service as Manual on the [Services| window.

From the [Ser vices] window, stop the DHCP Server service. When an admin server is amember of adomain, perform 4.
Authorize DHCP servers.

a. Open DHCP from [Administrative Tools] from the Windows [Control Panel], and then select [Action] - [M anaged
authorized servers| from DHCP.
The [Manage Authorized Servers] window will be displayed.

b. Click <Authorize> on the [Manage Authorized Servers] window.
The[Authorize DHCP Server] window will be displayed.

C. Enter the admin IP address of the admin server in Name or | P address and click <OK >,
The [Confirm Authorization] window will be displayed.

d. Check the Name and | P address, and click <OK>.
The server will be displayed in the Authorized DHCP servers of the [M anage Authorized Server s| window.

3.1.3 Installing the Manager

Toinstall the Manager, design and check the following parameters in advance.

Default valuesarelisted for someof the parametersin thefollowing table (" Parameters specified duringinstallation"). For these parameters,

it isrecom

mended that the default values be used.

Parameters specified during installation

[Windows]
Item Window Input item Description
No.
1 Select the installation folder. Installation Folder Thisistheinstallation folder for this product. (*1)

Default value:
C:\Fujitsu
The installation folder must be specified using no more than
10 characterslong, including the driver letter and the "\"
symbol.
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Item Window Input item Description
No.
2 Administrative User Creation User Account Thisisthe name of the user account for logging into this
product as a privileged user.
The string should be no more than 16 characters long, where
thefirst character must be aletter and theremaining characters
can consist of aphanumeric characters, underscores ("_"),
hyphens ("-") or periods ("."). The valueis case-sensitive.
Password Thisisthe password for the privileged user.
(Retype p ord) Thisisastring consisting of no more than 16 alphanumeric
characters and symbols.
3 Admin LAN Selection Network to usetheadmin | Thisisthe network to be used as admin LAN. This network
LAN can be selected from alist box.
4 Admin LAN Selection Folder containing the LAN | Thisisthefolder that was expanded in "Download and extract
Manager module the Microsoft LAN Manager" under "Downloading and
Setting up the Required Software".
5 Port number setting The port number of the Thisisthe port number used by the management function of
namangement function this product.
Default value: 8013
The port number of the Thisisthe port number of the database for this product.
database Default value: 5438
6 Environment settings for Host nameor IPaddressfor | Thisisthe host name or |P address that was verified in
mailing function SMTP server "Checking the SMTP server".
Port number for SMTP Thisisthe port number of the SMTP server.
server Default value: 25
Sender address Thisisthe sender email address (the "from" address) when
email is sent.
7 Port number setting Interstage Management Thisistheport number of the | nterstage M anagement Console.
Console Default value: 12000
Web server (Interstage Thisisthe port number of the Web server.
HTTP Server) Default value: 80
CORBA Service Thisisthe port number of the CORBA Service used by this
product.
Default value: 8002
8 Select theinstallation folder for | Installation folder for Thisistheinstallation folder for the CMDB of this product.
CMDB. CMDB Manager database Default value
C:\Fujitsu\Systemwalker\CM DB
9 Setting user password User password / Thisisthe password for the user ("swrbadbuser") that is
: . N
(Retype P ord) required to start Job Execution Control. (*2)
10 Setting user password User password Thisisthe password for the user ("swrbajobuser”) that is
1 *
(Retype P ord) required to start the process management database. (*2)
11 Admin server settings FQDN for theadminserver | Thisisthe host name that was verified in " Checking the host
name".
12 Portal server settings Port number of the cloud Thisisthe port number of the portal server used by this

portal server
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Item Window Input item Description
No.
Default value: 3500
13 Database settings Port number of the Thisisthe port number of the user management database for
database for user this product.
management Default value: 5440
Port number of the Thisisthe port number of the access control database for this
database for access control | product.
Default value: 5439
Port number of the Thisisthe port number of the accounting database for this
database for accounting product.
Default value: 5441
Port number of the Thisisthe port number of the database for the cloud
database dashboard infrastructure administrator dashboard.
Default value: 5442
14 Interstage single sign-on SSO | FQDN of the SSO Thisisthe FQDN of the SSO repository used by Interstage
repository settings repository server Single Sign-On. For the FQDN of the SSO repository, usethe
FQDN of the Admin Server.
The FQDN must be no more than 256 characters long, and it
must be possible to resolve the name.
Port number of the SSO Thisisthe port number of the SSO repository.
repository server Default value: 389
Administrator's DN of the | Thisisthe administrator DN of the SSO repository.
SSO repository server Default value:
cn=manager ,ou=inter stage,o=fujitsu,dc=com
Administrator's passowrd | The password for the administrator DN of the SSO repository
for the SSO repository must be no more than 128 characters, including al phanumeric
(Retype password) characters, commas(","), plussigns ("+") or equalssigns ("=").
15 Authentication server settings | FQDN of the Thisisthe FQDN of the authentication server used by this
authentication server product. For the FQDN of the authentication server, use the
FQDN of the Admin Server.
The FQDN must be no more than 256 characters long, and it
must be possible to resolve the name.
Port number of the Thisisthe port number of the authentication server.
authentication server Default value: 10443
16 User management settings Enable user management If user management isto be performed by the user department,
by user department select "on". If user management is to be performed by the
- on provider department administrator, select "off".
- off
17 MyPortal settings Allow the service This checkbox must be selected if changes to the service
specification modification | specifications are allowed.
18 MyPortal settings Enable application process | This checkbox must be selected if application processes are
enabled.
19 MyPortal settings Application processto be | When Application processis enabled, awindow is displayed

used
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Item Window Input item Description
No.
Select the required checkbox to use the following application
processes:
- Default (Approver and Judge)
- ApproverOnly
- JudgeOnly
Initial value: Default
20 MyPortal settings Select the application After the above window, another window appears. Select the
process settings. checkbox to choose the timing of the application process:
- Usethe application process subscribing to the service
- Usethe application process canceling the subscription
- Use the application process modifying the service
specification
(This selection is only displayed in the windows if the
"17.MyPortal settings" has been selected.)
21 CMDB and Interstage Port number of CMDB and | Thisisthe port number of Interstage Business Process
Bussiness Process Manager BPM-A Analytics and the CMDB used by this product.
Analytics settings Default value: 80
22 Virualization software settings | Type of virtualization Thisisthevirtualization softwarethat isinstalled on Managed
software Servers.
- Hyper-V A checkbox for virtualization software must be selected
according to the environment used.
- VMware
- Hyper-V + VMware

*1: Ingtall the Manager on an NTFS format disk.

*2: Password settings for "swrbajobuser" and "swrbaduser”

Anerror will occur with theinstallation processing if either " swrbajobuser” or "swrbaduser" (or both) have been registered already.

Inthiscase, deletethe user(s) that caused the error (either " swrbajobuser” or "swrbaduser" or both), and then perform theinstallation
again.

the following characters cannot be used in passwords:

\ (backslash)
" (double quote)

Spaces
Tab character.

The strings that can be specified for passwords must start with aletter or number and be between 1 and 250 characterslong. Also,

- Depending on the security policy settingsfor the operating system, acertain degree of complexity may be demanded for the strings
that can be used as passwords. With the default settings for Windows 2008, in particular, a fairly high degree of complexity is
demanded for the strings that can be used as passwords.
Specify a password, taking the following rules into account:

- The password must not contain all or part of the user name ("swrbajobuser” or "swrbadbuser").

- The password must contain at |east one letter, at |east one number and at |east one symbol

- Passwords must be at least eight characters long.

*3: To adopt the default value, ssimply press the <Enter> key without entering any values.
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3.1.3.1 Installing on Windows systems [Windows]

Cautions Prior to Installing

- If aterminal server isinstalled, execute the following command to change the termina service to install mode:

CHANGE USER /| NSTALL

Installation
Use the following procedure to install the Manager.
1. Loginwith Administrator privileges.

2. Start theinstaller.
The installer will start automatically when the DVD-ROM(DISK1) is inserted in the DVD drive. If the installer does not start
automatically, start it manually by executing cimssetup.exe.

3. Click "Instrallation of Admin Serevr function" .
Thereafter, proceed with the installation by entering the parameters that were designed and verified in " Parameters specified during
installation" as appropriate, in accordance with the instructions displayed in the installation wizard.

4. When prompted, insert the DV D-ROM(DISK?2) or the DVD-ROM(DISK3) to DVD drive to proceed installation.

QJ] Note
If theinstallation fails, restart the system and then log in again as the same user that performed the installation. Then, uninstall the product

according to the uninstallation procedure.

After uninstalling the product, eliminate the cause of the failure by referring to the meaning and action method for the message that was
output, and then install the product again.

Notes on the Post-installation Procedure

- If aterminal server isinstalled, execute the following command to change the terminal service to execute mode:

CHANGE USER / EXECUTE

- Thefollowing user is added:

User name swrbadbuser

swrbadbuser is the OS account used to start the process management database service. Do not delete this account while CIMSis still
installed.

3.1.4 Setup

This section explains how to set up the Manager.

3.1.4.1 Creating and Setting up Interstage Single Sign-On Environments

When registering usersto the I nterstage Single Sign-on authentication infrastructure, refer to"F.1 Creating and Setting up Interstage Single
Sign-On Environments" for information on how to first create and set up the Interstage Single Sign-on environment.

2, See

© © 0000000000000 00000000000000000000000000000000000000000000000000000000000000000000000000COCOCOCOCOCEOCEOCE

Refer to the "Interstage Application Server Single sign-on Operator's Guide" for details on Interstage Single Sign-On.

© ©0000000000000000000000000000000000000000000O00COCOCOCOCOCIOCIOCOCOCEOCOCOC0CI0C0C0C0CI0C0COC0C0C0C0C0C0C0C0C0C0C0C0C0C0C0C0C0C0C0C0CCCCCOCOCEOCEECEEETS
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3.1.4.2 Registering Users, Groups and Organizational Units

Register the organizational units and users that are required to use this product. Register these organizational units and users with either
the authentication infrastructure or an LDAP environment. Register user information according to the directory service being used.

Qn Note

- Thestep where users, groups and organizational unitsare registered with the LDAP directory only needsto be performed for theinitial
setup after installation. This step is not required when the setup is canceled and then performed again.

- Thereis no need to create organizational units if operations are to be performed using organizational units that have already been
Ccreated.

- Theusers and groups created in this chapter are the users and groups that are required for Cloud I nfrastructure Management Software
to run. Be sure to create these users and groups.

- Itisnot recommended to create L DIF files by copying samples from this manual. Thisis because linefeed characters may be skipped
or duplicated, depending on the Web browser or display program being used. It isrecommended that you use the samplesin accordance
with the procedures in this manual .

If you have to copy the samples from this manual for particular reasons, carefully check to see that the linefeed characters appear
exactly as shown in this manual before creating LDIF files.

3.1.4.2.1 Registering User Information with the Interstage Directory Service
This section explains the procedure for registering users with the Interstage Directory Service.

It explains how to register users by using LDIF files, as one of the user registration methods.

Qn Note

Refer to the "Interstage Application Server Directory Service Operator's Guide” for details on LDIF files.

ﬂ Information

User information can also be registered by using the GUI-based "Entry Management Tool". Refer to the "Interstage Application Server
Directory Service Operator's Guide”for details.

Registering users for service providers (automatic operation function)
Location of sample LDIF files
Sample LDIF files are stored in the following location.
[Windows]

<CI M5 installation fol der>\ Syst emnal ker\ swr bam et c\ sanpl e\l di f

LDIF file Description

swrba sso_sample.ldif ThisLDIF file creates organizational units, users and groups, and adds usersto
groups.

Usethissamplefileif thelnterstage Single Sign-On authentication infrastructure
is used.

swrba no_sso_sample.ldif This LDIF file creates organizational units, users and groups, and adds users to
groups.

Usethissamplefileif thelnterstage Single Sign-On authentication infrastructure
is not used.
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The definitions in the sample file and how to edit them
This sample file assumes the following LDAP configuration.

Edit this samplefile to match the LDAP environment for the actual operation. Be sure to change the password for the process control
user.

Public directory Note: The valueisfixed as below.

ou=interstage,o=fujitsu,dc=com

Organizational unit for storing users ou=User
Organizationa unit for storing groups ou=Group
Process control user swrbaadmin
Password for the process control user systemwalker#1

How to register sample files

Use the Idapmaodify command to register the definition information contained in an LDIF file with the LDAP directory.

jJJ Example

© 0000000000000 0000000000000000000000000000000000O0C0C0COCOCOCOCOCOCOCCOCOCOCOC00C00C0C0C00000000000000000000000000Ss

Administrator DN: cn=manager

Public directory: ou=interstage,0=fujitsu,dc=com

Password for the administrator DN: password

Host name of the repository: The host name of the Admin Server (Interstage Directory Service)
Port number: 389

[Windows]

> | dapnodi fy -H I dap://< }Host name of the Admin Server>:389 -D
"cn=nmanager, ou=i nt er st age, o=f uj i t su, dc=com’ -w password -a -f <Name of the edited LDIF file>

© 0 0000000000000 000000000000000000000000000000000000O0O0C0C0COCOCOCOCOCOCOCOCOC000C0C00C0C0C0000000000000000000000

For the detail Idapmodify command, Refer to the "Interstage directory service operation command"” in the "Interstage Application
Server/Interstage Web Server Reference (Command)".

How to create and register LDIF files
This section explains how to create LDIF files to register the user information (shown below) with the LDAP directory.

Note that three separate LDIF files are created here, but it is also possible to group all three filesinto asingle LDIF file and register
that file with the LDAP directory.

LDIF file for creating organizational units

This section explains the definitions for registering the organizational units shown in the following table with the LDAP directory.

Name of the organizational unit to be | Whether an arbitrary name can be specified
created

Group Yes

User Yes

E) Point

© 0000000000000 000000000000000000000000000000000000O0OCL0COCOCOCOCOCCOCCCOCOCOCOCOCOC0C00C0000C0C0C0C0COCOCO0CO0C0CO0CIO0CIOCIOCOCEOCEEOEE

Organizationa units (OUs) can be layered.

© 000000000000 0000000000000000000000000000000000000000OCOCL0COCOCOCOCOCCCCOCOCOCOCOCOCOC0C0C0CO00C0C0C0C0C0COCOCOCOCO0CO0CIOCIOCIOCESS

Create an LDIF file to register organizational units according to the setting examples.
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Example 1: Using "User" as a group for managing users.
The "User" group is created automatically when the repository is created.

To usethe"User" group as the group for managing users, prepare an LDIF file that registers only "Group”, as follows:

dn: ou=G oup, YDOVAI N%
changetype: add

obj ectcl ass: organi zati onal Uni t
ou: G oup

Example 2: Using a group other than "User" as a group for managing users.

To use agroup with a name other than "User" as the group for managing users, prepare an LDIF file that registers two groups
(agroup for managing groups and a group for managing users) as follows:

dn: ou=G oup, YDOVAI N%
changetype: add

obj ectcl ass: organi zati onal Uni t
ou: G oup

dn: ou=User, YDOVAI N%

changet ype: add

obj ectcl ass: organi zati onal Uni t
ou: User

Note that the %...% parts of the file should be replaced with the elements in the table bel ow.

List of replacement elements

Replacement Setting after replacement
symbol
%DOMAIN% Public directory: ou=interstage,0=fujitsu,dc=com

Note: To execute the setup after creating an LDAP directory, this setting
must be specified for the LDAP key name when the setup is executed.

E’ Point

© 00 0000000000000 0000000000000000000000000000000000000000000000000000000000000000000000000S

For the detail of object class and attribute which specified on setting example, Refer to the "Object Class List" and "Attribute
List" in the "Interstage Application Server Directory Service Operation Guide".

LDIF file for registering users

This section explains the definitions for registering the users shown in the following table with the LDAP directory.

User name Password Description
swrbaadmin systemwalker#l This user isrequired for Cloud Infrastructure Management
*1 *2) Software to control processes internaly.
(Mandatory user.)

*1: Thisisthe recommended user name, but any name can be specified.
*2: "systemwalker#1" isthe default value. This password can be changed to any password.
Create an LDIF file to register users according to the setting example.

Settings example

dn: ui d=swrbaadm n , ou=%JSER% YOOVAI N%
changetype: add

obj ectcl ass: inet OrgPerson

obj ectcl ass: organi zati onal Person
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obj ectcl ass: person

obj ectclass: top

obj ectcl ass: ssouser

cn: swrbaadm n

sn: sw baadm n

gi venNane: sw baadmi n

user Passwor d: syst emnal ker #1
ui d: swrbaadm n

Note that the %...% parts of the file should be replaced with the elements in the table below.

List of replacement elements

Replacement Setting after replacement
symbol
%DOMAIN% Public directory: ou=interstage,o=fujitsu,dc=com

Note: To execute the setup after creating an LDAP directory, this setting must be
specified for the LDAP key nhame when the setup is executed.

%USER% The"User" organizational unit (OU). (If thename of the OU hasbeen changed, specify
the new name.)

Example: User.

Note: To execute the setup after creating an LDAP directory, specify ou=<Value of
9%6USER96> for the organizational unit settings for storing the LDAP user account
when the setup is executed.

E) Point

© 00 0000000000000 0000000000000000000000000000000000000000000000000000000000000000000000000S

For the detail of object class and attribute which specified on setting example, Refer to the "Object Class List" and "Attribute
List" in the "Interstage Application Server Directory Service Operation Guide'".

© 00 0000000000000 0000000000000000000000000000000000000000000000000000000000000000000000000S

LDIF file for registering groups and adding users

This section explains the definitions for registering the groups shown in the following table.

Group name Members
AdminRole(*1) - swrbaadmin
IflowUsers - swrbaadmin
IflowGroups(* 1) - AdminRole

- swrba _Exe

- Role
swrba_Exe(*1) - swrbaadmin
Role(*1) - swrbaadmin

*1: These are the recommended group names. Arbitrary prefixes can be added to the front of the group names, without actually

changing the group name itself.

Ln Note

Do not assign users other than the swrbaadmin user to the swrba_Exe group.

Otherwise, problems may occur with the behavior of Automated Operation Processes.

Create an LDIF file for registering groups and adding users in accordance with the setting example below.
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Setting example

cn: Admi nRol e

cn: |flowlsers

cn: swrba_Exe

cn: Role

dn: cn=Adm nRol e, ou=%GROUPY% YOOVAI N%
changet ype: add

obj ectcl ass: groupCOf Nanmes

obj ectcl ass: top

nmenber: ui d=swr baadm n , ou=%JSER% YOOVAI N%

dn: cn=lfl owlsers, ou=%ROUPY% YOOVAI N%
changet ype: add

obj ectcl ass: groupCf Nanmes

obj ectcl ass: top

nmenber: ui d=swr baadm n , ou=%JSERY YOOVAI N%

dn: cn=lfl owG oups, ou=%ROUP% YDOVAI N%
changet ype: add

obj ectcl ass: groupCf Nanmes

obj ectclass: top

cn: |fl owG oups

nmenber: cn=Adm nRol e, ou=%GROUPY) “DOVAI NY%
menber: cn=sw ba_Exe, ou=%GR0OUP% YDOVAI N%
nmenber: cn=Rol e, ou=%GEROUPY YDONVAI NY%b

dn: cn=sw ba_Exe, ou=%R0OUPY% YDOVAI N%
changetype: add

obj ectcl ass: groupCOf Nanmes

obj ectclass: top

nmenber: ui d=swr baadm n, ou=%JSERY YOOVAI N%
dn: cn=Rol e, ou=%GROUPY% YOOVAI N%

changet ype: add

obj ectcl ass: groupCOf Nanmes

obj ectcl ass: top

nmenber: ui d=swr baadm n, ou=%JSER% YOOVAI N%

Note that the %...% parts of the file should be replaced with the elements in the table bel ow.

List of replacement elements

Replacement
symbol

Setting after replacement

%DOMAIN%

Public directory
Example: ou=interstage,o=fujitsu,dc=com

Note: To execute the setup after creating an LDAP directory, this setting must be
specified for the LDAP key name when the setup is executed.

%USER%

The"User" organizational unit (OU) (If the name of the OU has been changed, specify
the new name.)

Example: User.

Note: To execute the setup after creating an LDAP directory, ou=< Value of %USER
96> must be specified for the organizational unit settings for storing the LDAP user
account when the setup is executed.

%GROUP%

The "Group" organizational unit (OU) (If the name of the OU has been changed,
specify the new name.)

Example: Group.
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Replacement Setting after replacement
symbol
Note: To executethe setup after creating an LDAP directory, ou=< Value of %GROUP
96> must be specified for the LDAP organizational unit settings when the setup is
executed.
B} point

© 00 0000000000000 0000000000000000000000000000000000000000000000000000000000000000000000000S

For the detail of object class and attribute which specified on setting example, Refer to the "Object Class List" and "Attribute
List" in the "Interstage Application Server Directory Service Operation Guide'".

© 00 0000000000000 0000000000000000000000000000000000000000000000000000000000000000000000000S

The following example shows how to register entry data using the Idapmodify command and an LDIF file.

jJJ Example

© © 0000000000000 00000000000000000000000000000000000000000000000000000000000000000000000000S

Administrator DN: cn=manager

Public directory: ou=interstage,0=fujitsu,dc=com

Password for the administrator DN: password

Host name of the repository: The host name of the Admin Server (Interstage Directory Service)
Port number: 389

[Windows]

> | dapnmodi fy -H | dap://<Host nane of the Admin Server>:389 -D
"cn=manager, ou=i nt er st age, o=f uj i t su, dc=com’ -w password -a -f <Name of the created LDIF file>

© 00 0000000000000 0000000000000000000000000000000000000000000000000000000000000000000000000S

For the detail Idapmodify command, Refer to the "Interstage directory service operation command” in the "Interstage
Application Server Reference (Command)".

3.1.4.2.2 Registering users for service providers (configuration management function)
Registering the required organizational unit

Register the following organizational unit user (required to use this product) with the Interstage Directory Service.

Organizational Parent object
unit
Operators User

1. Preparethefollowing LDIF file.

dn: ou=Qperators, ou=User, ou=interstage, o=fujitsu, dc=com (*1)
changet ype: add

obj ect G ass: organi zational Uni t

ou: Operators

*1: For the underlined section, make changes according to the domain name specified in the public directory for the repository
created in "F.1 Creating and Setting up Interstage Single Sign-On Environments”.

2. Open acommand prompt with Administrator privileges.
3. Register the organizational unit by executing the following command.

[Windows]

> | dapnodify -H I dap://<Host name of the Adnmin Server>:389 -D "<Adm nistrator DN>" -w
<Password for the administrator DN> -a -f <Nane of the created LDIF file>
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Registering the required user

Register the following user (required to use this product) with the Interstage Directory Service.

User ID Role Organization | Password
name
cfmgadm System administrator cfmgadm Required

1. Preparethefollowing LDIF file.

dn: cn=cfnmgadm ou=Cperators, ou=User, ou=interstage, o=fujitsu, dc=com (*1)
changet ype: add

obj ect Cl ass: ssoUser

obj ect O ass: inet OrgPerson

cn: cfngadm

sn: cfngadm

ui d: cfngadm

user Passwor d: <Password>

ssoRol eNane: CFMGSyst emAdmi n

mail: <Enmail address>

*1: For the underlined section, make changes according to the domain name specified in the public directory for the repository
created in "F.1 Creating and Setting up Interstage Single Sign-On Environments”.

2. Open acommand prompt with Administrator privileges.
3. Reyister the user by executing the following command.

[Windows]

> | dapnodify -H I dap://<Host name of the Adnmin Server>:389 -D "<Adm nistrator DN>" -w
<Password for the administrator DN> -a -f <Nane of the created LDIF file>

3.1.4.2.3 Registering users for service providers (Self Service Portal)

Authentication for the Operation Portal is performed using Interstage Single Sign-On. Provider department administrators who will use
the Operation Portal must be registered with the repository for Interstage Single Sign-On using an LDIF file. Use the following procedure
to register provider department administrators.

1. Create provider department administrators.

2. Add provider department administrators as members of the "IflowUsers" group.

4{1 Note
Provider department administrators who have not been registered in the "IflowUsers" group cannot conduct assessment in application

processes.

Also, if no provider department administrators have been registered in the "IflowUsers" group, the following error message will be
displayed after users forward applications from the forward destination selection window when they apply to use a service.

PCS1002
An error occurred while processing application.
Pl ease contact the system operati on nmanager

Each of these registration proceduresis explained below.
Creating provider department administrators
The procedure for creating provider department administratorsis as follows:
1. Createan LDIFfile
Create an LDIF file by editing a sample LDIF file. A sample LDIF file is shown below.
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# Entry: User: ctng_provider001
dn: cn=ct ng_provi der 001, ou=Cper at or s, ou=User, ou=i nt er st age, o=f uj i t su, dc=com
obj ectC ass: top

obj ect O ass: person

obj ect Gl ass: organi zati onal Person
obj ect G ass: inet OrgPerson

obj ect O ass: ssoUser

ui d: ctmg_provider001

user Password: ctng_provi der001

mai | : ctngprovi der 001@xanpl e. com
ssoRol eNane: CTMGProvi der Admi n
ssoAut hType: basi cAuth

sn: 001

gi venNane: provider

cn: ctng_provi der001

Execute the |dapmodify command
[Windows]
Execute the |dapmodify command specifying the LDIF file that has been created.

> | daprodi fy -H I dap://<Host name of the Adnmin Server>:389 -D "<Adm nistrator DN>" -w
<Password for the adm nistrator DN> -a -f <Name of the created LDIF file>

An execution example is shown below.

c:\> Il dapnodi fy -H | dap://hostnane: 389 -D "cn=manager, ou=i nt er st age, o=f uj i t su, dc=cont' -w
admin -a -f c:\ldif\adduser.|ldif
addi ng new entry "cn=ct ng_provi der 001, ou=Cper at or s, ou=User, ou=i nt er st age, o=f uj i t su, dc=cont

Ln Note

Enter the command on a single line without inserting any line breaks midway through.

For the host name of the Interstage Directory Service, the port number, the administrator DN, and the password for the administrator
DN, enter the valuesthat were specified during installation. Refer to the " Systemwalker Service Catalog Manager V14g Installation
Guide"for details.

Adding provider department administrators to the "IflowUsers" group

Use the following procedure to add provider department administrators as members of the "IflowUsers" group.

1

Create an LDIF file
Create an LDIF file by editing a sample LDIF file. A sample LDIF file is shown below.

# Add ctng_provider001 to |Iflowlsers

dn: cn=Ifl owUsers, ou=group, ou=i nt er st age, o=fuj i t su, dc=com

changetype: nodify

add: menber

menber: cn=ct mg_provi der 001, ou=Cper at or s, ou=User, ou=i nt er st age, o=f uj i t su, dc=com

Execute the |dapmodify command
[Windows]
Execute the |dapmodify command specifying the LDIF file that has been created.

> | dapnodify -H | dap://<Host nanme of the Admin Server>:389 -D "<Adm nistrator DN>" -w
<Password for the adm nistrator DN> -f <Name of the created LDIF file>

An execution example is shown below.
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c:\> Il dapnodi fy -H | dap://hostnane: 389 -D "cn=manager, ou=i nt er st age, o=f uj i t su, dc=conl' -w
admn -f c:\ldif\adduser2group.ldif
modi fyi ng entry "cn=Ifl owdsers, ou=gr oup, ou=i nt er st age, o=f uj i t su, dc=cont

Ln Note

Enter the command on a single line without inserting any line breaks midway through.

For the host name of the Interstage Directory Service, the port number, the administrator DN, and the password for the administrator
DN, enter the valuesthat were specified during installation. Refer to the " Systemwalker Service Catalog Manager V14g Installation

Guide"for details.

3.1.4.3 Setting up the

Connection to the LDAP Server

Set up the connection to the LDAP server by checking and modifying the content of the following file.

[Windows]

<CI M5 installation fol der>\ Syst emwal ker\ SWCFMA confi g\ vsys_confi g. xm

Check the following properties, and make modifications if necessary.

Creating and Setting up Interstage Single Sign-On
Environments"

Property Value Can this be Default value
omitted?
|dap-server Host name of the directory server No Idap://localhost:389
|dap-admin-password Password for the administrator DN specifiedin"F.1 | No (Blank)

3.1.4.4 Setting up the

CMDB

Use the following procedure to set up the CMDB.

1. Stopthe CMDB.
[Windows]

<CIM5 installation

f ol der >\ Syst emwal ker \ SWRBAM CVDB\ FJSVermdbm bi n\ cndbst op. bat

1. Setupthe CMDB.
[Windows]

<CIM5 installation
<CI M5 installation
AGT_CFMG

f ol der >\ Syst enwal ker\ SWRBAM CNVDB\ FJSVendbm bi n\ cndbset upenv. bat -k MGR
f ol der >\ Syst emwal ker \ SWRBAM CVDB\ FJSVcndbm bi n\ cndbset upenv. bat -k

1. Start the CMDB.
[Windows]

<CIM5 installation

f ol der >\ Syst emwal ker \ SWRBAM CVDB\ FJSVendbm bi n\ cndbst art . bat

3.1.4.5 The User Allowed to Access the Database
The user (cfmgdb) and group (cfmgdb) for starting the database process are added during installation.

Use this user to access and manag

e the database.




Qn Note

Do not delete this user while this product is being used.

Changing the password
The following password is registered immediately after installation:

cf ngldadb! (for W ndows)

Because it isinsecure to use the default password, use the following procedure to change the password.

[Windows]
How to Change the Operating System User Password
Change the password using the following procedure:
1. Select[Start] - [Control Panel] to open [Control Panel].
. Click User Accounts.
. Click Manage another account.

2

3

4. Click the cfmgdb user.

5. Click Reset the password.
6

. Enter the new password, and then click the <OK > button.
Alternatively, set it on the command line as follows:

> net user cfngdb <New password>

How to Change the Service Setup Password
The database service is started as the DB startup user (cfmgdb).
Upon starting the login password is required, which is set to service.
When the DB startup user (cfmgdb) password is changed, the service settings must also be changed. Use the following procedure:
1. Select[Start] - [Control Panel] - [Administrative Tools], then open [Services).
2. Sdlect Systemwalker Software Configuration Manager DB Service from the list of services, then open that property.
3. Click the[Log on] tab.
4

. In[Password] and [Confirm password] fields, set a string that matches the password set in "How to Change the Operating
System User Password", and then click the <OK > button.

5. This password will be effective the next time the serviceis started.

3.1.4.6 Setting up the Automatic Operation Function [Windows]
1. Logintothe Admin Server as auser with Administrator privileges.

2. Execute the following command to start the setup:

> <CIMS installation fol der>\ Syst emnal ker\ SWRBAM bi n\ swr ba_setup -s

Qn Note

If the operating system is Windows Server 2008, execute the command above as an administrator.
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3. The setup tool for the automatic operation function will start.
Check the settings that are displayed, and then click the <Next> button.
4. Specify the server type settings.

Enter each setting, and then click the <Next> button.

Item name Input value

Select the build server type Select the operating type of the Admin Server from the following options:

- Standalone Server (normal operations)

5. Set up the process management database.

Enter each setting, and then click the <Next> button.

Iltem name Input value

Port number for Process Specify the port number for accessing the Process Management Database.
Management Database

Process Management Database Specify the directory for storing the database. The value can be up to 100 characters
Storage Directory long.

Inthisspecified directory, It isnecessary to add readable and writable authority to User
Group.

Account for Process Management | Register anew account, whichwill berequired for Systemwalker Runbook Automation
Database to access the Process Management Database.

The value can contain up to 18 initial aphanumeric characters.

Notethat the value specified for thisitem isrequired to directly manipulate the Process
Management Database.

Account Password for Process Specify the password for the account for accessing the Process Management Database.
Management Datebase The value can contain up to 18 alphanumeric characters and symbols (*).

Notethat the value specified for thisitemisrequired to directly manipul ate the Process
Management Database.

*: The following symbols can be used:

1#%=—1,

Re-enter Password Re-enter the password for the account for accessing the Process M anagement Database.

6. Set up the environment for the authentication server.

Enter each setting, and then click the <Next> button.

Item name Input value
Type of The Authentication Server | Specify the type of the authentication server to be used.
toUse - Interstage Single Sign-On Authentication Server
LDAP Used Specify the type of LDAP directory to be used.
- Interstage Directory Service
Interstage Single Sign-On Specify the business system name of the Interstage Single Sign-On environment.
;n\slti;(;nrr?a;e:tesetti ng Business default: BusinessO01

7. Set up the environment for user authentication.

Enter each setting, and then click the <Next> button.
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Item name

Input value

Host Name or |P address

Specify the host name or IP address for the LDAP server.

The value can contain up to 64 characters.

Port Number Specify the port number for the LDAP server.
The value must be between 1 and 65535.
Default: 389

Key Name Specify the public directory.

Note: Thevalueisfixed as below.

ou=interstage,o=fujitsu,dc=com

QT Note

Separate public directory levels with commas(,).

Example: If the public directory is ou=interstage,o=fujitsu,dc=com itcm.com, specify
ou=interstage,o=fujitsu,dc=com

Organizational Unit

Specify the name of the organizational unit using the following format:
ou=<Name of the organizational unit>
The value can contain up to 255 characters.

Default: ou=Group

Account Storage Unit

Specify the name of the account storage unit using the following format:
ou=<Name of the account storage unit>
The value can contain up to 255 characters.

Default: ou=User

Administrator DN

Specify the distinguished name (DN) for the LDAP repository administrator.
Format: cn=<Administrator DN>
Note: The valueisfixed as below.

cn=manager

Password for Administrator DN

Specify the password for the LDAP repository administrator.

Qn Note

After performing the procedure above, check whether this user can authenticate with the LDAP server.

If the LDAP authentication test fails, an error message will be displayed. In this case, review the settings.

8. Set up user information.

Enter each setting, and then click the <Next> button.

Iltem name

Input value

User for Process Control

Specify the user that is required for Cloud Infrastructure Management Software to
control processes internally. "swrbaadmin” is the recommended value, but any value
can be specified. This user must have been registered in the LDAP directory
beforehand.

Password for the User for Process
Control

Specify the password for the user for process control.
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10.
11

Qn Note

After performing the procedure above, check whether this user can authenticate with the LDAP server.

If the LDAP authentication test fails, an error message will be displayed. In this case, review the settings. Check the following as
well:

- There may be a problem with the settings for the LDAP server, so return to the previous window and check whether the
information has been set up correctly.

- Check for any problems with the user or group information registered with the LDAP server.

The settings will be displayed.
Check that the displayed values are correct, and then click the <Next> button. The setup will commence.
A window will be displayed indicating the setup progress.

If the setup completes normally, the settings will be displayed. Check the settings that are displayed, and then click the <Finish>
button.

QJT Note

If the setup command for the automatic operation function fails for any reason, be sure to cancel the setup.

3.1.4.7 Registering the Mail Server

To send email notifications when tasks are allocated during operations that use Automated Operation Processes, mail server information
must be registered on the Admin Server.

& Note

- Intheinitia state following the setup, the automatic operation function runs on the assumption that a mail server has been created on
the Admin Server. Email notifications will not be performed if amail server has not been created on the Admin Server.

List of setting items

The following table lists the items that can be set up as mail server information.

Item name Description Default value
SMTPServerHost Specify the host name or | P address of the SMTP server that isused | Localhost
to send emails.
SMTPServerPort Specify the port number of the SMTP server that is used to send 25
emails.
SMTPUserName Specify the user name that is used to authenticate with the SMTP None

server when emails are sent.

If the user name is not to authenticate with the SMTP server when
emails are sent, specify "\ " (the backslashcharacter followed by a
space).

SMTPPassword Specify the password for the user that is used to authenticate with the | None

SMTP server when emails are sent.

If the user name is not to authenticate with the SMTP server when
emails are sent, specify "\ " (the backslash character followed by a

space).
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ServerEmail Address Specify the email addressthat isassigned asthesender" (the "from"

address).

Note that the email address specified by thisitem will aso bethe
destination for emails that are returned when the destination is
unknown. Specify the address of a person who can rapidly respond
to problems.

postmaster@example.com

ServerEmailBaseURL Specify the URL of the Admin Server (which will appear in emails)

using the following format:

- http://<Host name of the Admin Server>:<80 (Port number of
the Web server)>/console/

Be sure to specify a URL that can be accessed externally. For
environments that use Interstage Single Sign-On, in particular, be
sure to specify the host namein FQDN format.

http://< Host name of the Admin
Server>:<80 (Port number of the
Web server)>/console/

Setup procedure

Log in as a system administrator and register mail server information on the Admin Server using the following procedure.

It is recommended that a backup be taken before you perform this procedure, in case something goes wrong.

1. Check the startup status of the automatic operation function.

Use the swrba_status command to check the startup status of the automatic operation function. If the automatic operation function
is not running, start it using the swrba_start command.

2. To authenticate with the SMTP server when emails are sent, encrypt the password for the user that is used to authenticate with the
SMTP server. Use the following command to encrypt the password.

This step can be skipped if authentication with the SMTP server is not performed when email is sent.

[Windows]

> <CIMs installation fol der>\ Syst emwnal ker\ | BPM cl i ent\ sanpl es\ confi gurati on
\ Encrypt Passwor d. bat -e "<Password>"

----- ENCRYPTED PASSWORD- - - - - - -

<Encrypt ed passwor d>

3. Prepare amail server definition file and a mail sender definition file.

Create the following two types of file. These files can be created in any desired location.

a

SMTP server configuration file (smtpserver.conf)

Sample configuration file for authenticating with the SMTP server when email is sent.

SMI'PSer ver Host =swr ba. mai | . server

SMIPSer ver Por t =25

SMIPUser Name=swr bamai | user

SMIrPPasswor d=<Encr ypt ed password>

Server BaseURL=htt p://ssoserver. exanpl e. com 80/ consol e/
Server Emai | BaseURL=ht t p: // ssoser ver. exanpl e. com 80/ consol e/

Sample configuration file for not authenticating with the SMTP server when email is sent.

SMTPSer ver Host =swr ba. nai | . server

SMrIPSer ver Por t =25

SMIPUser Nane=\ (*1)

SMIPPasswor d=\ (*1)

Server BaseURL=htt p://ssoserver. exanpl e. com 80/ consol e/
Server Emai | BaseURL=ht t p: // ssoser ver. exanpl e. com 80/ consol e/

*1: Be sure to insert a space after the backslash character("\ ").
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b. Mail sender configuration file (emailaddress.conf)

Server Emai | Addr ess=swr bamai | user @w ba. mai | . server

4. Register the information for the mail server and the mail sender with the automatic operation function. Register the mail server
definition and the mail sender definition.

a. Register the SMTP server.
[Windows]

> <CIMS installation fol der>\ Syst emwal ker\ | BPM ser ver\ depl oyment\ bi n
\'i mport Properties. bat sntpserver.conf <Account for accessing the process managenent
dat abase> <Password for the account for accessing the process managenent database>

b. Register the mail sender.
[Windows]

> <CIMs installation fol der>\ Syst emwnal ker\ | BPM ser ver\ depl oynment \ bi n
\'import Properties. bat emmil address.conf <Account for accessing the process managenent
dat abase> <Password for the account for accessing the process nmanagenent database> Defaul t

Be sure to specify the "Default" option at the end.
5. Restart the automatic operation function.

To reflect theinformation that has been set up, first use the swrba_stop command to stop the automatic operation function, and then
use the swrba_start command to start it.

a. Stop the automatic operation function.

[Windows]

> <CIMS installation fol der>\Syst emnal ker\ SWRBAM bi n\ sw ba_st op

b. Start the automatic operation function.

[Windows]

> <CI M5 installation fol der>\Systemnal ker\ SWRBAM bi n\ swrba_st art

3.1.4.8 Setting up the Catalog Function
This section explains how to set up the catalog function.
1. Logintothe Admin Server as a superuser.
2. Execute the following command to start the setup for the automatic operation function.

[Windows]

> <CI M5 installation fol der>\Syst emal ker\ SWCTMG\ bi n\ set up\ swct ng_servi ce_setup /s

3.1.4.9 Tuning the Desktop Heap [Windows]
Use the following procedure to tune the desktop heap.

& Note

- Edit the registry as a user with Administrator privileges.

- When editing the registry, be sure to take a backup first, and be very careful when making the changes.



- If the value of the SharedSection registry key has been changed, restart the system for the changes to take effect.

1. Opentheregistry editor.

Select [Run] from the [Start] menu. Enter "regedt32", and then click the <OK > button.
2. Moveto the SubSystems key.

Move to the following key from the HKEY_LOCAL_MACHINE subtree.

\ Syst em Current Control Set\ Control \ Sessi on Manager\ SubSyst ens

3. Select the value for the [Windows] key.
4. Select [Modify] from the [Edit] menu to display the [Edit String] dialog box.
5. Increase the desktop heap by changing the value of the SharedSection parameter.

Increase the value of the third item ("zzzz")to 3072.

Shar edSect i on=xxxx, yyyy, zzzz

Note: Thereis no need to change the first and second values ("xxxx" and "yyyy").

Edit String |

Walue name:
I'W'indl:nws

Walue data:
IiectDirectnrg,:'xWindnws SharedS ection=1024,20480,51 2f/indows=0n Sy

(] I Cancel |

- Example: Before change.

Shar edSect i on=1024, 20480, 512

Example: After change.

Shar edSect i on=1024, 20480, 3072

_-ﬂ Information

For details on how to expand the desktop heap by modifying the registry, refer to document number 126962 on the "Microsoft Support
Online" website published by Microsoft for details. Refer to Article 184802 on the Microsoft Support website for information on the
desktop heap.

3.1.4.10 Restarting the Operating System
Restart the operating system.
[Windows]

Restart the operating system from the Start menu.

3.1.5 Post-setup Tasks

This section explains the tasks to be performed after the Manager has been set up.

After setting up the Manager, perform the following tasks:
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1. Starting the Web servers

2. Setting up mail and accounting information

3. Setting up information for Interstage Single Sign-On
4. Registering application processes

3.1.5.1 Starting the Web Servers
Start the Web servers for Interstage Application Server.
Use the following procedure to start the Web servers.

1. Start the Interstage Management Console.
Use the following procedure to start the Interstage Management Console.

[Windows]
Select the [All Programs] - [ Interstage] - [Application Server], and then [I nter stage M anagement Console] from the [Start]
menu.
2. Start the Web servers.
Select [I nter stage Management Consol€] - [I nterstage Application Server] - [System] - [Service] - [Web Server] - [List].
If any of the following Web servers have stopped, start them.
- FJapache
- ctmg-http-int

- ctmg-https-ext

3.1.5.2 Setting up Mail and Accounting Information

This section explains how to set up mail and accounting information.

Mail settings

The operating environment files for this product must be modified in order to send emails to usersin the user departments to notify that
processing has completed or failed when they use MyPortal to apply to use a service, change service specifications or cancel a service
contract.

The following operating environment files need to be modified:
- vsys_config.xml
- mail_config.xml
These two files are stored on the server where this product has been installed. The modification procedure is explained below.
Setting up the "vsys_config.xml" file
1. Open the following operating environment file.

[Windows]

<CI Ms installation fol der>\Systemal ker\ SWCFMG\ confi g\ vsys_confi g. xni

2. Set the following itemsin the operating environment file.

Iltem Description
ctmg-host Specify the FQDN for the server where this product has been
installed.
ctmg-port Specify the port number of the API for linking to thisproduct (fixed
as 3551).
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A setting example is shown below.

<?xm version="1.0" encodi ng="UTF-8"?>
<! DOCTYPE properties SYSTEM "http://java.sun.conm dtd/ properties.dtd">
<properties>
<entry key="super-org-id">cfngadnx/entry>
(Onmitted)
<entry key="ct ng-host">aaa. bbb.fujitsu.co.jp</entry>
<entry key="ctng-port">3551</entry>
<entry key="mail-config-file">/etc/opt/FISVcfnyg/config/mail_config.xm </entry>
<entry key="l|ocal e">j a</entry>
</ properties>

Qn Note

- When editing the "vsys_config.xml" file, do not change any settings other than ctmg-host and ctmg-port.

- Back up the "vsys config.xml" file before editing it. If any settings other than ctmg-host and ctmg-port have been changed,

restore the file from the backup.

Specifying settings in "mail_config.xml"

If environment setup for the mail transmission function was not performed when this product wasinstalled, the host name (or |P address),
port number and email address that were entered with the mail settings specified during installation on Windows or Linux systems must

be reflected to the operating environment files for this product. The procedure is explained below.
1. Open thefollowing operating environment file.

[Windows]

<CI M5 installation fol der>\Systemal ker\ SWCFMG\ confi g\ mai | _confi g. xm

2. Change the following items in the operating environment file in accordance with the settings for this product.

Iltem Description
enable-email Set thisitem to "true".
smtp-host Specify the host name or IP address of the SMTP server.
smtp-port Specify the port number of the SMTP server.
from-email Set the source (sender) email address.
from-name Set the name of the sender.

A setting exampleis shown below.

<?xm version="1.0" encodi ng="UTF-8"?>
<! DOCTYPE properties SYSTEM "http://java.sun.com dtd/ properties.dtd">
<properties>
<entry key="enabl e-emmil ">true</entry>
(Omitted)
<entry key="sntp-host">snt p. exanpl e. conx/ entry>
<entry key="sntp-port">25</entry>
(Onitted)
<entry key="from email">cl oud- nast er @xanpl e. conx/ entry>
<entry key="from name">Support Ofice</entry>
</ properties>




Q)] Note
- When editing the "mail_config.xml" file, do not change any settings other than smtp-host, smtp-port, from-email, and from-

name.

- Back up the "mail_config.xml" file before editing it. If any settings other than smtp-host, smtp-port, from-email, and from-
name have been changed, restore the file from the backup.

Accounting information settings

The operating environment filesmust be modified so that the user of the user department can display accounting information on the service
specification list displayed on the service specification search window using MyPortal.

The following operating environment files need to be modified:
- vsys_config.xml
- custom_config.xml
These two files are stored on the server where this product has been installed. The modification procedure is explained below.
Setting up the "vsys_config.xml" file
1. Open the following operating environment file.

[Windows]

<CI M5 installation fol der>\ Systemal ker\ SWCFMG\ confi g\ vsys_confi g. xm

2. Set the following itemsin the operating environment file.

Iltem Description

use-charge Set thisitem to "yes" to use the accounting information display
function, or "no" otherwise.

use-charge-log Set "yes' to use the accounting information display function. Set
"no" not to use the function.

A setting exampleis shown below.

<?xm version="1.0" encodi ng="UTF-8"?>
<! DOCTYPE properties SYSTEM "http://java. sun. conf dtd/ properties.dtd">
<properties>
<entry key="super-org-id">cfngadnx/entry>
(Omitted)
<entry key="use-charge">yes</entry>
<entry key="charge-host" >l ocal host</entry>
<entry key="charge-port">3550</entry>
<entry key="charge-uri">/resource/verl.0</entry>
<entry key="use-charge-|o0g">yes</entry>
<entry key="charge-| o0g-host">l ocal host</entry>
<entry key="charge-1| o0g-port">3550</entry>
<entry key="charge-log-uri">/resource/verl. 1l</entry>
(Omitted)
</ properties>

Qn Note

- When editing the vsys_config.xml file, do not modify setting items other than use-charge, and use-charge-log.

- Backupthevsys config.xml filebeforeeditingit. If setting items other than use-charge, and use-charge-log aremodified, restore
the backup file.



Specifying settings in "custom_config.xml"
1. Open the following operating environment file.

[Windows]

<CIMs installation fol der>\Syst emnal ker\ SWCTMG MyPor t al \ confi g\ cust om confi g. xm

2. Set the following items in the operating environment file.

Item Description

estimation-mode | Set"3" to display the Monthly Charges (Approximate) applicable to that
subscription. Set "0" not to display it.

If "yes" was specified for "use-charge” of "vsys config.xml settings’, set
"3". If "no" was specified, set "0".

A setting exampleis shown below.

<?xm version="1.0" encodi ng="UTF-8"?>
<properties>
<entry key="estinmation-npde">3</entry>
(Omitted) ...
<entry key="custom 01">fal se</entry>
</ properties>

L:n Note

- When editing the "custom_config.xml" file, do not change any settings other than estimation-mode.

- Back up the "custom_config.xml" file before editing it. If any settings other than estimation-mode have been changed, restore
the file from the backup.

Restart the CFMG_VSYS WorkUnit.
1. Start the Interstage Management Console.

Refer to "3.1.5.1 Starting the Web Servers' for information on the procedure for starting the Interstage Management Console.
2. Re-start the [CFMG_VSY S| WorkUnit by specifying [System] - [WorkUnit] - [View WorkUnit Status).

3.1.5.3 Setting up Information for Interstage Single Sign-On

Registering site definitions
Use the I nterstage Management Console to specify the public URL for the Admin Server, as described below.
1. Start the Interstage Management Console.
Follow the steps below to start the Interstage Management Console:
[Windows]

From the [Start] menu, select [All programs] - [I nterstage] - [Application Server] - [I nter stage Management Console].

2. Specify the public URL of the Admin Server.

Select the [System] - [Security] - [Single Sign-on] - [Authentication infrastructure] - [Repository server] - [Protection
resource] - [Create a New Site configuration] tab. Enter FQDN and the port number of the admin server in [Site Configuration
Settings] - [FQDN and Port number :3500(The port number of the Cloud Portal)]. Click the <Create> button.

Register Protection Path

Use the Interstage Management Console and follow the steps below to register the protection path:



1. Start the Interstage Management Console.
Refer to "Registering site definitions” for the procedure to start the Interstage Management Console.
2. Register protected resource.

Select the [System] - [Security] - [Single Sign-on] - [Authentication infrastructure] - [Repository server] - [Protection
resour ce] - [<Admin server FQDN>:<Admin server port number>] - [Protection path] - [Create a New Path configuration]
tab.

Set as follows and click the <Create> button.

Path definition

Role / role set (select the

Notification of extended following items)

Protected path . .
user information

[/portalalctrl/ - sop_delegated_manager
SOp_resource_manager
sop_restcrited_user

[portala/personal Info/ - sop_delegated _manager
SOp_resource_manager

/portalalrManagerInfo/ - sop_delegated_manager
SOp_resource_manager

/portala/userManagerMenu/ - sop_delegated_manager
SOp_resource_manager

Create the Business system setup file
Use the Interstage Management Console and follow the steps below to create the Business system setup file:
1. Start the Interstage Management Console.
Refer to "Registering site definitions" for the procedure to start the | nterstage Management Console.
2. Set the Public URL and the password in the business system setup file.
Select the [System] - [Security] - [Single Sign-on] - [Authentication infrastructure] - [Business system setup file] tab.

Set the Business system Information as follows. Enter the password (6 or more characters), and click <Download>.

Iltem Description

Public URL http://<Host name of the Admin Server>:<3500(Port number of the Cloud
Portal)>/

Linkage with Interstage Portalworks? | No

3. Save the downloaded business system setup file.

Registering the Admin Server
Use the Interstage Management Console and follow the steps below to register the admin server:
1. Start the Interstage Management Console.
Refer to "Registering site definitions" for the procedure to start the Interstage Management Console.
2. Stop the Web server.

Select the [System] - [Services] - [Web Server] - [ctmg-https-ext]. Display [ctmg-https-ext:Web Server Status], and click the
<Stop> button.

3. Set the business system setup file and the password.
Select the [System] - [Security] - [Single Sign-on] - [Business system] - [Addition of Business server] tab.
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Set the " Business system setup file" downloaded as directed in Create the " Business system setup file" and the password in
" Business system setup file" and Password of file, and then click the <Next> button.

4. AddaAdmin Server.
Set the following values in General Settings, and click the <Add> button.

Item Settings

Business system Name Business system name (any name)

Web server name to Web Server used | ctmg-https-ext

Host to Web Server used <Host name of the Admin Server>:<3500 (Port number of the Cloud
Portal)>

When Updating Access Control Execute manually as needed

Information?

(Execute when Business server is added)

Use Single Sign-on JavaAPI? Yes

5. Modify the configuration.

Select [System] - [Security] - [Single Sign-on] - [Business system] - [Business system Name]. Enter the business system name
specified in step 4 in " Business system Name" .

Select the [Settings] tab and click [Detailed settings] - [Show]. Modify the configuration as follows and then click the <Update>

button.
Iltem Settings
Access Log Settings Maximum size: 1024
Enable Client | P address Check? No
Notify User Information? Yes
Cachesize 2
Cache count 100

6. Start the Web server.

Select the [System] - [Services] - [Web Server] - [ctmg-https-ext]. Display [ctmg-https-ext:Web Server Status], and click the
<Start> button.

Prevention of Caching of Contents
Follow the steps below to enable the Web browser cache settings.
1. Start the Interstage Management Console
Refer to "Registering site definitions" for the procedure to start the | nterstage Management Console.
2. Stop the Web server

Select the [System] - [Services] - [Web Server] - [ctmg-https-ext]. Display [ctmg-https-ext:Web Server Status], and click the
<Stop> button.

3. Update the Environment Configuration File of the business server.
Update the Environment Configuration File of the business server using the Editor.
The location and file name of the Environment Configuration File for the business server is shown below:

[Windows]

<CI M5 installation fol der>\Systemal ker\ | APS\ F3FMsso\ ssoat zag\ conf \ ssoat zag. conf

Edit the above file as shown below:
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Add http-cache-cntl=NO to thelinefollowing the business system name business-system-name = <Business system name specified
in " Register the Admin Server" > of the business server that inhibits cache.

An example using the business name of Business001 is shown below:

Server Port =80

...<Omitted>. ..

busi ness- syst em nane=Gyonu001
htt p- cache-cnt| =NO

4. Start the Web server.
Select the [System] - [Services] - [Web Server] - [ctmg-https-ext]. Display [ctmg-https-ext:Web Server Status], and click the
<Start> button.

Update Access Control Information
Use the I nterstage Management Console and follow the steps bel ow to update the access control information:
1. Start the Interstage Management Console.
Refer to "Registering site definitions” for the procedure to start the Interstage Management Console.

2. Select [System] - [Security] - [Single Sign-on] - [Business system] - [<Business system Name>]. Click the <Update> button on
the [Update access contr ol infor mation] tab.

QJT Note

Continue working because there is no operational problem though the message of sso04718 might be output when you update access
control information.

3.1.5.4 Register the Application Process

To use application processes with this product, amail server must be registered and a BAR file must be registered with the server for this
product.

;ﬂ Information

If emails are not sent from the application process function during operations, check whether the mail server for this product has been
registered correctly.

Change the following settings to match the settings specified when the mail server for this product was registered.

Item Description
SMTPServerHost Specify the host name or | P address that was verified in " Checking the SMTP server”.
SMTPServerPort Specify "25" (the port number of the mail server).
ServerEmail Address Specify the source (sender) email address.
The source (sender) email addressis the email addressin Item 6 of "Parameters specified during
installation”.

Use the following procedure to use application processes by registering BAR files with the server for this product.



1. UseaWeb browser to access the following URL, and log in as a user with system administrator privileges.

http://<Host name of the Adm n Server>:<80 (Port nunber of the Wb Consol e))>/ consol e/ Def aul t/

2. Create the process group.
On the process group selection window, select System from [Process Group Name] and click the <OK > button.

Select a Process Group

Process Group Name : [T GG — - |

Select [Process Group Settings] on the System Administration tab window, and display the process group setting window. Then,
select [Create Process Group Space].

Task Process Management Lysiom Adminlsiration

T Ueers B Process Group Set.,, B

. Orougs Process Orops
E' Process Group Settings
} Oprabon Comparents

1 Frocers Groups Found

Crnats Process Gioup Space X

Process Girawp [0

L CEnilfarast Process Grasp (wser
Groupg -

State
Hame

Besiriplion I

Omner Group P S —

Tiveg & Ol ¥ update 5 Ursfrfladl o Expit ba Aooess Key

3. Enter the process group ID.
Enter ctmgApplication in [Process Group 1D] on the [Create Process Group Space] dialog box, and click the <Create> button.

Create Process Group Space Ed

Process Group ID : ctmgdpplication |

Process Group Owner | |
Group :

4. Update the process group.
Select the application ctmgApplication created in step 3, and click the <Update> button on the lower pane.
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Copy the ctmgApplication.bar file below in the Admin Server onto the environment in which the browser has been opened.

[Windows]

<CI M5 installation fol der>\Systemal ker\ SWCTMG\ MyPor t al \ pkg\ ct ngAppl i cati on. bar

Click the <Browse> button on the [Update Process Group] dialog box. Select the ctmgApplication.bar file that was copied, and

click the <Update> button.

Tasks  Process Mansgament

" UsErs Process Groug Set... B

& Users

& Oroues Prodess Groups

& Operation Componants

| Create Frocess Group Space | @ Synchrorize with OMS |

3 Process Growp & cimgApplication

Ceetait | Sethngs || Vanabls

@ Comgurston [ —
oF Eysiem Confgurabions F ~ Haima Uit Gl i e
dl ServanConion o By
mEL L | Symen e e e
|Gk Log Cordgerabian
& Sk -
[T Lags

Stale
D sarigtion

Dwn e GRoup [Edmrenfote

E )il

] Moddy Process Group Qwner

T onhes | T ciflns

¥oupdete | G vsirnal | TR Espore | Hy Acoeds wey

5. Change the process group to an online status.

Select the created process group ctmgApplication, and click the <Online> button on the lower pane.
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6. Select the process definition and enable it.

Refresh the window by selecting [System Administration] tab, and display the ctmgApplication in [Process Group].

Select ctmgApplication from [Process Group].
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Select [Process Definitions] on the [Process M anagement] tab window.

Select from the process definition list the process definition to be used. Select Publish on the context menu.
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B, Frocass Instarces * Process Instances (8 Process Defimitions B
] FiBearctes
= % Dpen & Import | %= Rodresh
(@ PO Sasechis
Proees Dl o Hame =id wernamn Slate e
Sucigeliny " T traft T
Dl gl L1 E1 ] [ ] ] s Pl e
Tzt
Ay 104 1 fean Chpoite
Sacigesrdy o] 20 Desmted Detete
Evpent
.
et 14 20 e -

3.1.5.5 Registering Managed Servers for the Cloud Infrastructure Administrator
Dashboard

To use the cloud infrastructure administrator dashboard with this product, the Managed Servers to be monitored with the dashboard must
be registered.

Refer to "Appendix | Registering and Deregistering Managed Servers' for information on how to register Managed Servers.

3.2 Installing on Managed Servers

This section explains how to install the Managed Server Resource Agent on Managed Servers.

The procedure for installing and setting up Managed Server Resource Agentsis as follows:
1. Preparing for installation
2. Ingtalling the required software

3. Installing Managed Server Resource Agents

3.2.1 Preparing for Installation

Configuration of the target server for installation

This section explains the procedure for creating a new Managed Server and installing a Managed Server Resource Agent on the Managed
Server where only the virtualization software has been installed.

Toinstall aManaged Server Resource Agent on an existing server, perform the procedurein " Appendix C Preparations and Checks before
Installation™ before installing the Managed Server Resource Agent.
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Setting up the firewall

Toinstall this product on an environment where afirewall function is being used, settings need to be specified so that the firewall function
alows communications via the necessary ports.

Refer to the operating system manual for information on how to set up the firewall so asto allow communications to the necessary ports.
Refer to "D.1 List of Port Numbers' for information on the ports used by this product. Connections must be allowed for the port numbers
that need to receive communications from external servers.

Qn Note

The following note applies when the operating system is Windows Server 2008:

The Windows firewall function is enabled by default, and so firewall exceptions must be specified for the port numbers and protocols
that are to be used.

Checking the system time

Specify settings so that the Admin Server and the Managed Servers both use the same system time.

3.2.2 Installing the Required Software
Install the software indicated in "2.2.2.3 Required software" on the Managed Server.

The following sections explain the settings where careis required with some of the required software.

Setting up the required software
- Setting up ServerView Agent
Enter the settings for the SNMP service that are required to install a ServerView Agent.
Refer to the ServerView Agent manuals for details on how to set up the SNMP service.

- For the SNMP community name, set the same value as the SNM P community name that has been set for the management blade.

Set Read (referencerights) or Write (reference and update rights) for the SNMP community name.

- For thehostsfor which SNMP packetswill be accepted, either select Accept SNMP packetsfrom any host or select Accept SNMP
packets from these hosts, and then specify the IP address of the admin LAN for the Admin Server.

- For the SNMP trap destination, specify the IP address of the Admin Server.

If the Admin Server that is the destination for SNMP traps has multiple NICs, specify the | P address of the admin LAN to which the
Managed Server is connected.

3.2.3 Installing Managed Server Resource Agents

Toinstall the Managed Server Resource Agent, design and check the following parameters in advance.

Parameters specified during installation

Item No. Window Input item Description
1 Admin Server Admin Server Address Thisisthe IP address of the Admin Server.
INformation If the Admin Server has multiple | P addresses, specify an IP
Registration address with which the Managed Server can communicate.

3.2.3.1 Installing Managed Server Resource Agents [VMware]
Use the following procedure to install a Managed Server Resource Agent.

1. Start the Managed Server (where this product isto be installed) in multi-user mode, and log in to the system as root.
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2. Insert the DVD-ROM(DISK 1) for this product in the DVD drive, and execute the following command.

# cd <Mount point for the DVD- ROW/ DI SK1/ packages/ ROR/ Li nux/ agent

Moveto the directory where the installer is stored.

3. Execute the installation command (rcxagtinstall).

# ./rcxagtinstall

4. Proceed with the installation by entering the parameters that were designed and verified in "Parameters specified during
installation” as appropriate, in accordance with the interactive messages given by the installer.

3.2.3.2 Installing Managed Server Resource Agents [Hyper-V]
Use the following procedure to install a Managed Server Resource Agent.
1. Log on with Administrator privileges.

2. Start theinstaller.
The installer will start automatically when the DVD-ROM(DISK1) is inserted in the DVD drive. If the installer does not start
automatically, start it manually by executing cimssetup.exe.

3. Click "Installation of Server Resource Management Agent” .

Thereafter, proceed with the installation by entering the parameters that were designed and verified in " Parameters specified during
installation" as appropriate, in accordance with the instructions displayed in the installation wizard.

For thelicense authenti cation information for Windowsvolumelicenses, click the<Next> button without selecting Usethe " cloning
feature of this product" .

3.3 Installing on the VM Server

This section explains how to install a Business Server Agent on the VM server.

To create aVM server, asystem template, the basis for the VM server, must be created.

Refer to " Chapter 3 Creating and Registering System Templates' in " Systemwalker Software Configuration Manager V 14g Operation
Guide" for information on how to create and register system templates.

Do the following stepsto install the business server agent on the VM server. (These steps are also performed when creating the L-Server
when creating system templates.)

Before starting theinstallation, check that the procedurein " Appendix C Preparations and Checks before Installation™ has been performed.
Use the following procedure to install and set up Business Server Agents.

1. Preparing for installation

2. Ingtalling the required software

3. Installing Managed Server Resource Agents

3.3.1 Preparing for Installation

Setting up the operating system property definition file
To deploy Linux operating system virtual servers, the virtual server DNS search path must be set in the OS property definition file.

Refer to "L-Server Parameter Details' in the " ServerView Resource Orchestrator User's Guide” for information on how to set this path.

E) Point

The DNS search path is specified using the operating system property definition file. For the operating system property definition file,
edit the following file that is common to both Windows and Linux operating systems.

-53-



[Windows]

<CI M5 installation fol der>\ Resource O chestrator\Manager\etc\custom ze_data\os_setting. rcxprop

[Linux]

[ etc/opt/FISVrcvnr/ custom ze_dat a/ os_setting. rcxprop

© ©0000000000000000000000000000000000000000000O00COCOCOCOCOCIOCIOCOCOCEOCOCOC0CI0C0C0C0CI0C0COC0C0C0C0C0C0C0C0C0C0C0C0C0C0C0C0C0C0C0C0CCCCCOCOCEOCEECEEETS

Setting system parameters [Linux]
Tune the system parameters for the VM server. Refer to "Appendix E Tuning System Parameters' for details on tuning settings.

Setting up the firewall

Toinstall this product on an environment where afirewall function is being used, settings need to be specified so that the firewall function
alows communications via the necessary ports.

Refer to the operating system manual for information on how to set up the firewall so asto allow communications to the necessary ports.
Refer to "D.1 List of Port Numbers" for information on the ports used by this product. Connections must be allowed for the port numbers
that need to receive communications from external servers.

& Note

The following note applies when the operating system is Windows Server 2008:

The Windows firewall function is enabled by default, and so firewall exceptions must be specified for the port numbers and protocols
that are to be used.

Setting the software ID for the software information in the system template

The software | D for the software information in the system template for the VM server must be set. Set the following for the software ID.
Refer to “Registered Software IDs” for details.

Registered software ID Software oS Version
SW00000091 Systemwalker Service Quality Coordinator Enterprise Edition Windows V134
SW00000093 Systemwalker Service Quality Coordinator Enterprise Edition Linux V134

3.3.2 Installing the Required Software

Install the software indicated in "2.2.2.3 Required software" on the Business Server Agent.

3.3.3 Installing Business Server Agents

This section explains how to install Business Server Agents.

3.3.3.1 Installing Business Server Agents [Windows]
This section explains how to install Business Server Agents when the VM server is running Windows.
- Installing Business Server Agents
1. Loginwith Administrator privileges.

2. Start theinstaller.
The installer will start automatically when the DVD-ROM(DISK1) is inserted in the DVD drive. If the installer does not start
automatically, start it manually by executing cimssetup.exe.

3. Select either " Installation of Job Server Agent function (32bit)" or " Installation of Job Server Agent function (64bit)" .
4. Specify theinstallation folder and then start the installation.



5.

Specify the host name or | P address of the Admin Server to connect to.

6. When prompted, insert the DVD-ROM(DISK2) or the DVD-ROM(DISK 3) to DVD drive to proceed installation.

gn Note

If theinstallation fails, restart the system and then log in again as the same user that performed the installation. Then, uninstall the product
according to the uninstallation procedure.

After uninstalling the product, eliminate the cause of the failure by referring to the meaning and action method for the message that was
output, and then install the product again.

3.3.3.2 Installing Business Server Agents [Linux]

This section explains how to install Business Server Agents when the VM server is running Linux.

- Installing Business Server Agents

Perform the following procedure.

1
2.
3.

10.

11
12.

Log in as a superuser (root).
Insert the DVD-ROM(DISK1) in the DVD drive.

Mount the DV D-ROM by executing the following command. If the DV D-ROM isautomatically mounted by the automount daemon
(autofs), the installer will fail to start because "noexec" is specified for the mount option.

# mount /dev/hdc <Mount point for the DVD-ROM>

Execute the installation command (cimssetup.sh).

# <Mount point for the DVD-ROM >/cimssetup.sh

Perform the installation in accordance with the interactive messages given by the installer.

Select either " Job server agent function(32bit)" or " Job server agent function(64bit)" in the server selection window.
Enter the host name or I P address of the Admin Server to connect to.

A message will be output prompting for the disks to be swapped.

Open another terminal (such as a Ghome terminal) and use a command to gject the DV D-ROM.

# eject (<Mount point for the DVD ROW)

Insert the DVD-ROM(DISK?2) and wait for automount to complete.

Remount the DVD-ROM.

# unmount <Mount point for the DVD ROW
# mount /dev/ hdc <Mount point for the DVD- ROW

Press the <Enter > key to continue the installation.

Regarding to DVD-ROM (DI SK3), continue the installation process by following steps 9 to 11.

gn Note

- Do not set the current directory to the DVD or elseit will not be possible to replace the disk.

For single user mode, X Window will not be running, so one of the following actions is required.

- Switching the virtual console (switch using the CTL+ALT+PFn key)

- Running the command in the background
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- If the installation fails, restart the system and then log in again as the same user that performed the installation. Then, uninstall the
product according to the uninstallation procedure.

After uninstalling the product, eliminate the cause of the failure by referring to the meaning and action method for the message that
was output, and then install the product again.

3.4 Uninstalling the Manager from the Admin Server

This section describes how to cancel the setup for the Manager on the Admin Server and uninstall the Manager.

1. Tasksto perform before cancelling the setup
2. Canceling the setup

3. Uninstalling the Manager.

3.4.1 Tasks to Perform Before Cancelling the Setup

Be sure to stop this product before canceling the setup for the Manager.

If this product is running when the setup is canceled, the setup will not be canceled properly.
Stop this product by executing the following command.
[Windows]

1. Loginwith Administrator privileges.

2. Execute the stop command.

> <CI M5 installation fol der>\Cl M5\ Manager\bi n\cinms ngrctl stop

Canceling the settings for Interstage Single Sign-On
Use the Interstage Management Console to cancel the setup for the Interstage Single Sign-On environment for this product.
Use the following procedure to cancel the setup for the Interstage Single Sign-On environment.
1. Start the Interstage Management Console.
Use the following procedure to start the Interstage Management Console.
[Windows]
Select All Programs, Interstage, Application Server, and then Interstage Management Console from the Start menu.

2. Display thelist of business systems.
Select [System] - [Security] - [Single sign-on] - [Business system], and open [Business system: List].

3. Delete the public URL.
After confirming the value set in Public URL of the business system where ctmg-https-ext is set as the Web server name, select the
checkbox, and click the <Delete> button.

4. Display the protected resources.
Select [System] - [Security] - [Single sign-on] - [Authentication infrastructure] - [Repository server] - [Protection
resour ce], and open [Protection resource: List].

5. Delete the site definitions.
Check the check box of the site definition that matches FQDN and the port number of the Public URL confirmed at step 3 of the
procedure, and click the <Delete> button.

3.4.2 Canceling the Setup

This section explains how to cancel the setup for the Manager.
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3.4.2.1 Canceling the Setup of the Automatic Operation Function [Windows]
1. Loginasauser with Administrator privileges for the Management Server.

2. Execute the following command to start cancelling the setup.

> <CIMs installation fol der>\ Syst emwal ker\ SWRBAM bi n\ sw ba_setup -u

3. The setup cancellation tool for the automatic operation function will start.
Check the settings that are displayed, and then click the <Next> button.

4. A confirmation dialog box is displayed. Click the <Y es> button when going ahead with deletion of the operating environment to
start the setup cancellation process. Click the <No> button to cancel setup cancellation.

5. After setup cancellation is complete, the completion window will be displayed. Check the settingsthat are displayed, and then click
the <Finish> button.

3.4.2.2 Canceling the Setup for the CMDB
Use the following procedure to cancel the setup for the CMDB.
1. Stopthe CMDB.
[Windows]

<ClI M5 installation fol der>\Systemal ker\ SWRBAM CVDB\ FJSVcnmdbm bi n\ cndbst op. bat

1. Cancel the setup for the CMDB.
[Windows]

<CI M5 installation fol der>\Systemal ker\ SWRBAM CVDB\ FJSVcndbm bi n\ cndbunset upenv. bat -k
AGT_CFMG

1. Start the CMDB.
[Windows]

<CI M5 installation fol der>\ Systemal ker\ SWRBAM CVDB\ FJSVendbm bi n\ cndbst art . bat

3.4.2.3 Canceling the Setup for the Manager

This section explains how to cancel the setup for the Manager.

Canceling the setup [Windows]
This section explains the procedure for canceling the setup for the Manager.
Executing the setup cancellation command
1. Loginwith Administrator privileges.

2. Usethe following command to cancel the setup.

> <CIMs installation fol der>\ Syst emwal ker\ SWCTMG\ bi n\ set up\ swct ng_servi ce_setup /u

3. Usethe following command to cancel the setup.

> <CIMS installation fol der>\ Syst emnal ker\ SWRBAM bi n\ swrba_setup -u

3.4.3 Tasks to Perform After Cancelling the Setup

After canceling the setup for the Manager, be sure to perform the following tasks:
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- Canceling the setup for Interstage Single Sign-On

This product uses the Interstage Single Sign-On function for user authentication.

Cancel the setup for Interstage Single Sign-On in order to delete the Interstage Single Sign-On environment that has been created.

Refer to "F.2 Canceling the Setup for Interstage Single Sign-On" for details.

3.4.4 Uninstalling the Manager

This section explains how to uninstall the Manager.If necessary, back up environment resources before uninstallation.

Refer to "4.8.2 Backing up the Admin Server" for details.

3.4.4.1 Uninstalling the Manager [Windows]

Use the following procedure to uninstall the Manager.

1
2.

Log in with Administrator privileges.

Execute the following command.

> 9F4AN _| NSTALL_PATH% FAANswnc\ bi n\ swncctrl stop

Start the uninstaller.

From the [Start] menu, select [Programs] or [All Programsg], then select [Fujitsu] ,then select [Uninstall (middleware)].
Select " Cloud I nfrastructure Management Software (Admin Server)", then click the <Remove> button.

Once the uninstallation has completed, click the <Exit> button to exit the uninstaller.

Restart the system.

& Note

The user account that was created in the "Administrative User Creation" window (shown in the table under "Parameters specified

during installation™) during the installation is not deleted automatically.

If this account is not required, delete it manually. However, do not delete this account if it is being used for another purpose.

Theinstallation folder (default: C:\Fujitsu) will still remain after the uninstallation. If thisfolder isnot required, deleteit manually.
- How to delete Windows user accounts

Open [Management] from [Administrative Tools] on the Windows [Control Panel], and then select [Local Users and
Groups] - [Users].

Right-click the user account to be deleted, and select [Delete].

3.4.5 Tasks to Perform After Uninstallation

This section explains the tasks to be performed after the Manager has been uninstalled.

3.4.5.1 Uninstalling the Fujitsu XML Processor [Windows]
This section explains the procedure for uninstalling the Fujitsu XML Processor.

L:n Note

Make sure that no other products are using the Fujitsu XML Processor before uninstalling it.

The old version of the Fujitsu XML Processor may be displayed in the [Add or Remove Programs] dialog box (for Windows Server
2008, thisisthe [Programs and Features] dialog box). If this application is not required, uninstall it aswell.
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2 See
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Refer to the "Fujitsu XML Processor Software Release Note" for details. The Software Rel ease Note can be viewed by selecting [Fujitsu
XML Processor V5.2] and then [Softwar e Release Note] from the [Start] menu.

1. Loginusing an account that belongs to the Administrators group.

2. Start the uningtaller.
Select [Control Panel] and then [Add or Remove Programs] from the [Start] menu.
Select [Fujitsu XML Processor V5.2.4] and then click the [Remove] button.

QJT Note

If the operating system is Windows Server 2008, select [Control Panel] and then [Programsand Featur es] fromthe[Start] menu,
and run the uninstaller as an administrator.

3. A message will be displayed confirming whether to continue with the uninstallation processing.
To continue with the uninstallation, click the <OK > button. Otherwise click the <No> button to cancel the uninstallation.

4. Execute the uninstallation.

The program removal window will be displayed, and the program will be deleted, together with the information registered in the
registry.

3.4.5.2 Deleting the User Information for Accessing the Database
[Windows]

Use the following procedure to delete the user profile and user account for accessing the database.

Qﬂ Note

This procedure must be performed by a user with Administrator privilegesin administrator mode.

1. Openthe[Control Panel] from the [Start] menu.

2. Open the [System] window from the [Control Panel].

3. Click the [Advanced system settings] to open the [System Properties] dialog box.

4. Click on the [Settings] button in the [User Profiles] section of the [Advanced] tab.

5. If thelist of user profiles contains a profile corresponding to cfmgdb, select it and click the [Delete] button.
Use the following command to delete the account for the user.
This example uses the "net user" command.

jJJ Example

© 0000000000000 0000000000000000000000000000000000O0C0C0COCOCOCOCOCOCOCCOCOCOCOC00C00C0C0C00000000000000000000000000Ss

net user cfngdb /delete

© 0 0000000000000 000000000000000000000000000000000000O0O0C0C0COCOCOCOCOCOCOCOCOC000C0C00C0C0C0000000000000000000000

3.4.5.3 Files that Remain After Uninstallation

After theuninstallation, somefilesand directoriesmay still remain. Deletethefollowing filesand fol ders(including any filesand subfolders
in these folders) manually.
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[Windows]
- CMDBDB
- CMDBM
- SWCTMG
- SWRBAM
- SWOMGR
- IBPM
- IAPS
- IBPMA
- IBPMA_DATA
- SQC _DATA
- SQCM
- Resource Orchestrator

- %SystemDrive%o\ProgramData\Fujitsu\SystemwalkerCF-M G

Qn Note

Any filesthat have been locked may fail to be deleted. In this case, delete these files manually after restarting the operating system.
The "%SystemDriveY\ProgramData’ folder is normally not displayed because it is a hidden folder.
Accordingly, use either of the following methods to view the content of this folder.

- Specify "%SystemDrivedo\ProgramData’ directly as the folder name.

- Select [Folder and Search Options] from the [Organize] menu of Explorer to display the [Folder Options] dialog box. Select the
[View] tab, then select [Hidden files and folder s] and [Show hidden files] - [foldersand drives] and apply the settings.

3.4.5.4 Groups that Remain After Uninstallation
The swadmin group has been created. If this group is not required, delete it manually.

3.5 Uninstalling Managed Server Resource Agents from Managed
Servers

This section explains how to uninstall Managed Server Resource Agents from Managed Servers.

3.5.1 Uninstalling Managed Server Resource Agents

This section explains how to uninstall Managed Server Resource Agents.

3.5.1.1 Uninstalling Managed Server Resource Agents [Hyper-V]
Use the following procedure to uninstall Managed Server Resource Agents.
1. Loginwith Administrator privileges.

2. Openthe[Add and Remove Programs] window from the [Control Panel], and then remove " ServerView Resource Orchestrator
Agent".
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ﬂ Information

3.5.1.2 Uninstalling Managed Server Resource Agents [VMware]
Use the following procedure to uninstall Hypervisor Agents.
1. Loginasasuperuser (root).

2. Execute the uninstallation command (rcxagtuninstall).

# [ opt/ FISVrcxat/ bi n/rcxagtuninstall

3. Perform the uninstallation in accordance with the interactive messages output by the uninstaller.

4. If the uninstallation fails, use the “rpm" command to remove the package displayed in the message, and then repeat the procedure
from Step 1.

# rpm -e <Package name> <RETURN>

3.6 Uninstalling Business Server Agents from VM Servers

This section explains how to uninstall Business Server Agents from VM servers.
It explains how to uninstall Business Server Agents from the virtual images that are the basis of VM servers.

3.6.1 Uninstalling Business Server Agents

This section explains how to uninstall Business Server Agents.

3.6.1.1 Uninstalling Business Server Agents [Windows]
1. Loginwith Administrator privileges.

2. Usethe stop command to stop the Business Server Agent if it is running.

> OF4AN _| NSTALL_PATH% FAANswnc\ bi n\ swncectrl stop

3. Start the uninstaller.
From the [Start] menu, select [Programs] or [All Programs], then select [Fujitsu] ,then select [Uninstall (middlewar€)].

4. Select " Cloud Infrastructure Management Software (Job Server)", then click the <Remove> button.
Perform the uninstallation in accordance with the wizard for the uninstaller.

5. Restart the server.

Be sure to restart the server after the Business Server Agent has been uninstalled.

3.6.1.2 Uninstalling Business Server Agents [Linux]
1. Loginasasuperuser (root).

2. Usethe stop command to stop the Business Server Agent if it is running.

# [ opt/ FISVswnc/ bi n/ swncctrl stop

3. Execute the uninstallation command (cimanager.sh).

# [opt/FISvVcir/cir/bin/cimnager.sh -c

4. Perform the uninstallation in accordance with the interactive messages output by the uninstaller.
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3.6.2 Post-uninstallation Tasks
This section explains the tasks to be performed after the Business Server Agent has been uninstalled.

3.6.2.1 Uninstalling SMEE [Linux]
This section explains the procedure for uninstalling SMEE.

gn Note

Make sure that no other products are using SMEE before uninstalling it.

1. Loginto the system as a superuser.
2. Usethe rpm command to uninstall the package.

- For the 32 bit version

# rpm-e FISVsnee

For the 64 bit version

# rpm-e FJSVsnee64

3.6.2.2 Uninstalling the Securecrypto Library Runtime [Linux]
This section explains the procedure for uninstalling the Securecrypto Library Runtime.

4}1 Note

Make sure that no other products are using the Securecrypto Library Runtime before uninstalling it.

1. Loginto the system as a superuser.
2. Usethe rpm command to uninstall the package.

- For the 32 bit version

# rpm-e FISVsclr

For the 64 bit version

# rpm-e FJSVsclr64

3.6.2.3 Files that Remain After Uninstallation
Thefollowing folders where the Business Server Agent was installed may still remain after uninstallation. Delete these folders manually.
Note that these folders may contain files and folders that have been left over, so delete these files and folders as well.
[Windows]
- SWCTMGA
- SWCTMGAV
- SWRBAA

QT Note

Any filesthat have been locked may fail to be deleted. In this case, delete these files manually after restarting the operating system.
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[Linux]
- letc/opt/FISVemdba
- letc/opt/FISV ctmg
- [etc/opt/FISVInkbs
- letc/opt/FISV swrbaa
- [etc/opt/FISV swrbac
- lopt/FISVcmdba
- lopt/FISVctmg
- lopt/FISVInkbs
- lopt/FISV swrbaa
- lopt/FISV swrbac
- Ivar/opt/FJSVcmdba
- Ivar/opt/FISVInkbs
- Ivar/opt/FISV swrbaa
- Ivar/opt/FISV swrbac

3.6.2.4 Notes to Observe After Uninstalling SMEE and the Securecrypto Library
Runtime [Linux]

Thefollowing folderswill still remain after SM EE and the Securecrypto Runtime Library have been uninstalled. Check that these folders
are not being used by other products, and delete them manually if they are not required.

Note that these folders may contain files and folders that have been left over, so delete these files and folders as well.
- For the 32 bit version
- [opt/FISVsmee
- [etclopt/FISVsclr
- For the 64 bit version
- Jopt/FISV smeeb4
- letclopt/FISVsclr64

3.7 Uninstalling "Uninstall (middleware)"

It manages installed Fujitsu middleware products and launches uninstallers of those.

This product supports Uninstall (middleware).

Uninstall (middieware) will be installed by default when this product is installed. Uninstall (middleware) controls the installation and
uninstallation of Fujitsu middleware products. Notethat theinstallation processwill not be performed if Uninstall (middleware) hasalready
been installed.

This section explains how to uninstall "Uninstall (middleware)", and the points that should be noted.

Qn Note

- Touninstall this product, be sure to uninstall it from the [Uninstall (Middlewar €)] tool.
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- Thistool manages information for other Fujitsu middleware products aswell as for this product. Do not uninstall thistool unlessitis
absolutely necessary.

If thistool is uninstalled accidentally, use the following procedure to reinstall it.
[Windows]
1. Loginwith Administrator privileges to the machine where the tool isto be installed.
2. Insert the DVD (DISK1) in the DVD drive.

3. Execute the installation command.

<DVD drive>\ DI SKI\CI R cirinst. exe

[Linux]
1. Become asuperuser on the system.
2. Insert the DVD (DISK1) inthe DVD drive.

3. Mount the DV D by executing thefollowing command. If the DV D isautomatically mounted by the automount daemon (autofs),
theinstaller will fail to start because "noexec” is specified for the mount option.

# nmount /dev/hdc <Mount point for the DVD- ROW

4. Execute theinstallation command.

# <Mount point for the DVD-ROW/ DI SK/CI R/ cirinst.sh

To uninstall Uninstall (middleware), perform the following procedure:

1. Start Uninstall (middleware) and check whether other Fujitsu middleware products are still remaining. The method to start the tool
isasfollows:

[Windows]
Click the[Start] - [All Programs] - [Fujitsu] - [Uninstall (middlewar€)].

[Linux]

# [opt/FISVcir/cir/bin/cimnager.sh [-c]

-¢: Command interface

L}T Note

Thetool will fail to start if the command path contains blank spaces. Do not change to a directory that contains blank spaces.

,ﬂ Information

To start the tool in command mode, specify the "-c" option. If this"-c" option is not specified, the command will run in GUI mode
if thereisa GUI environment and in command mode if there is no GUI environment.

2. If no Fujitsu middleware products have been installed, execute the following uninstallation command.

[Windows]

> UByst enDrive% FujitsuF4CR\ bin\cirrenove. exe

[Linux]

# [opt/FJSvcir/bin/cirrenove. sh




3. Thefollowing message will be displayed: " This software is a tool that is shared by all Fujitsu middleware products. Isit OK to
deleteit? [y/n]:" . Enter 'y' to continue.

Uninstallation will be complete in afew seconds.

4. After the uninstallation completes, the following directories and the files under them will still remain, so delete them manually.

[Windows]
- %SystemDrive%o\FujitsuFACR
[Linux]

- Ivar/opt/FJSVcir
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|Chapter 4 Operation and Management

This chapter explains how to operate and manage systems using Cloud Infrastructure Management Software.

- User management

Service operations
Visualizing ICT resources

Managing accounting information

- Backing up and restoring the Admin Server

4.1 User Management

User management involves managing information about users and organizations, which change as a result of personnel changes and
organizationa restructuring.

User management methods

There are two methods for user management: " User management by the service provider department” , and " User management by the
service user department" .

User management by the service provider department

With this method, the system administrator uses user management commands to manage users and organi zations.

User management by the service user department

With this method, the administrator of the service user department uses GUI operations to manage the administrators and general users
in the user department within the organization.

User management functions

User management can be broadly classified into three types, as follows:

- Organization management

- User management

- Service management

The following table shows which roles have permission to perform which type of user management operation:

User management by the service provider| User management by the service user
department department
Overview System Service General System Service user | General
administrator provider user administrator | department user
department administrator
administrator
Regls_ter new Yes No No Yes No No
organizations
Organizatio | pelete organizations Yes No No Yes No No
n
h rganization
manageme | Change organizatio Yes No No Yes No No
nt names
.LISt orgqnlzatlon Yes No No Yes No No
information
User Yes Yes
manageme | Register users Yes No No No
nt (*1) (*3)
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User management by the service provider

User management by the service user

department department
Overview System Service General System Service user | General
administrator provider user administrator | department user
department administrator
administrator
Yes Yes
Delete users Yes No No No
*1) *3)
Change user Yes Yes Yes Yes Yes
. . Yes
information *2) *2) (*1) *3) *2)
Move users Yes No No Yes No No
Yes
List user information Yes No No Yes No
*3)
Service Change service
manageme 9 Yes No No Yes No No
nt management source

Y es: Operation allowed, No: Operation not allowed.

* 1. Because users are managed by the service user department, commands should be used only when necessary.

*2: Users can only change their own information from the user management window.

*3: Operations relating to general users and user department administrators can be performed from the user management window.

L:n Note

- A single user ID cannot be registered with multiple organizations.

- Organizations cannot be layered.

- In order to ensure user uniqueness, auser 1D cannot be used again once its user has been del eted.

Refer to "Chapter 4 User Management" , "Systemwalker Service Catalog Manager VV14g Infrastructure Service Function Operation

Guide” for Administratorsfor details on managing organizations and users, and operationsinvolving personnel changes and organizational

restructuring.

4.2 Overview of Service Operations

This section explains the flow of operations for the users who use this product. Note that the minimal users required for this product to

run are registered when the product isinstalled.

From registering and publishing a service through to applying to use the service

The following flowchart shows the general flow whereby service providers register ICT resources as a service, publish that service, and

then service users apply to use the service.
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Tracking the usage status of services and resources

The following flowchart shows the general flow for tracking the usage status of a service during system operations and tracking the status
of ICT resources.
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Thefollowing explains how to start the RC Consol e, the Operation Portal and the Cloud Portal, which are used in these operation methods.
- RC Console

To connect to the RC Console, the infrastructure administrator starts a Web browser and specifies the URL of the RC Console. If the
port number has been changed, specify the new port number.
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URL: https://<Host name or |P address of the Admi n Server>>:23461(Port nunber of the RC Consol e)/

Alternatively, in environments where the Admin Server is running on Windows and the Manager has been installed, the RC Console
can aso be started by selecting [Start] - [All Programs] - [Resour ce Coordinator VE] - [RC consol].

Refer to "A.4 RC Console" for details on the RC Console.
- Operation Portal

To connect to the Operation Portal, the service provider (the administrator of the service provider department) starts a Web browser
and specifies the URL of the Operation Portal.

URL: http://<Host nane of the Admin Server>:<80 (Port nunber of the Wb server)>/op_portal

- Cloud Portal

To connect to the Cloud Portal, the service user (the administrator of the user department) starts a\Web browser and specifiesthe URL
of the Cloud Portal.

URL: http://<Host name of the Admin Server>:<80(Port nunmber of the Coud Portal)>/portal/ctrl/top/

The following sections explain operating methods, following the flows described above.

4.3 Operation Procedures for Service Providers

This section explains the preparation tasks that service providers perform to lease virtual platforms (ICT resources) to service users, as
well as the operations for standardizing virtual platforms as templates.

Registering resources

- Registering resourcesin resource pools

Creating and managing L-Server Templates

Creating and managing L-Servers

Creating, registering and deleting system templates

Publishing and deleting services

4.3.1 Registering Resources

Register ICT resources with this product. The registration method depends on the type of server virtualization software being used.

Refer to the following procedures in "ServerView Resource Orchestrator User’ s Guide" details for each server virtualization software
products.

[VMware]
Section 1, Register resources of "G.1.4 Setup”

[Hyper-v]
Section 1, Register resources of "G.2.4 Setup”

4.3.2 Registering Resources in Resource Pools

This section explains how to register the ICT resources managed by this product in resource pools.

"Resource pools" are atype of resource folder displayed on the orchestration tree of RC Console, which stores the resources for selection
when creating or adding L-Servers.

A resource pool type is specified when creating a resource pool, and only resources of a specific type are storesin each type of resource
pool. When installing this product, one resource pool is created for each resource pool type.

This section explains how to register resource pool types or resources to a resource pool.
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Table 4.1 Registering resources in resource pools for each resource type

Type of resources stored in the How to register resources in . . .
Type of resource pool Registration required?
resource pool resource pools
VM pool VM host resources Refer to "VM host resources”. Yes
Server pool Physical server resources Not supported by this product No
Storage pool Virtual storage resources Refer to "Storage resources”. Yes
Network pool Network resources Refer to "Network resources’. Yes
Address pool Address set resources Not supported by this product No

Virtual image resources

- Either images that use templates
Image pool used by the VM management | Refer to"Virtual Image resources’. Yes(*1)
product to create VM guests, or
images of cloning masters taken
from L-Servers

Yes: Required
No: Not required

*1: If the template is used, register them to the image pools.

4.3.2.1 VM host resources
This section explains how to register VM hostsin VM pools.
Use the following procedure to register VM hostsin aVM pool.

1. Inthe RC console orchestration tree, right-click the target VM pool, and select the [Register Resour ces] from the context menu.
The [Register Resour ces] dialog box will be displayed.

2. Select the VM host to be registered.
Thelist of the VM hosts that can be registered is displayed in the resource list. Select the VM host that you want to register using
the [Select] checkbox, or select all VM host resources displayed in the resource list by checking [Select all].

3. Click the <OK>.
The VM host resource is registerd.

4.3.2.2 Storage resources
This section explains how to register a storage resource in a storage pool.
Use the following procedure to register a storage resource.

1. Inthe RC console orchestration tree, right-click the target storage pool, and select [Register Resour ces] from the popup menu.
The[Register Resour ces| dialog is displayed.

2. Select the storage resource to register from [Resour ces).
Resources
Virtual storage

When creating a specified size of disk automatically from the virtual storage during L-Server creation, select [Virtual
storage].

When [Virtual Storage] is selected, the virtual storage resources which can be registered will be displayed in the resource
list.

Select the virtual storage resource which you want to register using the [Select] checkbox of the resources, or select al
registered virtual storage resources by checking [Select all].
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Qﬂ Note

Virtual storage resources cannot be selected for EMC storage.

Disk resource
When using a disk that has been created in advance as an L-Server, select [Disk resource].

When the following items are specified as search conditions, the list for the relevant disk resources which can be registered
isdisplayed.

Virtual storage

Select avirtual storage where there isadisk that has been created in advance.
Size

Enter the size of the disk resource.

Minimum value

Enter the lowest value of the disk size to be searched as anumber with up to one decimal place, in units of gigabytes. Check
the [Minimum value] checkbox, and enter a value lower than the maximum value.

Maximum value

Enter the highest value of the disk size to be searched as anumber with up to one decimal place, in units of gigabytes. Check
the [M aximum value] checkbox, and enter a vaue higher than the minimum value.

Depending the value of the second decimal place of the disk size, matching disks may not be able to be displayed in the result.
For search conditions, specify asize allowing for errors.

Select the disk resource which you want to register using the "Select" checkbox of the displayed disk resources, or select all
registered disk resources by checking [Select all].

3. Click the <OK>.

The storage resource is registered.

Ln Note

When using aLUN that has been created in advance and aLUN for iSCSI boot as adisk resource, if the L-Server isdeleted or disks
are deleted from L-Servers, the content of disks will remain (is not deleted).

When the disk resourceis registered in aglobal poal, it is possible to be allocated to unspecified users, so caution is necessary.

When using a LUN that has been created in advance as a disk resource, it is recommended to operate the LUN in alocal pool, and
delete data on the disk during deletion of L-Servers or detachment of disks.

Use the following methods to delete the data on disks.
- Using an OS, perform disk formatting while the L-Server is connected
- Using afunction of the storage, perform disk formatting (For ETERNUS)

- CreateaLUN again

4.3.2.3 Network resources
This section explains how to create network resources and register them in network pools.
Use the following procedure to create a network resource.

- Create a new network resource

Refer to "Create a new network resource” for details.
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- Create anetwork resource using the registered admin LAN subnet

Refer to "Create a network resource using the registered admin LAN subnet" for details.

Create a new network resource

Use the following procedure to create a new network resource and register it in a network pool.

1. IntheRC consoleorchestrationtree, right-click thetarget network pool, and select [Cr eate Resour ce] - [New] from the popup menu.
The[Create a network resource] dialog is displayed.

2. Enter the items below, and click the <OK>.
Network resource name

Enter a name for the network resource.
If "Admin LAN" was selected as the type, enter a string that is no more than 16 characters long, where the first character is a
number or letter (either upper- or lower-case) and the remaining characters are alphanumeric characters (either upper- or lower-

« » @ » @ »

case), underscores (“_"), periods (*.”) and hyphens (*-7).

If "Admin LAN" was not selected as the type, enter a string that is no more than 32 characterslong, where the first character is
anumber or letter (either upper- or lower-case) and the remaining characters are al phanumeric characters (either upper- or lower-

« » «@ » @ »

case), underscores (“_"), periods (*.”) and hyphens (*-7).
Types
The network resource type that will be created is set using the following radio buttons:
- PublicLAN
- Admin LAN
- ISCSI boot (Although this will be displayed, it cannot be used in this product)

& Note

To create the public LAN, the network resource name and VLAN ID must both be entered.
To create the admin LAN, the network resource name, VLAN ID, subnet address and subnet mask must all be entered.

VLAN/External Connection Port Settings
Set the VLAN ID and external connection ports.
Clicking [Setting] displaysthe [Define VLAN ID/Uplink port settings] dialog.

Specify the VLAN ID to alocate to the LAN switch blade and virtual switch. Select aVLAN ID allocated to the external port
of the LAN switch blade, or enter a number. Specify apre-designed VLAN ID.

Enter an integer between "1" and "4094".
- For external networks that include blade servers
Select from alist of VLAN IDs with external ports.
- For internal networks, or external networks with only rack-mounted servers
Enter aVLAN ID.

When selecting the "Filter ports by VLAN ID" checkbox with an ID specified, the next time an external connection port is
configured, the displayed information is filtered.

Uplink port settings (VLAN ID/Chassis/LAN Switch/Port/VLAN type) (Optional)

When an L-Server is connected to an external network, set up the virtual switch and the internal port for the LAN switch blade,
so that the L-Server can communicate with the specified ports.

Clicking <Settings> displays the [Define VLAN ID/Uplink port settings] dialog.

Specify the external connection ports that are used when external networks that include blade servers are automatically set up.
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Select the checkboxes for the external connection portsthat have been designed and set up in advance. Select two portsthat will
form apair. If there are multiple chassis, select al of the ports that the chassis will use.

To specify aport for alink aggregation configuration, perform the following tasks:

- First check the settings for the LAN switch blade, and then select at least one port for which link aggregation has been set
up.

- If the target port is not displayed in the external connection port list, clear the "Filter ports by VLAN ID" checkbox.
Regardless of the VLAN 1D, the ports available for external connections on the LAN switch blade are displayed.

Do not specify these settings for internal networks or for external networks with only rack-mounted servers.
Subnet settings
This setting can be omitted if "Public LAN" is specified for the type.

Enter if you want to automatically set a network and IP address for the NIC connected to the network resource when deploying
an image on an L-Server. IP addresses included in subnet addresses are allocated to L-Servers, but it is possible to specify a
range of addressesto exclude. Clicking <Add> will display the [Define start and end | P addr esses] dialog, specify the range
of |Paddressesto exclude, and click <Add>. To reactivate excluded | P addresses, check the appropriate checkboxes on thelist,
and click the <Delete>. Clicking the <OK> displays the original dialog with the entered settings.

Network addresses and broadcast addresses are automatically excluded.

ﬂ Information

If asubnet address has been specified for anetwork resource, 1P addresses can be set up automatically whenimagesaredistributed
to L-Servers.

If a subnet address has not been specified, the DHCP settings will be used.

Subnet address/mask

Enter the subnet address and subnet mask to be set up using "XxXX.XXX.XxXX.Xxx" format.
The maximum value for the subnet mask is"255.255.255.255" (32-bit mask), and the minimum valueis"255.255.0.0" (16-
bit mask). However, "255.255.255.254" cannot be specified.

Qﬂ Note

When creating a physical L-Server, specify adifferent subnet to the admin LAN subnet for the public LAN subnet.

When the physical L-Server is created, the admin LAN will be created by default after this product isinstalled. Register the
default admin LAN |P address as an | P address that will not be atarget of allocation. If thisis not registered, it may overlap
with the | P address of a device that is hot a management target of this product.

Default gateway (Optional)

This can be omitted if Admin LAN was not selected as the type.

Enter the IP address for the default gateway to be used when communicating outside the subnet.
Exclusion IP range (Optional)

This item can be used to specify IP addresses that should not be automatically allocated to L-Servers. Reasons for not
automatically allocating to an L-Server include because the | P addresses are being used by another device, because thereis
aplan to use them in future, or for some other reason.

Qﬂ Note

For the I P addresses specified in the subnet addresses and subnet masks, the following addresses are automatically excluded
from allocation. They cannot be specified as target | P addresses.

Admin Server
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Managed Servers
Network addresses and broadcast addresses

To exclude other | P addresses (such as VM management product or LAN switch blade admin I P addresses), set these as non-
target |P addresses.

ﬂ Information

One admin LAN network resource will be created automatically for the admin network that is specified when this product
isinstalled.

To use two or more admin networks, create two or more admin LAN network resources.
Note that there is no need to register a server resource tree admin LAN subnet.

For details on how to register admin LAN subnets, refer to "6.1.7 Registering Admin LAN Subnets [Windows]" in the
"ServerView Resource Coordinator VE Setup Guide".

Label (Optional)
Assign an dlias to the network resource that is easy to understand (based on what is used for, for example).
Enter a string that is no more than 32 characters long.

Comment(Optional)

For a comment, you can freely enter information about the network resource. For example, the comment can include detailed
information about what the network resourceis used for, or what to do if afault occurs, so that the fault can be resolved quickly.

Enter a string that is no more than 256 characters long.

3. The network resource will be created and registered in the network pool.

Create a network resource using the registered admin LAN subnet

Use the following procedure to create a network resource using the registered admin LAN subnet and register it in a network pool.

1. IntheRC console orchestration tree, right-click thetarget network pool, and select [ Create Resource] -[ Using exi sting admin subnet]
from the popup menu.

The [Create a network resource] dialog is displayed.
2. Enter the items below, and click <OK>.
Network resource name
Clicking <Select> displays the [Select a subnet for theadmin LAN] dialog.
Select an aready configured admin LAN subnet.
When the selected admin LAN subnet has no name, enter the name of a network resource for " Network resource name” .

Enter up to 32 charactersbeginning with an a phanumeric character (upper or lower case), and including alphanumeric characters
(upper or lower case), underscores ("_"), periods ("."), or hyphens ("-").

Click the <OK>.
Type

"Admin LAN" is displayed.
VLAN ID/Uplink port settings

Refer to "VLAN/External" Connection Port Settings' of "Create a new network resource" for details.
Subnet settings (Optional)

Refer to "Subnet settings' of "Create a new network resource” for details.
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Label (Optional)
Refer to "Label" of "Create a new network resource” for details.
Comment (Optional)

Refer to"Comment" of "Create a new network resource” for details.

3. The network resource will be created and registered in the network pool.

4.3.2.4 Virtual Image resources
This section explains how to register the cloning master in the image pool.

If the image (template) has already been created in the VM management product, use the following procedure to register it in the image
pool.

1. Inthe RC console orchestration tree, right-click the target image pool, and select [Register Resour ces] from the popup menu.
The [Register Resour ces] dialog box will be displayed.

2. Select the cloning image to register and click the <OK >,
The cloning master will then be registered.

& Note

For an image (template) that has already been created in the VM management product, change the template name as shown below so that
it can be handled in this product.

- Delete everything except the alphanumeric characters and underscores (*_").

- Where the first character is not an aphanumeric character, delete the characters up to the first alphanumeric character.

4.3.3 Creating and Managing L-Server Templates

L-Server Templates aretempl atesthat define the specificationsfor an L-Server in advance (such asthe number of CPUs, memory capacity,
disk capacity, and the number of NICs). L-Server Templates are marked up in XML format.

To create an L-Server Template, export the sample L-Server Template that comes with this product as a standard template, and then edit
the L-Server Template that is output. When the edited L-Server Template isimported, a new L-Server Template will be created.

gn Note

Use"UTF-8" asthe character encoding for L-Server Templates.

Exporting L-Server Templates
Use the following procedure to export an L-Server Template.
1. Select the RC console orchestration tree..

Onthe [Template List] tab, right-click the L-Server template to export and select [Export] from the popup menu.
Displays the [File Download] dialog

2. Click the <Save>.
The L-Server Template will be exported.

Editing L-Server Templates

Edits an L-Server template. For details on the XML definition of L-Server template, refer to 2.2 L-Server Template" in the " ServerView

Resource Orchestrator Reference Guide".
If atemplateisimported without editing the L-Server template name (L-Server Template name) of the L-Server templatefile, the content
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of the existing L-Server template is overwritten. If an L-Server template isimported after the name is edited from when it was exported,
the L-Server template is added.

Importing L-Server Templates
Use the following procedure to import an L-Server Template.
1. Select [Fil€] - [L-Server Template] - [l mport] from the RC console menu.

2. Specify thefile name, and click the <OK>.
The L-Server template isimported.

When aregistered L-Server template nameisincluded in the specified file, awarning dialog is displayed to confirm whether or not
to overwrite the L-Server template.

When overwriting it, click the <OK>.

When not overwriting it, click the <Cancel> and return to the dialog to specify the file name.

Deleting L-Server Templates

L-Server Templates that are no longer required can be deleted (including the standard L-Server Templates that are provided with this

product).
Use the following method to delete the unnecessary L-Server Templates.

Onthe [Template List] tab, right-click the L-Server template to delete, and select [Delete] from the popup menu.

From the command-line, execute rcxadm template delete.

4.3.4 Creating and Managing L-Servers

This section explains how to create and manage the L-Server.

4.3.4.1 Creating an L-Server
L-Servers are created using L-Server Templates. Separate explanations are given for each of the following cases.
- If acloning master is not stored in an image pool, or if acloning master that has already been registered is not used,
use the following procedure. For the image, specify <None>.
1. Createthe L-Server
2. Install the operating system manually
3. Install the business server agent
4. Take the cloning master
- If acloning master is stored in an image pool
For the image, specify the cloning master to be distributed. An L-Server will be created based on the cloning master distributed.
1. Crestethe L-Server

[VMware]

For steps 1, 2 and 4, refer to "G.1.5 Creating L-Server" in the "ServerView Resource Orchestrator User’ s Guide" and then create the
L-Server.

For step 3, refer to "3.3 Installing on the VM Server”.
[Hyper-V]

For steps 1, 2 and 4, refer to "G.2.5 Creating L-Server” in the " ServerView Resource Orchestrator User’ s Guide” and
then create the L-Server.

For step 3, refer to . "3.3 Installing on the VM Server”.
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4.3.4.2 Managing L-Servers

The L-Server that has been created can be viewed from the RC Console. This means that the RC Console can aso be used to reconfigure
or delete the L-Serversthat have been created. For details, refer to "6.3 Modification™ and 6.5 Deleting an L-Server" in the " ServerView
Resource Orchestrator User's Guide" that comes with this product.

4.3.5 Creating, Registering and Deleting System Templates

Next, create and register verified system configurations as system templates, which are required to create systems.

Note that system templates can be manipulated using the GUI in the Manager View, aswell as using commands.
Refer to the " Systemwalker Software Configuration Manager User’ s Guide (template Manager Edition) " for information on operations
using the GUI in the Manager View.

System template registration procedure
The service provider makes the system template usable by registering various types of information as required.
The following information is registered:
- Software information
- Image information
- Segment information
- Template information

E) Point

© © 0000000000 00000000000000000000000000000000000000000000000000000000000000000000000000000COCOCOCOCOCEOCEOEE

Perform the following operations to check whether information has been correctly registered or set up using the information registration
or setup commands.

- Check the return value of the command.
If the return valueis 0, the command has terminated normally.
If the return value is other than 0, the command has terminated abnormally and an error message is output.

- Check using the corresponding display command in the following table.

Registration or setup command Display command
Software information registration command Software information list display command
(cfmg_addsoft) (cfmg_listsoft)
Image information registration command Image information list display command
(cfmg_addimageinfo) (cfmg_listimageinfo)
Segment registration command (cfmg_addnetinfo) Segment list display command (cfmg_listnetinfo)
Template information registration command Template information list display command
(cfmg_addtemplate) (cfmg_listtemplate)

© ©0000000000000000000000000000000000000000000O00COCOCOCOCOCIOCIOCOCOCEOCOCOC0CI0C0C0C0CI0C0COC0C0C0C0C0C0C0C0C0C0C0C0C0C0C0C0C0C0C0C0CCCCCOCOCEOCEECEEETS

Software information

Use the following procedure to register the software information included in the image that is used by the system template if it has not
been registered yet.

1. Create asoftware information file (an XML file) that marks up configuration information for the software included in the image.

It is aso possible to use a software information file that has already been registered. Refer to "Appendix H Registered Software
IDs" for details.

Refer to "Detailed explanation of software information” for details on software information.
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2. Usethe software information registration command (cfmg_addsoft) to register the software information file.

A separate software information file is registered for each type of software. (If there is more than one type of software, create afile
for each type of software.)

Image information

Use the following procedure to register image information if it has not been registered with the virtual image that is used by the system
template.

1. Usethe virtual image list display command (cfmg_listvmimage) to check the virtual image where the image information will be
registered.

2. Create animageinformation file (an XML file).
Samples are available, so refer to these samples when creating the file.
Refer to "Detailed explanation of imageinformation™ for details on imageinformation and thelocation where the samples are stored,

3. Usethe image information registration command (cfmg_addimageinfo) to register the image information.

Segment information
To restrict the virtual networks used by this product, use the following procedure to register segment information.

1. Usethevirtual network list display command (cfmg_listvnet) to check the virtual network where the segment information will be
registered.

Take note of the resource ID recorded in the <networks>/<network>/<id> tag.
2. Create a segment information file (an XML file).
In the <id> tag, specify the resource 1D that was noted in Step 1.
Refer to "Detailed explanation of segment information” for details on segment information.

3. Use the segment registration command (cfmg_addnetinfo) to register the segment information.

L:l] Note
- If segment information is not registered, al of the virtual networks registered with Cloud Infrastructure Management Software

will be deployed.

If [automatically select] is specified for the depl oyment destination virtual network, the deployment destination will be sel ected
from al of the virtual networks.

- When registering segment information, register segment information for all of the virtual networks used by the system template.

If [automatically select] is specified for the deployment destination virtual network, the deployment destination will be selected
from the virtual networks for which " business segment" has been specified.

Template information
Use the following procedure to register template information.
1. Usethefollowing commands to check the information used by the template.
- Segment information: Segment list display command (cfmg_listnetinfo)
- Image information: Image information list display command (cfmg_listimageinfo)
2. Create atemplate information file (an XML file).
Samples are available, so refer to these samples when creating the file.

Refer to "Detailed explanation of template information” for details on template information and the location where the samples are
stored.

3. Use the template information registration command (cfmg_addtemplate) to register the template information.
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4. The default publication setting for system templatesis Hidden.

To make a system template available to system users, use the system template publication setting command (cfmg_showtempl ate)
to change the publication settings.

Refer to " System template publication setup command” for details on this command.

Qn Note

- A virtual systems that has already been deployed is not affected even if the publication setting for the system template that it
uses is changed to Hidden.

- Itisalso possibleto change the publication setting to Hidden. if you do not want usersto deploy virtual systems using the target
system template.

Deleting system templates

Service providers can delete various types of information as necessary.

Template information

- Segment information

Image information

Software information

QJ] Note
- If the following information files have been associated with multiple template information files, all of the template information files
associated with these information files must be deleted before each of these information files can be deleted.
- Imageinformation

- Segment information

- Before deleting a software information file, delete all of the image information files with which that software information file has
been associated.

- Do not delete template information files that are being used in a deployed system.

E) Point
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Perform thefoll owing operationsto check whether information has been correctly del eted using the del etion command for eachinformation
type.

- Check the return value of the command.
If the return valueis 0, the command has terminated normally.
If the return value is other than 0, the command has terminated abnormally and an error message is output.

- Check using the corresponding display command in the following table.

Deletion command Display command
Template information deletion command Template information list display command
(cfmg_deletetemplate) (cfmg_listtemplate)
Segment deletion command (cfmg_del etenetinfo) Segment list display command (cfmg_listnetinfo)
Image information deletion command Image information list display command
(cfmg_deleteimageinfo) (cfmg_listimageinfo)

-79-



Deletion command Display command

Softwareinformation deletion command (cfmg_deletesoft) | Software information list display command
(cfmg_listsoft)
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Template information

Use the following procedure to del ete templ ate information.

1

Check the template name displayed in Manager View, " System Manager" , " System list" , and ensure that the template information
to be deleted is not being used in a deployed system.

Use the Template information list display (cfmg_listtemplate) command, and take a note of the name of the template ID that
corresponds to the template namein step 1.

If the publications setting is Published, the template information cannot be del eted.

In this case, the publication setting must be changed to Hidden using the system template publication setting command
(cfmg_showtemplate).

Refer to " System template publication setup command” for details on this command.

Usethetemplateinformation del etion command (cfmg_del etetempl ate) to del ete the templ ateinformation by specifying thetemplate
ID that was noted in Step 1.

Segment information

Use the following procedure to del ete segment information.

1

Use the Template information list display (cfmg_listtemplate -v) command to output alist of template information, and use thisto
see if the segment configuration information to be deleted is associated with template information in the " <template>/<vnets>/<
vnet>/<id>" tag.

Use the segment deletion command (cfmg_del etenetinfo) to delete the segment information.

Image information

Use the following procedure to del ete image information.

1

Use the template information list display command (cfmg_listtemplate -v) to output alist of template information, and check the
<template>/<server s>/<server>/<imagel d> tag to see that the image information to be deleted is not associated with the template
information.

Use the image information deletion command (cfmg_del eteimageinfo) to delete the image information.

Software information

Use the following procedure to del ete software information.

1

2.

Use the image information list display command (cfmg_listimageinfo -v) to output a list of image information, and check the
" <image>/<softwares>/<software>/<id>" tag to see that the software information to be deleted is not associated with the image
information.

Use the software information deletion command (cfmg_del etesoft) to delete the software information.

4.3.6 Publishing and Deleting Services

This section explains how to publish and delete services that are leaced to service users.

The definitions that clarify the content and status of a service to be leaced to service users are referred to as the "service specification”.

To publish a service specification, register and publish the system template information.

To display prices for the service specifications that are displayed in the [Sear ch service] page of MyPortal, it is necessary to register
accounting information using the product master maintenance command provided by this product.
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System templates can be registered using the cfmg_addtemplate command, published as service specifications using the
cfmg_showtemplate command, and deleted using the cfmg_del etetempl ate command.

4.4 Applying to Use Services and Returning Services (for Service
Users)

This section explains the flow of operations performed using the Cloud Portal ranging from service subscription through to subscription
cancellation.

Service subscription

Subscribe to a service J

!

Receive a deployment completion email

Operation

v W

2 Use the service

System management
- Start and stop the server
L - Take snapshots

B S— | S —— o

Display the service usage status -3 Modify a service speciﬂcatinrji

o

aday

| | S ——  — -
Cancel iL
Stop a service J : Operale on the Cloud Portal
¢ : Operate not on the Cloud Portal

Cancel a subscription J R
' ‘ : Operate as required

1. Apply to usethe service
Service users use the MyPortal function of the Cloud Portal to apply to use services.
For details, refer to"2.2 SubscribetoaService" inthe" Systemwal ker Service Catal og Manager V 14g Infrastructure Service Function
Operation Guide for Users" that comes with this product.

2. Receiving deployment completion emails
When the service that the service user has applied to use has been deployed, a deployment completion email is sent to that user.
Deployment compl etion emails contain the information required to access the service.

3. Usethe service
Access and use the service in accordance with the information in the deployment completion email.

4. Manage the system
If necessary, use the MyPortal function of the Cloud Portal to start and stop the virtual servers that make up the service being used,
or to take snapshots.
For details, refer to 2.3 System Management” inthe " Systemwal ker Service Catalog Manager V 14g Infrastructure service Function
Operaion Guide for Users" that comes with this product.
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5. Display the service usage status
Use the Cloud Portal to check the usage status of the service being used.
For details, refer to "Chapter 5 Usege Status' in the " Systemwalker Service Catalog Manager V 14g Infrastructure service Function
Operaion Guide for Users' that comes with this product.

6. Change the service specification
Change the service specification for the service being used according to the service usage status. For example, if thereis not enough
disk space, usethe MyPortal function of the Cloud Portal to change the service specification by adding disks. Refer to"2.3.7 Modify
s Specification” in the " Systemwalker Service Catalog Manager V 14qg Infrastructure service Function Operaion Guide for Users'
that comes with this product.

7. Stop the service
Use the MyPortal function of the Cloud Portal to stop the virtual servers that make up services that are no longer required.

Refer to "2.3.4 Start and Stop the Virtual Server” in the "Systemwalker Service Catalog Manager V149 Infrastructure service
Function Operaion Guide for Users" that comes with this product.

8. Cancdl the service
Use the MyPortal function of the Cloud Portal to cancel the service that is no longer required.

Refer to "2.3.8 Cancel a Subscription” in the "Systemwalker Service Catalog Manager V14g Infrastructure service Function
Operaion Guide for Users' that comes with this product.

4.5 Approving and Checking Applications to Use Services

When applications to use services are submitted, it is possible to have the administrator of the service user department approve the
application, and to have the service provider (the administrator of the service provider department) to assess the application.

Operations that approve and assess applications are provided as an "application process’ service by the service provider that lease ICT
resources.

1. Select the forwarding destinations for application processes.

Once an application process has been correctly registered with the system and enabl ed, forwarding destinations can be sel ected from
the [License Agreement] window for applying to use the service, and notifications can be sent to approvers.

For detailson how to sel ect forwarding destinationsfor application processes, refer to " 2.5 Sel ect Forward Destination of Application
Process’ in the "Systemwalker Service Catalog Manager V14g Infrastructure Service Function Operaion Guide for Users® that
comes with this product.

2. Approve the applications.

The approver approves the application process. The approver isthe administrator of the service user department that was specified
as the forwarding destination when the application was made.

El Point
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If the application process has been set up so that approval is required, the approver will need to approve the application process.
When the application processis forwarded, an approval request email is sent to the approver.
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For details, refer to "4.3 Approve Application” in the " Systemwal ker Service Catalog Manager V 14g Infrastructure service Function
Operaion Guide for Users' that comes with this product.

3. Assessthe applications.

The assessor assesses the application process. The assessor is the service provider (the administrator of the service provider
department).

El Point
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If the application process has been set up so that assessment is required, the assessor will need to assess the application process.
When the application processis forwarded, an assessment request email is sent to the assessor.
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For details, refer to "8.2 Application Assessment” in the "Systemwalker Service Catalog Manager VV14g Infrastructure Service
Function Operaion Guide for Administrators” that comes with this product.

Check the status of the applications to use services.

The service user who made the application to use the service can check the status of the application.

To check the status, log in and then select [Application list] from either the Operation menu or the toolbar for the Cloud Portal.
For details, refer to "4.1 Check Application Status' in the "Systemwalker Service Catalog Manager V 14g Infrastructure Service
Function Operaion Guide for Users” that comes with this product.

The service provider can check the status of the applications to use services.

To check the status, log in and then select [ Assessment] from the Operation menu for the Operation Portal. For details, refer to"8.1
Check Assessment Status' in the " Systemwalker Service Catalog Manager V 14g Infrastructure Service Function Operaion Guide
for Administrators” that comes with this product.

4.6 Visualizing ICT Resources

This section explains the information that infrastructure administrators, service providers and service users can look up.

Tracking the resource status for infrastructure administrators

Infrastructure administrators can use the RC Console to check the status of resources.

Refer to "A.4 RC Console" for details on the RC Console.

Tracking the resource status for service providers

Service providers can use the cloud infrastructure administrator dashboard function to monitor information such as the availability status
of resource poolsand resourceinformation about virtual platforms(VMs). Thisfunction allowsusersto specify thresholdsfor themonitored
data, so that alerts are notified automatically when the thresholds are exceeded.

For details, refer to "Appendix A To Customize the Cloud Operation Management Dashboard" of the "Systemwalker Service Catalog
Manager V 14g Cloud Operaion Management Dashboard User’ s Guide" that comes with this product.

Metering the resources for service providers

Asaway of metering ICT resources, service providers can use the Operation Portal to check how long resources have been used for and
how much has been consumed. Service providers can aso quantify the amount of service that service users have used. Reports can be
generated by tallying how many servers have been used, and how much CPU, disk and memory resources have been consumed.

To display the Operation Portal, perform the following operations:

1
2.

Start a\Web browser.
Specify the URL of the Operation Portal.
The URL format is shown below.

URL: http://<Host name or |P address of the Admi n Server>:<80(Port nunber of the Wb server)>/
op_portal

The top page of the Operation Portal will be displayed.

For details, refer to "Chapter 7 Usage Status' in the "Systemwalker Service Catalog Manager V14g Infrastructure Service Function
Operaion Guide for Administrators” that comes with this product.

Tracking the usage status for service users

Service users can display and check the usage status of the services that they are using, by logging in and then selecting [Usage Status]
from either the Operation menu or the toolbar for the Cloud Portal. The following information can be looked up:

- Service usagetime

- CPU usagetime

- Disk usage
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- Memory usage
- Network usage

For details, refer to "Chapter 5 Usage Status' in the "Systemwalker Service Catalog Manager V14g Infrastructure Service Function
Operaion Guide for Users” that comes with this product.

4.7 Managing Accounting Information

This section explains the accounting information that is managed and operated by CIMS.

"Accounting information” is the information that is required to display prices for service specificationsin MyPortal.
The following functions are available for managing accounting information for this product.
- Managing accounting information for service specifications
This function manages accounting information for the service specifications.
The database that stores accounting information for service specifications is referred to as the product master.
- Outputting change histories for service specifications

This function outputs change histories for virtual servers, disks, and configuration information for the virtual systems in service
specifications.

Overview of operations
The following diagram presents an overview of operations that manage accounting information for CIMS.

Service user
be ]

A

I 3. Subscribe to a service

-

Cloud Infrastructure Management Softwarel

Service provider ( Cloud Portal Application approver

2. Register accounting

( 4_Apprgve subscription
~ information Product master Product pp p )
“ command

Accounting .
information file ACCOUDHEHQ log

Accounting log
1. Register template output
command

information

6. Cutput accounting log

~——— % Accounting
log file
5. Output accounting * e
information 4 *
VT —— 7 Create an invoice
. Accounting ‘& .
) Accountmg_ Calculation s » Invoice
information file tool

Accounts man ager

Accounts manager: Auser in change of checking the charges regularty and performs tasks such as sendly an invoice to the user department
Accounting calculation tool: Tool prepared by the provider dapartment.

Management and operation of accounting information by the provider department administrator
1. The provider department administrator registers template information using the template management command supplied by CIMS.

2. Theprovider department administrator regi stersthe accountinginformati on usi ng the product master maintenance command supplied
by CIMS.



Operation in the user department

3. The subscriber references the monthly charges (approximate) of the service specifications displayed on MyPortal of CIMS, and
apply to use the service.

4. The approver references to the monthly charges (approximate) of the service specifications displayed in the subscription list on
Cloud Portal of CIMS, then approves or rejects the subscription.

Accounting calculation by the accounts manager
5. The accounts manager obtains the accounting information file using output function of product master maintenance command.
6. The accounts manager obtains the accounting log files using accounting log output command..

7. The account manager creates billing statements based on the accounting information file and the accounting log file regularly by
using the accounting cal culation tool provided by the provider department, and sends them to the user departments.

E) Point

© © 0000000000 00000000000000000000000000000000000000000000000000000000000000000000000000000COCOCOCOCOCEOCEOEE

About the accounting calculation tool

The accounting cal culation tool isatool to calculate the amount charged to each user department based on the accounting information
file

and accounting log file. It is recommended to customize it so that it suits to the accounting policy, by not charging to CPUs and
memories.
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For details, refer to " Chapter 9 Accounting” inthe" Systemwalker Service Catalog Manager V 14gl nfrastructure service Function Operaion
Guide for Administrators” that comes with this product.

4.8 Backing up or Restoring the Admin Server

This section explains the methods for backing up and restoring the Admin Server.

4.8.1 Notes on Backing up and Restoring the Admin Server

This section provides notes on executing backup and restore.

- Notes on the environment in which backup and restore are executed
- Treatment of backup resources

- Treatment of restore resources

4}1 Note

System administrator (superuser) privileges are required to execute the commands.

Notes on the environment in which backup and restore are executed
- The backup and restore environment must meet the following requirements to execute backup and restore:

- The operating systems are the same.
However, the version of the operation systems may not be the same.

- The host information (host name and | P addresses) is the same.
- The character codings are the same.

- Therepository servers are the same.

- The directories storing the CMDB database are the same.

- Theitems set by using the set menu on the screen of the Cloud Operation Management Dashboard are not backed up and not restored.
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Treatment of backup resources

- To move the backup resources, move the folders(directories) specified as the backup destination and all the folders(directories) and
files located under those folders(directories).

- Do not delete the backup resources|ocated under the fol ders(directories) specified as the backup destination until the restore operation
is completed.

- The backup command cannot be used to save data to the following media:

- Saving datato an optical disk such as CD-R or DVD-R
To save datato an optical disk, save the datato alocal disk, then, write the saved data to the media using a dedicated writer etc.

- Saving datato afolder(directory) that contains a space

Treatment of restore resources
The restore command cannot be used to restore data from the following media:

- Restoring data from a directory that contains a space

4.8.2 Backing up the Admin Server

Before backing up, CIM S System (Manager) must be stopped.
At this point, also back up the Interstage Single Sign-On resources that manage user information. The following tasks apply:

1. Stopping the CIMS Systems

2. Backing up CIMS Resources
a Backing up the CIMS Resources (Resources for the Self Service Portal)
b. Backing up the CIMS Resources (Configuration Management Resources)
C. Backing up the CIM S Resources (Application Process Resources)
d. Backing up the CIMS Resources (Interstage Single Sign-On Resources)

€. Backing up the CIMS Resources (Resource Pool Management Resources)

3. Starting the CIMS System

4.8.2.1 Stopping the CIMS Systems
Stop the CIMS System (the Manager) by executing the following command.
[Windows]

<CI M5 installation fol der>\cinms\ Manager\bin\cims ngrctl stop

The processing results are output to the standard output. If the return value is 0, the command has terminated normally and the system has
stopped.

Processing result Return value
Normal termination 0
Error Other than 0

Checking the system status
Check that the Manager and the service from this product have stopped. Refer to "G.1.2 Manager Control Commands” for information on
how to check the status.
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4.8.2.2 Backing up the CIMS Resources (Resources for the Self Service Portal)

Backup the databases and various definition files relating to resources for the Self Service Porta function by executing the following
command. Create anew directory (folder) to store the resources, making sure that the directory name does not include spaces.

[Windows]

<CI M5 installation fol der>\ Syst emnal ker\ SWCTM3A bi n\ swet ng_backup. bat <St orage fol der >

4.8.2.3 Backing up the CIMS Resources (Configuration Management Resources)

Backing up the configuration management resources

Back up thevariousdefinition files and the database rel ating to configuration management resources by executing the following command.
For the storage directory (folder), specify adirectory that does not exist.

[Windows]
1. Stop the database.

net stop "Systemal ker Software Configurati on Manager DB Service"

2. Perform abackup.

<CI M5 installation fol der>\Systemal ker\ SWCFM3\ bi n\ cf ng_backup <St orage fol der>

3. Start the database.

net start "Systemwal ker Software Configuration Manager DB Service"

4.8.2.4 Backing up the CIMS Resources (Application Process Resources)

Backing up the application process resources
[Windows]

The following exampl e shows the operations for backing up resources to the folder " X:\Backup\swrba''.

1. Createthe following folder.

nmkdi r X:\ Backup\ swrba

2. Execute the following command to back up the resources.

<CI M5 installation fol der>\Systemal ker\ SWRBAM bi n\ sw ba_backup X:\ Backup\ swr ba

4.8.2.5 Backing up the CIMS Resources (Interstage Single Sign-On Resources)

Backing up the Interstage Sigle Sign-On resources
[Windows]

1. Stop the Interstage Sigle Sign-On

<CI M5 installation fol der>\Systemal ker\ SWRBAM sso\ bi n\ ssocl servi cectl stop

2. Execute the following command to back up the resources.

<CI M5 installation fol der>\Syst emnal ker\ SWRBAM sso\ bi n\ ssocl backup <Storage fol der>

3. Start the Interstage Sigle Sign-On

<CI M5 installation fol der>\Systemwal ker\ SWRBAM sso\ bi n\ ssocl servi cectl start
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4.8.2.6 Backing up the CIMS Resources (Resource Pool Management Resources)

& Note

- For second and subsequent backups, the folders and configuration definition information from previous backups can be safely del eted
after the new backup has been taken. Delete these folders and definition information to free up disk space if necessary

- Do not perform backups while backing up or restoring system images, or while taking or distributing cloning masters

- Backing up the configuration definition information.
Export configuration definition information by executing the following command.

Usethe"-dir" option to specify the storage directory to which the configuration definition information and version information XML
fileisto be exported.

If the storage directory does not exist, a new directory will be created.

If the storage directory already exists and the "-overwrite" option is specified, the XML file will be overwritten. An error will occur
if "-overwrite" is not specified.

[Windows]

<CI M5 installation fol der>\ Resource O chestrator\Manager\bi n\rcxbackup -dir <Storage folder> [-
overwrite]

& Note

Specify the absol ute path to the command.

Note the following when specifying directories.

- Do not specify the system installation directory for the "-dir" option.

- Do not specify directories that include the following symbols for the "-dir" option:
When transferring the backup data (the directory specified by the "-dir" option) to an FTP server or some other destination, first use
ZIP or some other method to compress the backup data into a single file before transferring it.

When restoring from the backup data, note that all of the configuration definition information and definition files must have been
backed up at the same time. It is recommended that the backup data be stored together in a directory with a name that indicates the
date and time when the backup was taken.

- Execution conditions

Configuration definition information cannot be backed up while operations are being performed on resources such as L-Servers,
resource pools, and resource folders. Stop the Manager before executing backups.

Note that the following information is not restored as part of the restoration process. Take the appropriate action that matches the
information below.

- Maintenance mode status

Maintenance mode will be canceled after restoration. If you take a backup when maintenance mode has been set up, record the
mai ntenance mode status for each Managed Server before taking the backup.

- Power consumption data for power monitoring devices

Power consumption data for power monitoring devices cannot be restored. It is recommended that power consumption data be
output before reinstalling the Manager. Refer to the article on power consumption data output in the "ServerView Resource
Coordinator Ve Oparation Guide" for information on the operation method.
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- Backing up SystemcastWizard-related information
[Windows]
Back up the following data to any desired folder.
For files and databases, simply copy the datato the folder. For registries, use the registry editor to export all of the following keys.

No Type Backup/restoration target

1 | Registry (*1) HKEY_LOCAL_MACHINE\SOFTWA RE\Fujitsu\SystemcastWizard(32bitOS)
HKEY_LOCAL_MACHINE\SOFTWARE\Wow6432Node\Fjitsu\SystemcastWizard(64bitOS)

2 Database <CIMS installation folder>\Resource Orchestrator\ScwPro\scwdb\scwdbl1.mdb
<CIMS installation folder>\Resource Orchestrator\ScwPro\scwdb\scwdbl1.mdw

3 DHCP settings <CIMSiinstallation folder>\Resource Orchestrator\ScwPro\bin\ipTabl e.dat

file

4 IP address <CIMS installation folder>\Resource Orchestrator\ScwPro\bin\localipaddress.txt
settingsfile

5 AWWN <CIMS ingtallation folder>\Resource Orchestrator\ScwPro\tftp\rcbootimg

definition file \awwn_ XXX XXX XXX.XXX.cfg (*2)

<CIMS ingtallation folder>\Resource Orchestrator\ScwPro\tftp\rcbootimg
\_awvwn_ XXX XXX XXX.XXX.cfg (*2)

*1: For 64-bit operating systems, this registry redirects to Wow6432Node.
*2: Here "X XX . XXX XXX.XXX" represents an | P address.
- Backing up various definition files
The various definition files that were created when this product was used will be erased during uninstallation.
If necessary, back up (copy) the following folder to another folder before uninstalling this product.

[Windows]

<CI M5 installation fol der>\ Resource O chestrator\Manager\etc\custoni ze_data

4.8.2.7 Starting the CIMS System

Start this product (the Manager) by executing the following command.

gn Note

- The Manager starts automatically when the Admin Server is started.

[Windows]

<CI M5 installation fol der>\cins\Manager\bin\cinms ngrctl start

The processing results are output to the standard output. If the return value is 0, the command has terminated normally and the system has
started.

Processing result Return value
Normal termination 0
Error Other than 0
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Checking the system status
Check the startup status of the Manager. Refer to "G.1.2 Manager Control Commands' for details.

4.8.3 Restoring the Admin Server

This section explains how to restore backed up resources.

1. Stopping the CIMS System
2. Restorethe CIM S Resources
a. Restoring the CIM S Resources (Resource Pool management Resources)
b. Restoring the CIM S Resources (Application Process Resources and I nterstage Sigle Sign-On Resources)
C. Restoring the CIMS Resources(Configuration Management Resources)
d. Restoring the CIM S Resources (Resources for the Self Service Portal)
3. Starting the CIMS System
4. Updating the CMDB for CIMS

4.8.3.1 Stopping the CIMS System

Use the command for stopping the system in the same way as when the Admin Server is backed up. Refer to "G.1.2 Manager Control
Commands" for details.

4.8.3.2 Restoring the CIMS Resources (Resource Pool Management Resources)

Restoring SystemcastWizard-related information
[Windows]
Restore the backup data (that was backed up to an arbitrary folder) to the following locations.
For files and databases, simply copy the data. For registries, use the registry editor to import the registry file data that was backed up.

No Type Backup/restoration target

1 | Registry (*1) HKEY_LOCAL_MACHINE\SOFTWA RE\Fujitsu\SystemcastWizard(32bitOS)
HKEY_LOCAL_MACHINE\SOFTWARE\Wow6432Node\Fujitsu\SystemcastWizard(64bitOS)

2 Database <CIMS installation folder>\Resource Orchestrator\ScwPro\scwdb\scwdbl1.mdb
<CIMS ingtallation folder>\Resource Orchestrator\ScwPro\scwdb\scwdb1.mdw

3 DHCP settings

file <CIMS installation folder>\Resource Orchestrator\ScwPro\bin\ipTable.dat

4 IPaddresssettings <CIMS installation folder>\Resource Orchestrator\ScwPro\bin\localipaddress.txt

file

5 <CIMSiinstallation folder>\Resource Orchestrator\ScwPro\tftp\rcbootimg
AWWN \awvwn_XXX.XXX.XXX.XXX.cfg (*2)
definition file <CIMS installation folder>\Resource Orchestrator\ScwPro\tftp\rchootimg

\_avwn_ XXX XXX XXX.XXX.cfg (*2)

*1: For 64-bit operating systems, this registry redirects to Wow6432Node.
*2: Here "X XX XXX XXX XXX" represents an |P address.

Restoring configuration definition information

Restore the configuration definition information that was backed up using the procedure in "Backing up configuration definition
information” under "4.8.2.6 Backing up the CIM S Resources (Resource Pool Management Resources)".

Execute the following command.
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[Windows]

<CIMS installation fol der>\ Resource O chestrator\Minager\bin\rcxrestore -dir <Storage fol der>

gn Note

Specify the absolute path to the command.

Restoring various definition files
Restore various definition files.
Restore the backup data (that was backed up to an arbitrary folder) to the following locations.
[Windows]

<CI M5 installation fol der>\ Resource Orchestrator\ Manager\etc\custon ze_data

Qn Note

- Do not perform restoration while backing up or restoring system images, or while taking or distributing cloning masters.

- For the configuration definition information and various definition files, restore data that was backed up at the same time.

- Restorations can be performed only if the following hardware settings and configurations have not been changed since the backup
was taken.

- Chassis, the LAN switch blades, Managed Servers, or the power monitoring devices (Hardware replacement)

- NICsfor Managed Servers (NIC replacement)

The LAN connection between Managed Servers and the LAN switch blade
- Ongoing operations following server failover (*1)
*1: Restoration can be performed if the operation has failed back to the original server after the failover.

- Maintenance mode settings will not be restored after restoration. Set up maintenance mode in accordance with the information that
was recorded before the back up was taken.

- Information for the LAN switches and the connections on the network map cannot be backed up. Collect LAN switch registration and
connection information, by referring to the article on network map preparations in the "ServerView Resource Coordinator VE
Operation Guide".

4.8.3.3 Restoring the CIMS Resources (Application Process Resources and Interstage
Sigle Sign-On Resources)

Canceling the setup for application process resources
Cancel the setup in order to restore the application process resources.

[Windows]

<CI M5 installation fol der>\ Syst emnal ker\ SWRBAM bi n\ swrba_setup -u

Restoring the Interstage Single Sign-On resources
This section explains the procedure for restoring Interstage Single Sign-On resources.

[Windows]
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1. Stop the Interstage Sigle Sign-On

<CI M5 installation fol der>\Systemwal ker\ SWRBAM sso\ bi n\ ssocl servi cectl stop

2. Execute the following command to restore the resources.

<CI M5 installation fol der>\Systemal ker\ SWRBAM sso\ bi n\ ssocl restore <Storage fol der>

3. Start the Interstage Sigle Sign-On

<CI M5 installation fol der>\Systemwal ker\ SWRBAM sso\ bi n\ ssocl servi cectl start

Setting up application process resources

Execute the setup to create application process resources. For the parametersthat are set during setup, set the same parameters asfor when
the backup was taken.

[Windows]

<CI M5 installation fol der>\ Syst emnal ker\ SWRBAM bi n\ swr ba_setup -s

Restoring application process resources
[Windows]

The following example shows the operations for restoring the resources that have been backed up to the folder: "X:\Backup\swrba".

1. Stop the application process function.

<CI M5 installation fol der>\Systemal ker\ SWRBAM bi n\ sw ba_st op

2. Executethefollowing command to restore the resources. When the restoration processing has completed successfully, acompletion
message is displayed.

<CI M5 installation fol der>\Systemal ker\ SARBAM bi n\ sw ba_r est ore X\ Backup\ sw ba

4.8.3.4 Restoring the CIMS Resources(Configuration Management Resources)

Restore the various definition files and the database rel ating to configuration management resources by executing the following command.
[Windows]

1. Stop the configuration management function. Be sure to execute the commands in the following order.

i sstopwu CFMG_Manager Vi ew
i sstopwu CFMG VSYS

2. Stop the database.

net stop "Systemwal ker Software Configuration Manager DB Service"

3. Perform restoration.

<CI M5 installation fol der>\Systemal ker\ SWCFM3\ bi n\ cf ng_restore <Storage fol der>

4. Start the database.

net start "Systemwal ker Software Configuration Manager DB Service"

4.8.3.5 Restoring the CIMS Resources (Resources for the Self Service Portal)

Restore the databases and various definition files relating to resources for the Self Service Portal function by executing the following
command. Paths that contain spaces cannot be specified for the storage directory.
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[Windows]

<CI M5 installation fol der>\ Syst emnal ker\ SWCTMGA bi n\ swct ng_r est ore. bat <Storage fol der>

4.8.3.6 Starting the CIMS System

Use the command for starting the system, in the same way as when the Admin Server is backed up. Refer to "G.1.2 Manager Control
Commands' for details.

4.8.3.7 Updating the CMDB for CIMS

Update the CMDB data by executing the following command.
[Windows]

<CI M5 installation fol der>\ Syst emnal ker\ SWRBAM CVDB\ FJSVcndbm bi n\ crdbr ef resh. exe -a -q
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Appendix A ICT Resource Management Functions

This appendix explains the ICT resource management functions.

A.1 Resource Pools

A resource pool isabundle of al resources of the same type (such as virtua servers, storage, networks, or images).

Introducing resource pools has the following benefits.

Until now, it was necessary to purchase new resources such as servers, storage, and networks every time a business activity was expanded
or anew business activity was introduced. Thisinvolves alot of effort, first to get approval for the purchase, then to arrange to purchase
the resources, then to create environments, and so on. By introducing this product, servers can be created by simply pulling the necessary
resources out of resource pools. This eliminates the need for the time and effort discussed above, and allows infrastructure environments
to be created and operated according to plan.

Resource pool management is a function for utilizing resources effectively without waste. There are several types of resource pool, as
shown below. Pre-registering the resources controlled by this product in resource pools makes it possible to create servers (including
storage and networks) rapidly by pulling out the appropriate resources from resource pools in response to user requests. If a server isno
longer required, the resources can be released and set aside for reuse.

Multiple resource pools can be created, according to the operation requirements (such as separate resource pools for different hardware
types, security levels or resource management units). If aresource pool runs out of resources, new resources can be added or resources
can be moved from other resource pools.

Table A.1 Types of resource pool
Type of resource pool Overview

VM pools are resource pools for storing the VM hosts that are used when new servers
(VMs) are created.
VM pools can store VM hosts for different server virtualization software products.

With VM poolsthat include amix of different server virtualization software products, if
VM you specify aVM typewhen creating an L-Server, theappropriate VM host will be selected
to create the L-Server.

In environments in which multiple cluster groups have been registered in the same VM
pool, it isonly possible to migrate the L-Server between VM hosts belonging to the same
cluster.

Server pools are resource pools for storing the physical serversthat are used when new
servers are created.

Server L:JT Note

Although displayed as a resource pool, this resource pool type cannot be used in Cloud
Infrastructure Management Software.

Manages virtual storage resources and disk resources in this product.

'Virtual storage resources refersto the file system that is used for VM guests which are
controlled by VM management products such as RAID groups, which themselves are
controlled by the storage management products.

These can be managed as virtual storage resources using a common operation.
Storage 'Disk resources refersto the disk that is allocated to the server.

In the case of the VM guest, thisis equivalent to the virtual disk.

In this product, disk resources are allocated to the L-Server using the following methods:

- Pulling out disk resources of the required size from the virtual storage resources and
then allocating them to the L-Server.




Type of resource pool Overview

- Assigning the disk that has already been created on the storage management product
to the L-Server.

The following virtua storage resources are stored in the storage pool:

- Storagefor VMs
File systems for creating VMs and virtual disks, such as VMFS (data store) file
systems for VMware and cluster shared volumes for Hyper-V

Network pools are resource pools for storing network resources that define the networks
to be connected to servers.

Network
Refer to Section 1.2.6, "Simplifying Network Settings" in the "ServerView Resource
Orchestrator User's Guide" for details on network resources.
The following resources are stored in this type of resource pool.
- MAC addresses
- WWN
Address .
Q] Note
Although displayed as a resource pool, this resource pool type cannot be used in Cloud
Infrastructure Management Software.
The following resources are stored in this type of resource pool.
Image

- Cloning master

A.2 Logical Servers (L-Servers)

Logical Serversdefinethelogical specificationsfor serversincluding storage and networks, such asthe number of CPUs, memory capacity,
disk capacity, and the number of NICs. Logical Serversarereferred to as"L-Servers'.

Resources are allocated to L-Servers according to predefined specifications. Once resources have been allocated to an L-Server, the L-
Server can be operated in the same way as anormal server.

The usersof an L-Server can operate the L-Server without having to be aware of the actual nature of the resourcesthat have been allocated.
Rather, they only have to be aware of the specifications that have been defined for the L-Server.

Using L-Servers has the following benefits:
- Simple, rapid server creation

By automatically allocating the resources stored in resource pools according to the specifications defined for L-Servers, servers with
optimum configurations can be created easily and quickly.

- Lower management costs

Server users do not need to manage the resources that have been allocated to the L-Server. Management costs can be further reduced
as a result of having resource management performed intensively by a specialized administrator known as an "infrastructure
administrator".

ﬂ Information
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A.3 L-Server Templates

L-Server Templates are templates that predefine the specifications for an L-Server (such as the number of CPUs, memory capacity, disk
capacity, and the number of NICs).

Using L-Server Templates has the following benefits:
- Reducing the steps for creating L-Servers

The usage specification can be easily specified by simply selecting an L-Server Template from alist of available templates.
L-Servers can be easily created by selecting only three items: an L-Server Template, a cloning master, and the network that the L-
Server will connect to.

- Standardizing configurations

Because L-Servers can be created using the same standardized configuration as the L-Server Template, there will be no mistakesin
the work of creating servers and management costs can be reduced.

L-Server Templates can be exported and imported using XML files. ThisenablesL-Server Templatesto be designed at adifferent location
from the Admin Server. It also alows configurations to be standardized between different systems.

This product comes with sample L-Server Templates. Y ou can use these sample templates as they are, or you can edit them to your own
requirements.

Refer to "Section 2.2.2 For Virtual L-Servers' in the "ServerView Resource Orchestrator Reference Guide" for details on L-Server
Templates.

A.4 RC Console

The RC Console is used by the infrastructure administrator to register ICT resources in resource pools, release resources from resource
poals, create L-Servers, and check the status of resources.
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Menus

Event Log

Operations can be performed either from the menu bar or popup menus.The RC console menu is described below.

For details regarding menus not listed below, refer to "Chapter 2 User Interface” of the " ServerView Resource Coordinator VE Setup

Guide".
Table A.2 Menu Item List
Menu bar Menu Submenu Function
Import Imports an L-Server template.
File L-Server Template
Export Exports an L-Server template.
I Register Registers aresource in the selected resource pool.
Poo
Unregister Deregisters the selected resource from a resource pool.
Folder Creates aresource folder in the server tree or orchestration
tree.
Settings Tenant Creates atenant folder in the orchestration tree.
Create Pool Creates aresource pool in the orchestration tree.
L-Server Creates an L-Server.
Network Resource Creates anew network resource.
(New)
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Menu bar

Menu

Submenu

Function

Network Resource
(Using existing
admin subnet)

Creates a network resource from an admin LAN subnet.

Move to Folder

Moves a resource pool, resource folder, or aresource to
another resource folder.

Move to Pool - Moves a resource to another resource pool.
User Accounts - Creates, modifies, or deletes a user account.
User Groups - Creates, modifies, or deletes a user group.
Change Password - Change the password of the logged-in user.
. . Modifies the basic information of aresource pool, resource
Basic Information
folder, or aresource.
Specification Change L-Server or network resource specifications.
Attach Disk Attaches disksto an L-Server.
Modify - :
Detach Disk Detaches disks from an L-Server.
Netvvprk . Changes the network configuration of an L-Server.
Configuration
Definition Modifies L-Server definition information.
Collect Collects a snapshot of the L-Server.
Snapshot Restore Restores a snapshot to the L-Server.
Delete Deletes a snapshot.
Console Screen - Opensthe L-Server console.
Operation . . )
Install VM Tool i Connectsthe | SO imagesfor installing VMware Toolsto an
L-Server.
Backup Backs up L-Server system images.
Backup/Restore Restore Restores L-Server system images.
Delete Deletes backup system images.

Status Panel

The Status Panel displays the status of managed servers.
Only the L-Server statusis displayed for the following users:

- Userswith arolethat only allows use of L-Servers

- Userswith restricted access

If awarning or error event occurs on a managed server, the status monitoring area starts to blink.
If you click the blinking area, the server's information is displayed on the main panel.

For details of the status, refer to "2.3 Status Panel" in the " ServerView Resource Coordinator VE Setup Guide".

Tree Panel

CIMS displays the orchestration tree and storage tree in addition to the trees provided by ServerView Resource Coordinator VE. If

resource folders have been created in the server tree, these resource folders are also displayed.

Only the orchestration treeis displayed for the following users:

- Userswith arole that only allows use of L-Servers

- Userswith restricted access

The resources displayed are restricted according to the access rights of the logged in user.
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Orchestration Tree
Manages and operates L-Servers and resource pools.

All resources authorized for access by the logged in user are displayed. The resources displayed differ depending on the role and
access rights of the user.

The statuses of the following resources are shown in atree view:
- Resource folders and L-Servers
- Resource pools and the resources registered in resource pools
The top-level resource folder of each treeis called aroot folder. The standard tree consists of only the root folder.
The orchestration tree displays the following information:
- Resource List
Displays information on resources related to the resource selected in the resource tree.

Resource Details

Displays detailed information for the resource selected in the resource tree. Additionally, external software can be opened.

Available Pool

A list of resource pools available for useis displayed.

Template List

A list of L-Server templates available for useis displayed.
Using an L-Server template, an L-Server can be created.

Server resource tree

The server resourcetree displaysall chassis, servers, VM hosts, VM guests, and LAN switches managed in Resource Orchestrator,
inatreeview.

Network resource tree
The network resource tree displays all LAN switches other than LAN switch blades managed in Resource Orchestrator, in atree
view.

Storage tree

The storage resource tree displays all storage management software, storage units, RAID groups, LUNS, and virtual disks of VM
guests managed in CIMS, in atree view.

Resources displayed in the server resource tree and network resource tree are represented by an icon and their resource name.

For details on icons and their resource names, refer to " Chapter 2 User Interface” of the " ServerView Resource Coordinator VE Setup
Guide", and "5.2 Resource Status' in the " ServerView Resource Coordinator VVE Operation Guide'.

Main panel

The Main Panel displays information on resources selected in the tree.

Recent Operations

Displays the progress statuses and results of operations performed in Resource Orchestrator according to the user's scope of access.

Event log

Information about the events that occurred is displayed.

Events for ServerView Resource Coordinator VE are displayed in the event log, in addition to the events for this product.
Histories of the events that have occurred with managed resources are displayed as alist.

The resources displayed are restricted according to the role and access range for the user that is logged in.

<BladeViewer>>> button

BladeViewer isamanagement interface specially designed for blade servers. It can only be used in conjunction with PRIMERGY BX
servers registered as managed servers.
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Appendix B Managed Objects

This product manages the following objects.

Table B.1 Managed objects
Managed object Overview

Users of this product | Service provider departments/service providers, service user departments/service users

ICT resources Servers, storage, networks, etc.

Templates L-Server Templates, system templates

Leasing/returning
Services Starting/stopping virtual platforms
Taking snapshots

B.1 Users of This Product

This section explains users of this product.

Table B.2 Users of this product
User Content

Thisisthe administrator who usesthis product to provide aservice
to user departments.

Service provider Provider
department/service department The provider department administrator can provide service
provider administrator specificationsto service users, monitor the usage status of services,
assess appli cationsfrom user departments, and manage accounting
information for service specifications.
Organization Organizations represent the organizational groups to which the

users of this product belong.

Thisisauser belonging to the organization that uses the Cloud
Portal for this product, and who has been given management
privileges for the users that belong to that organization. Multiple
User department | User department administrators can be registered within agiven

administrator organization.
User department administrators can manage the users within their

organization, apply to use services, and manage systems for the
services within the organization.

Service user department/
service user

Thisisauser belonging to the organization that uses the Cloud
Portal for this product. Multiple general users can be registered
General user within a given organization.

General users can apply to use services, and manage systems for
the services that they themselves have applied to use.

B.2 ICT Resources

This section explains the ICT resources that are managed by this product.

Refer to "Chapter 3 System Design and Initial Setup” of the "ServerView Resource Coordinator VE Setup Guide" for information on
managing chassis, VM hosts, VM management products and LAN switches,
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Table B.3 ICT resources

Resource

Content

Chassis

The chassis of a blade server that houses one or more server blades. This product can
monitor the status of chassis, display information about chassis, and manipulate the
power to chassis.

VM host

A server virtualization software product that runs on a server in order to enable Virtual
Machines(Virtual Server) to run. Examplesof VM hostsare VMware ESX by VMware,
and Windows Server 2008 R2 with a Hyper-V role added.

This product can monitor VM hosts, display information about VM hosts, and perform
server switching operations.

When aVM host isregistered, the VM guests running on the VM host are automatically
detected and displayed.

VM management product

A product that performs integrated management for multiple server virtualization
software products. Examples of VM management products are VMware vCenter Server
for VMware and SCVMM for Hyper-V.

Registering and linking VM management products with this product enables their
functions to be used on VM guests.

Theterm "LAN switch" refersto both the LAN switchesthat are installed in the chassis
of blade servers (which are known as "LAN switch blades") and to the LAN switches
that these LAN switch blades are connected to.

This product can monitor the status of LAN switch blades, display information about
LAN switch blades and set up VLANS.

This product can display the following information about LAN switch blades and other
LAN switchesviathe RCVE network map function. Refer to " Chapter 12 Network Map"

LAN switch ; ) _ ) ) )
in the "ServerView Resource Coordinator VE Operation Guide" for details.
- The network configuration within a virtual server (the virtual switch and the VM
guest)
- The network connection status between resources
- The VLAN setup status within virtual servers
The operating system that runs on a Virtual Machine(Virtual Server).
Thisproduct can monitor the status of VM guests, display information about VM guests,
VM guest and manipulate the power to VM guests. In addition to the functions of ServerView
Resource Coordinator VE, this product provides functions such as creating new VM
guests as L-Servers, and creating snapshots.
A virtual LAN switch that is used to manage the networks for VM guests running on a
VM host.
Virtual switch With Hyper-V, this concept is expressed by the term "virtual network”.
This product supports both Hyper-V virtual networks and VMware virtual switches
(provided as a standard VMware function). This product does not support VMware
vNetwork Distributed Switches or Cisco Nexus 1000V virtual switches.
. Disk resources that are allocated to servers. An example of adisk resource isavirtual
Disk resource

disk.

Virtual storage resource

A resource that enables disk resources to be pulled out dynamically. An example of a
storage resource is the file system for creating virtual machines (such as VMFS data
stores by VMware).

Disk resources can be created from RAID groups of ETERNUS storage and file systems
for creating VM.

Network resource

Resources that define information about the networks that L-Servers use.
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Resource Content

By connecting an NIC for an L-Server to a network resource, physical and virtual
network switches are set up so that the L-Server can communicate.

If an I P address range has been specified for a network resource, | P addresses can be set
up automatically when images are distributed to L-Servers.

Animage that is created using a template from a VM management software for VM

Virtual image resource . . L
X guest creation, or that is collected as a cloning image from an L-Server.

B.3 Templates

This section explains templates.

Table B.4 Templates
Type Content

L-Server Template Templates that predefine the specifications for an L-Server (such as the number of CPUs, memory
capacity, disk capacity, and the number of NICs).

Refer to the articles on L-Servers and L-Server Templatesin "Appendix A ICT Resource
Management Functions' for details.

System template Templates that define the logical configuration of ICT resources and software.

B.4 Services

This section explains services.

A "service" isaunit for managing the business systemsand I CT resourcesthat are consolidated in data centers so that they can be provided
or leased to users efficiently and on demand.

Service users can use services by selecting which services they require and applying to use them.
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Appendix C Preparations and Checks before Installation

This appendix explains the preparations and checks that need to be performed before installing this product.

C.1 Preparations and Checks Before Installation

Checking for conflicting software

Check that neither the Manager for this product nor any of the software listed under "2.2.2.4 Conflicting software" has been installed on
the target system.

Preparing and checking the required software
Check that the software programslisted under "2.2.2.3 Required software" have beeninstalled on the system. If not, install themin advance.

Checking the ports used by this product
Check that the port numbers used by this product are not being used by another application.

Execute the following command to output the usage status of port numbers.

> netstat -an

Refer to "D.1 List of Port Numbers' for information on the port numbers used by this product and what to do if there are conflicts.

& Note

When opening holes in the firewall for the ports used by this product:

Toinstall this product on a system where afirewall has been enabled, open holesin the firewall for the port numbers used by this product
so that the Manager and the Agent can communicate without any problems.

How to set up the Windows firewall

For Windows Server 2008 (but not Windows Server 2008 R2), use the following procedure to set up the Windows firewall.
. Open the [Windows Firewall] dialog box from the [Control Panel], and then select the [Exceptions] tab.
. Click the <Add Port> button in the [Exceptions] tab to display the [Add Port] dialog box.

1
2
3. Enter an arbitrary name and a port number in the [Add Port] dialog box, and select the protocol (either TCP or UDP).
4. Click the <OK> button to close the [Add Port] dialog box.

5

. Click the <OK> button to close the [Windows Firewall] dialog box.

Preparing the installation folder and checking the free space

Decide the installation folder for this product.

However, folders on removable disks cannot be specified.

Check that there are no files or foldersin the installation folder.

Check that the installation drive has enough free space.

Refer to "2.1.1 Static disk capacity" and "2.1.2 Dynamic disk capacity"” for information on the disk space required by this product.

Checking the status of the admin LAN and the NICs

Decide the network (1P addresses) to be used as the admin LAN.
Check that the NIC on the admin LAN side has been enabled.
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Appendix D Port Numbers

After being installed, this product uses the communication paths indicated in this appendix.

[Windows]

<System dri ve>\ W ndows\ syst enB2\ dri ver s\ et c\ servi ces

[Linux]

/etcl/services

These port numbers must be unique within the network. If the port numbers shown in "List of Port Numbers' are aready being used, the

following actions are required.

For port numbers that can be changed

Change the port number by following the procedurein "D.2 Procedure for Changing Ports'.

For port numbers that cannot be changed

Change the port number for the other software program that is using the port.

D.1 List of Port Numbers

This section shows the port numbers that are used by the functions of this product.

Notethat if afirewall has been set up, connections must be allowed for the port numbersthat need to receive packets from external servers,
so that this product can run properly.

Admin Server

Table D.1 List of port numbers that need to receive packets from external servers

configuration management

Function Function details Port number/Protocol Changeable?
Dynamic resource RC Console 23461/tcp Yes
management ServerView Operations 3169/tcp No
Manager 3170/tcp
Monitoring and controlling 161/udp No
resources 162/udp No
623/udp No
23/tcp No
Backups, restorations, and 4972/udp No
cloning 4973/udp No
67/udp No
4011/udp No
69/udp No
ServerView Agent 161/tcp No
161/udp
162/udp No
VMware ESX, vCenter Server | 443/tcp No
System Center Virtual 80/tcp No
Machine Manager 443/tep
Self Service Portal/ Connecting LDAP servers 389/tcp Can be changed only during

setup
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Function

Function details

Port number/Protocol

Changeable?

SSO authentication server 10443/tcp No
Process management 9657/tcp Can be changed only during
setup
CORBA Service 8002/tcp Can be changed only during
installation
Web server (Interstage HTTP | 80/tcp No
Server)
Operation Portal
Authentication server 10443/tcp No
10550/tcp
10555/tcp
Collecting usage status 2344/tcp No
information
Cloud Portal 80/tcp No
3500/tcp Can be changed during
installation or setup
Interstage Management 12000/tcp Yes
Console
Mail server 25/tcp Can be changed only during
installation
CMDB 18443/tcp No
18444/tcp
File transfer infrastructure 9664/tcp Yes
Table D.2 List of port numbers used internally
Function Function details Port number/Protocol Changeable?
Dynamic resource ServerView Remote 3172/tep No
management Connector Service
Active Directory 636/tcp Yes
Backups, restorations, and 4971/tcp No
cloning
Self Service Portal/ CORBA Service 8002/tcp Can be changed only during
configuration management installation
Web server (Interstage HTTP | 80/tcp No
Server)
Operation Portal
Authentication server 10443/tcp No
10550/tcp
10555/tcp
Cloud Portal 3500/tcp Can be changed only during
installation
Application processrule 40320/tcp No
engine
Access control database 5439/tcp Can be changed only during

installation
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Function

Function details

Port number/Protocol

Changeable?

Usage management database

5440/tcp

Can be changed only during
installation

Accounting information 5441/tcp Can be changed only during
database (product master) installation
Cloud infrastructure 5442/tcp Can be changed only during
administrator dashboard installation
database
I10OP 8002/tcp No
Servlet container This function uses 10 vacant port | No
numbers, starting from 9000/tcp.
Internal APIs 3550/tcp No
3551/tcp
Interstage Management 12000/tcp Yes
Console
CMDB 13321/tep No
13322/tcp
13323/tcp
13324/tcp
13325/tcp
13326/tcp
13327/tcp
13328/tcp
1333V/tcp
13332/tcp
13333/tcp
JMX Service 12200/tcp No
12210/tcp
Communications 18005/tcp No
infrastructure 18009/tcp
Database 5438/tcp Can be changed only during

installation

Managed Servers

Table D.3 List of port numbers that need to receive packets from external servers

Function

Function details

Port number/Protocol

Changeable?

Dynamic resource
management

Monitoring and controlling 23458/tcp Yes
resources 161/tcp No
161/udp
162/udp No
623/udp No
23/tcp No
Backups, restorations, and 4973/udp No
cloning
ServerView Agent 161/tcp No
161/udp
162/udp No
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Function Function details Port number/Protocol Changeable?

VMware ESX, vCenter Server | 443/tcp No

Hyper-V 135/tcp No
137/tcp
137/udp
138/udp
139/tcp
445/tcp
445/udp

VM servers

Table D.4 List of port numbers that need to receive packets from external servers

Function Function details Port number/Protocol Changeable?
Self Service Portal/ File transfer infrastructure 9664/tcp Yes
configuration management SSH 22tcp No
IPMI 623/udp No
SNMP 161/udp No

Table D.5 List of port numbers used internally

Function Function details Port number/Protocol Changeable?
Self Service Portal/ Communication infrastructure | 18005/tcp No
configuration management 18009/tcp

& Note

If the firewall function is enabled, firewall exceptions must be specified for the port numbers and protocols that are shown in the table
above.

D.2 Procedure for Changing Ports

D.2.1 Procedure for Changing Port Numbers for the Dynamic Resource
Management Server

This section explains the procedures for changing port numbers for the dynamic resource management function.

Procedure for changing the port number of the Admin Server

Refer to the ServerView Operations Manager manuals for details on how to change port numbers for ServerView Operations Manager.
SNMP and the server startup control are standard protocols, and their port numbers are fixed by the hardware and cannot be changed.

For systems where the operating system firewall has been enabled, and environments where a firewall has been placed on the network,
change the firewall settings so that communications to the modified ports can be performed without any problems.

Use the following procedure to change the port number of the Admin Server, which is used by the Manager itself.
1. Stop the Manager.
[Windows]

1. Loginwith Administrator privileges.
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2. Execute the stop command.

> <CIMs installation fol der>\Cl M5\ Manager\ bi n\ci ns nmgrctl stop

2. Execute the rexadm mgretl modify command by specifying the name of the port to be changed and the new port number.

Refer to "5.7 rexadm mgrctl” in the " ServerView Resource Coordinator VE Command Reference “for details on the rexadm mgretl
modify command.

[Windows]

> <CIMS installation fol der>\ Resource O chestrator\Mnager\bi n\rcxadm ngrctl nodify -port
nane=nunber <RETURN>

3. Restart the Manager.

4}1 Note

If the port number of the RC Console has been changed, change the following port numbers to the same value.
- Admin Client
Change the port number of the URL specified in the Web browser to the port number of the RC Console.

If URLSs have been saved in the "Favorites' for the Web browser, change the port numbers of these URLs as well.

Procedure for changing the port numbers of Managed Servers
Use the following procedure to change the port numbers of Managed Servers.
[VMware]

1. Changethefollowing linein the "/etc/services" file using the vi command or some other method.

# Service nane Port nunber/Protocol nane
nf agent 23458/ tcp

2. Restart the server for which the port number has been changed.
[Hyper-V]

1. Useatext editor (such as Notepad) to change the following line in the "< system arive>\WINDOW S\system32\drivers\etc\service"
file.

# Service name Port nunber/ Protocol nane
nf agent 23458/ tcp

2. Restart the server for which the port number has been changed.

D.2.2 Procedure for Changing Port Numbers for the Self Service Portal/
Configuration Management

This section explains the procedure for changing the port numbers for the Admin Server.

This section explains the procedures for changing port numbers for the Self Service Portal/configuration management function.

Procedure for changing the port number of the Interstage Management Console

Use the Interstage Management Console to change the port number of the Interstage Management Console. Refer to the help for the
Interstage Management Console for details on the change procedure.
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Settings required when the port number for the file transfer infrastructure is duplicated
Changing the port number of the VM server

Thefiletransfer infrastructure usesport number 9664. Thisport number must bechanged if it already existsinaVM server environment.
Make the change on the Admin Server that islinked to the VM server to be changed.

[Windows]

Change the following port number specified in the "<System drive>\WINDOW S\system32\drivers\etc\services' file to a vacant
port number.

[Linux]

Change the following port number specified in the "/etc/services' file to a vacant port number.

dtranf 02 9664/ tcp # FJSVI nkbs

The port number can be avalue between 1 and 65535.
Changing the port number of the Admin Server

For the port number specified inthe network definition file for the file transfer infrastructure, specify the same value asthe port number
that has been set for the VM server.

1. Edit the following network definition file.
[Windows]

<CI M5 installation fol der>\ Syst emnal ker\ SWRBAM FJSVI nkbs\ | nk02\ gen\ net wor k_def . t xt

2. After the network definition file has been edited, apply the definition information as below.
[Windows]

<CI M5 installation fol der>\ Systemial ker\ SWRBAM FJSVI nkbs\ | nk02\ bi n\f 3j t| xgentrn. exe -i 02
<CI M5 installation fol der>\ Syst emnal ker\ SWRBAM FJSVI nkbs\ | nk02\ gen\ net wor k_def . t xt

3. Restart thefile transfer infrastructure.
[Windows]
Restart the " Systemwalker File Transfer Library Control" service.

Changing the port number of the server for the Cloud Portal
Use the following procedure to change the port number.
1. Stop the Manager by executing the following command.
[Windows]
a. Loginwith Administrator privileges.

b. Execute the stop command.

> <CIMs installation fol der>\Cl M5\ Manager\ bi n\ci ns nmgrctl stop

2. Changethe "portal.properties’ file.
[Windows]

a. Openthefollowing file.

<CIMs installation fol der> SWCTM3 SecurityManagenent\ conf\portal.properties

Change the port numbers specified in the following URLs:
- portal Ssl.url
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- authedPortal .url

- userManager.url

- personal Info.url

- rManagerinfo.url

- orglnfo.url

- portalalogout.url

- pki.url

- aControl.url

- community.url

- sendmail.auth.url
b. Closethefile that was opened in Step a.
C. Open acommand prompt.

d. Execute the following command from the command prompt.

<CIMsS installation fol der>\ SWCTM3 SecurityManagenent\ conf\bin\ctsec_bstrip. bat

€. Check that "Success' is displayed at the command prompt.

f. Close the command prompt.

. Start the Interstage Management Console.
Use the following procedure to start the Interstage Management Console.
[Windows]
Select the[All Programs] - [Interstage] - [Application Server] - [Inter stage M anagement Console] from the [Start] menu.

. Modify the port number.
Select the [System] - [Services] - [Web server] - [ctmg-https-ext] - [Web Server Settings], and modify the port number.
. Change the port number for protected resources.

Select the [System ] - [Security] - [Single Sign-on] - [Authentication infrastructure] -[Repository server] - [Protection
resource] - [<FQDN, Port Number>], and modify the port number.

. Output the business system configuration file.

Select the [System ] - [Security] - [Single Sign-on] - [Authentication infrastructure€] - [Business system setup file tab].
Set the [Business] - [system information] as follows, input password (within 6 characters or more) and then click <Download>.

Item Description

public URL http://< FQDN of the Admin Server>:<3500(Port number of the Cloud
Portal)>/

Linkage with Interstage Portalworks? | No

. Delete the business system.

Display alist by the [System] - [Security] - [Single Sign-on] - [Business system].
Delete the business system of the port number set (Change).

Delete the business system corresponding to the port number to be changed (the port number that is already set up).
. Register an Admin Server.
Register an Admin Server by referring to "Registering the Admin Server".
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9.

10.

11.

Enable content cache suppression.

Use the business system configuration file that was downloaded in Step 6 and the password to enable content cache suppression by
referring to "Prevention of Caching of Contents".

Update access control information.

Update access control information by referring to "Update Access Control Information”.
Restart the Manager.

[Windows]

<CI M5 installation fol der>\Cl M5\ Manager\bin\cinms ngrctl start

The processing results are output to the standard output. If the return value is 0, the command has terminated normally and the
system has stopped.

Processing result Return value
Normal termination 0
Error Other than 0
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Appendix E Tuning System Parameters

Refer to "E.1 Tuning Values for System Parameters" below for the system parameters that require tuning and their values.

Set the parameters as below, depending on the Type.
- If the Typeis Maximum:

Thereis no need to change the value if the value that has already been set (either the default value or the previous setting) is equal to
or greater than the value in the table. If the current value is smaller than the value in the table, change the parameter to the value in
thetable.

- If the Typeis Addition:

Add the value in the table to the val ue that has already been set (either the default value or the previous setting). Check the upper limit
for the system before setting the parameter to the result of the addition. If the result of the addition is greater than the upper limit for
the system then set the parameter to the upper limit for the system.

Refer to the Linux manuals or other documents for details.

E.1 Tuning Values for System Parameters

Admin Server

- Shared memory
Parameter Description Settings Type
kernel .shmmax Maximum segment size for shared memory 2684354560 Maximum
kernel .shmall Total amount of shared memory available 655360 Maximum
kernel.shmmni Maximum number of shared memory segments 156 Addition
- Semaphores

For the semaphore settings, specify each parameter value using the following format:

kernel . sem = paral para2 para3 para4

Parameter Description Settings Type
paral Maximum number of semaphores per semaphore | 512 Maximum
identifier
para2 Number of semaphores for the entire system 23481 Addition
para3 Maximum number of operators per semaphore 50 Maximum
call
parad Number of semaphore operators for the entire 2763 Addition
system
- Message queues
Parameter Description Settings Type
kernel.msgmax Maximum size of messages 16384 Maximum
kernel.msgmnb Maximum number of messagesthat canbeheldin | 114432 Maximum
a single message queue
kernel.msgmni Maximum number of message queue IDs 1566 Addition
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VM servers

- Semaphores

For the semaphore settings, specify each parameter value using the following format:

kernel .sem = paral para2 para3 para4

Parameter Description Value Type
paral Maximum number of semaphores per semaphore | 1 Maximum
identifier
para2 Number of semaphores for the entire system 2 Addition
para3 Maximum number of operators per semaphore 1 Maximum
cal
parad Number of semaphore operators for the entire 2 Addition
system
- Message queues
Parameter Description Value Type
kernel.msgmnb Maximum number of messagesthat canbeheldin | 106496 Maximum
a single message queue
kernel.msgmni Maximum number of message queue IDs 512 Addition

E.2 Tuning Procedure

1. Usethefollowing command to check the current settings for the system parameters.

/ sbin/sysctl

-a

jﬂ Example

© 00 0000000000000 0000000000000000000000000000000O0COC0COCOCOCOCOCOCOCOCOCO000C0C0C0C0000000000000000000000000000

(omtted)

ker nel . shnmax
kernel . shmal |
ker nel . shmmi

ker nel . msgnmax
ker nel . msgmb

ker nel . msgmi

(omtted)

# [ sbin/sysctl

-a

kernel .sem = 256 32000 32 128

68719476736
4294967296
4096

65536
65536
16

© 0 0000000000000 00000000000000000000000000000000000O0C0C0C0COCOCOCOCOCOCOCOCCOCOC00C0C00C000000000000000000000000

2. Refer to "E.1 Tuning Values for System Parameters' above, and compare the current settings to the values above. Calculate an

appropriate value for each parameter, taking into account the parameter type ("Maximum" or "Addition™).

3. Edit the /etc/sysctl.conf file as shown in the following example.
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jpﬂ Example

© 00 0000000000000 0000000000000000000000000000000O0COC0COCOCOCOCOCOCOCOCOCO000C0C0C0C0000000000000000000000000000

kernel .sem = 512 55481 50 2891

kernel . shrmmi = 4252
kernel . misgmb = 114432
kernel . misgmi = 1582

© 0 0000000000000 00000000000000000000000000000000000O0C0C0C0COCOCOCOCOCOCOCOCCOCOC00C0C00C000000000000000000000000

. Use the following command to check that the changes have been applied to the /etc/sysctl.conf file.

# [ bin/cat /etc/sysctl.conf

. To enable the settings entered in Step 3, perform either of the following methods.

- Apply the settings by rebooting the system.

# [/ sbin/ shutdown -r now

Apply the settings by executing the "/shin/sysctl -p" command.

# [ sbin/sysctl -p /etc/sysctl.conf (*)

*: Thereis no need to reboot the system if this command is used.

. The output of the following command can be used to check whether the specified system parameters have been updated.

# [ sbin/sysctl -a

jﬂ Example

© 00 0000000000000 0000000000000000000000000000000O0COC0COCOCOCOCOCOCOCOCOCO000C0C0C0C0000000000000000000000000000

# [ sbin/sysctl -a
(omtted)

kernel .sem = 512 55481 50 2891
kernel . shmmax = 68719476736
kernel . shmal | = 4294967296
kernel . shrmmi = 4252

kernel . msgmax = 65536
kernel . misgmb = 114432

kernel . negmi = 1582

(omtted)

© 0 0000000000000 00000000000000000000000000000000000O0C0C0C0COCOCOCOCOCOCOCOCCOCOC00C0C00C000000000000000000000000
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Appendix F Creating and Setting up Interstage Single
Sign-On Environments, and Cancelling the
Setup

This appendix explains how to create and set up Interstage Single Sign-On environments and how to cancel the setup.

F.1 Creating and Setting up Interstage Single Sign-On
Environments

This section explains how to create and set up an Interstage Single Sign-On environment, which is required for the Admin Server after
installation.

E) Point

© © 0000000000 00000000000000000000000000000000000000000000000000000000000000000000000000000COCOCOCOCOCEOCEOEE

This product uses Interstage Single Sign-On for user authentication. This section explains the environment setup for Interstage Single
Sign-On.

Use the following procedure to create and set up Interstage Single Sign-On environments.
- Creating an SSL communication environment

- Setting up Interstage Single Sign-On

F.1.1 Creating an SSL Communication Environment

Create an SSL communication environment as preparation for setting up Interstage Single Sign-On.

Use the following procedure to create an SSL communication environment.

1. Set up access permissions for the Interstage certificate environment.

2. Create an Interstage certificate environment and an application form for acquiring the certificates used for SSL communications.
3. Register the certificates used for SSL communications.
4

. Enter settings for SSL communications.

ﬂ Information

Refer to "Setting and Use of the Interstage Certificate Environment" in the /nterstage Application Server Security System Guide
for details on how to create an SSL environment.

Creating an Interstage certificate environment and an application form for acquiring the certificates used
for SSL communications

Use the scsmakeenv command (the certificate signing request (CSR) creation command) to create an I nterstage certificate environment
and to create a CSR for applying to acquire the certificates used for SSL communications.

The creation procedure and an execution example are shown below.
Creation procedure:
1. Specify the installation path to the JDK or JRE in the JAVA_HOME environment variable.
This step isonly required for Linux. Thereis no need to set the JAVA_HOME environment variable for Windows.
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1. Execute the scsmakeenv command.

[Windows]

scsnmakeenv -n <Ni cknane of the private key> -f <Name of the file where the CSR is output>

[Linux]

scsmakeenv -n <Ni cknane of the private key> -f <Name of the file where the CSRis output> -g
<G oup that allows access to the Interstage certificate environment>

If necessary, change the name of the file where the CSR is output.

Qn Note

The nickname of the private key that is specified with the scsmakeenv command isrequired when the site certificate that is acquired
from the certificate authority is registered.

_-ﬂ Information

Refer to "SSL Environment Setting Commands” in the "Interstage Application Server Reference Manual (Command Edition)” for
details on the scsmakeenv command.

2. Enter the password for accessing the Interstage certificate environment.
The password is required to access the I nterstage certificate environment.

3. Enter anidentifier.

For the "What isyour first and last name?"' prompt, the FQDN of the server for which the certificate application is to be made must
be specified as the host name of the Web server.

4. Enter the following items, in the same way as with Step 4.

- organizational unit

Organization

City or Locality

State or Province

- Country code
5. Check the values that have been entered.
To create a CSR using the values that have been entered, enter "yes". To enter the values all over again, enter "no".
6. Send the CSR to the certificate authority to request that a certificate be issued.

If the scsmakeenv command terminates normally, a CSR will be output to the output file for the CSR that was specified with the -
" option of the scsmakeenv command. Send this file to the certificate authority to request that a certificate be issued. Follow the
request method used by the certificate authority.

jﬂ Example

© 00 0000000000000 0000000000000000000000000000000O0COC0COCOCOCOCOCOCOCOCOCO000C0C0C0C0000000000000000000000000000

[Windows]

The command execution example below uses the following settings:

- Nicknanme of the site certificate: SERVERCERT

- Qutput file nane for the CSR C:\tenp\ssocert.txt
- First and |l ast nanme: ssoserver.exanple.com

- Organi zational unit: FUJITSU TOKYO

- Organi zation: FUJI TSU

-116 -



- Gty or locality: Shinjuku
- State or province: Tokyo
- Country code: jp

scsmakeenv -n SERVERCERT -f C:\tenp\ssocert.txt
New Passwor d:
Ret ype:
I nput X. 500 di stingui shed nanes.
What is your first and | ast nanme?
[ Unknown] : ssoserver. exanpl e. com
What is the nane of your organizational unit?
[ Unknown] : FUJI TSU TOKYO
What is the nane of your organization?
[ Unknown] : FUJI TSU
What is the nane of your City or Locality?
[ Unknown] :  Shi nj uku
What is the nane of your State or Province?
[ Unknown] : Tokyo
What is the two-letter country code for this unit?

[Un]: jp
I s <CN=ssoserver. exanpl e.com OU=FUJI TSU TOKYQ, O=FUJI TSU, L=Shi nj uku, ST=Tokyo, C5j p> correct?
[no]: yes

<SCS: | NFO scs0101: CSR was issued <C: \tenp\ssocert.txt>

[Linux]

The command execution example below uses the following settings:

- Nicknanme of the site certificate: SERVERCERT

- Qutput file nane for the CSR /tnp/ssocert.txt

- Goup that allows access to the Interstage certificate environment: iscertg
- First and |l ast nanme: ssoserver.exanple.com

- Organi zational unit: FUJITSU TOKYO

- Organi zation: FUJI TSU

- City or locality: Shinjuku

- State or province: Tokyo

- Country code: jp

The execution example creates a new Interstage certificate environment with access permissions set by the iscertg group, and
asocreatesaCSR. If an Interstage certificate environment has already been created, set the access permissionsfor the Interstage
certificate environment as necessary.

The execution example below uses a Bourne shell.

# JAVA _HOVE=/ opt / FISVawj bk/ j dk5; export JAVA HOVE
# scsmakeenv -n SERVERCERT -f /tnp/ssocert.txt -g iscertg
New Passwor d:
Ret ype:
I nput X. 500 di stingui shed nanes.
What is your first and |ast nane?
[ Unknown] : ssoserver. exanpl e. com
What is the nane of your organizational unit?
[ Unknown] : FUJI TSU TOKYO
What is the nane of your organization?
[ Unknown] : FUJI TSU
What is the nane of your City or Locality?
[ Unknown] :  Shi nj uku
What is the nane of your State or Province?
[ Unknown] : Tokyo
What is the two-letter country code for this unit?

[Un]: jp
I s <CN=ssoserver. exanpl e.com OU=FUJI TSU TOKYQ, O=FUJI TSU, L=Shi nj uku, ST=Tokyo, C5j p> correct?
[no]: yes

UX: SCS: | NFO scs0101: CSR was issued </tnp/ssocert.txt>
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UX: SCS: | NFO. scs0180: The owners group of Interstage certificate environnment was set.
#

© 0 0000000000000 00000000000000000000000000000000000O0C0C0C0COCOCOCOCOCOCOCOCCOCOC00C0C00C000000000000000000000000

Ln Note

If an Interstage certificate environment has already been created, there will be a prompt asking you to enter the password for the
Interstage certificate environment, so enter the password that was specified when the I nterstage certificate environment was created.

;ﬂ Information

Test site certificates can be used for test environments. Use test site certificates for test environments only and not for actual
operations.

Refer to "Creating test site certificates' for information on how to create test site certificates.
Registering the certificates used for SSL communications

Obtain the site certificate issued by the certificate authority, as well asthe CA certificate for the certificate issuer, and then register these
certificates using the scsenter command (the certificate/CRL registration command).

;ﬂ Information

Depending on the certificate authority, it may be necessary to register an intermediate CA certificate as well. Refer to "Registering
Certificates and CRL" in the "Interstage Application Server Security System Guide" for details.

This step isnot required if atest site certificate has been created.

Creation procedure:

1. Usethe scsenter command to register the CA certificate.

scsenter -n <Ni cknanme of the CA certificate> -f <CA certificate>

;ﬂ Information

Refer to "SSL Environment Setting Commands' in the "Interstage Application Server Reference Manual (Command Edition)" for
details on the scsenter command.

2. Enter the password for accessing the Interstage certificate environment.
Enter the password for accessing the Interstage certificate environment that was specified in the scsmakeenv command.

3. Usethe scsenter command to register the site certificate.

scsenter -n <Nickname of the site certificate> -f <Site certificate> -0

To register the site certificate obtained from the certificate authority, specify the nickname that was specified for the private key
using the scsmakeenv command.

Be sure to specify the "-0" option when registering site certificates.
4. Enter the password for accessing the Interstage certificate environment.

Enter the password for accessing the Interstage certificate environment that was specified in the scsmakeenv command.
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jpﬂ Example

© 00 0000000000000 0000000000000000000000000000000O0COC0COCOCOCOCOCOCOCOCOCO000C0C0C0C0000000000000000000000000000

[Windows]

The command execution example below uses the following settings:

- CAcertificate: c\tenp\ca-cert.cer

- Nicknane of the CA certificate: CACERT

- Site certificate: C\tenp\server-cert.cer

- Nicknane of the site certificate: SERVERCERT

If necessary, change the file names of the CA certificate and the site certificate that have been obtained.

c:\>scsenter -n CACERT -f c\tenp\ca-cert.cer

Passwor d:

Certificate was added to keystore

SCS: INFO scs0104: Certificate was inported.
c:\>scsenter -n SERVERCERT -f C:\tenp\server-cert.cer -o
Passwor d:

Certificate reply was installed in keystore

SCS: INFO scs0104: Certificate was inported.

c:\>

[Linux]

The command execution example below uses the following settings:

- CAcertificate: /tnp/ca-cert.cer

- Nicknanme of the CA certificate: CACERT

- Site certificate: /tnp/server-cert.cer

- Nicknane of the site certificate: SERVERCERT

If necessary, change the file names of the CA certificate and the site certificate that have been obtained. The execution example
uses a Bourne shell.

# JAVA_HOME=/ opt / FJSVawj bk/ j dk5; export JAVA_HOMVE

# scsenter -n CACERT -f /tnp/ca-cert.cer

Passwor d:

Certificate was added to keystore

UX: SCS: | NFO scs0104: Certificate was inported.

# scsenter -n SERVERCERT -f /tnp/server-cert.cer -0
Passwor d:

Certificate reply was installed in keystore

UX: SCS: | NFO scs0104: Certificate was inported.

#

© 0 0000000000000 00000000000000000000000000000000000O0C0C0C0COCOCOCOCOCOCOCOCCOCOC00C0C00C000000000000000000000000

Setting up for SSL communications
Use the Interstage Management Console to create SSL definitions.
1. Start the Interstage Management Console.
Use the following procedure to start the Interstage Management Console.
[Windows]

Select the [All Programs], [I nterstage, Application Server], and then [I nter stage M anagement Console] from the [Start]
menu.

[Linux]
a Start aWeb browser.
b. Specify the URL of the Interstage Management Console.
The URL format is shown below.
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(For communications without SSL encryption)

http://<Host name of the Admi n Server>:<12000 (Port nunber of the Interstage Managenent
Consol e>/ | sAdni n/

(For communications with SSL encryption)

http://<Host nane of the Admin Server>:<12000 (Port nunber of the |nterstage Managenent
Consol e) >/ | sAdni n/

C. Loginto the Interstage Management Console.
2. Create SSL definitions

Select the [System] - [Security] - [SSL] - [Create a new SSL Configuration] tabs to show [General Settings], then select the
registered site certificate nickname, then create the SSL definition.

Specify the following items, then click the <Create> button.

Iltem Settings

Configuration name Specify aname to identify the SSL definitions.

The definition name specified here must be specified when
Interstage Single Sign-Onis set up.

The definition name can be up to 32 characters long,
including alphanumeric characters and the following
symbols.

- Hyphen II_I!
- Parenthesis"()"
- Bracket "[]"

- Underscore" "

Site Certificate Nickname Select the nickname that was specified when the site
certificate was registered with the Interstage certificate
environment in "Registering the certificates used for SSL
communications'. The site certificate that was selected can
be checked in the [System] - [Security] - [Certificates] -
[Site Certificates] window of the Interstage Management

Console.

Protocol Version Select "SSL 3.0" and "TLS 1.0".

Verify Client Certificate? Select "No".

Encryption Method If necessary, change the encryption method by referring to
the help for the Interstage Management Console.

CA Certificate Nickname If necessary, change the nickname of the CA certificate by
referring to the help for the Interstage Management
Console.

F.1.2 Setting up Interstage Single Sign-On

Use the ssoclsetup command (the Interstage Single Sign-On setup command) to set up Interstage Single Sign-On.

By executing the ssoclsetup command, the following servers (which are required for Interstage Single Sign-On) will be created.
- Repository server (update system)
- Authentication server

- Business Server
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The information set up by the ssoclsetup command is as follows:

Item Settings

Public directory ou=interstage,o=fujitsu,dc=com
Administrator DN cn=manager
Authentication Web server name SSOauth
Authentication server port number 10443

10550

10555
Idle monitoring time 30 minutes
Re-authentication interval 480 minutes
Lock User Consecutive failures: 6
Release lock Auto release time: 30 min.
Business server name FJapache
Business server port number 80

gn Note

The following information is required to execute the ssoclsetup command:
(Mandatory)
- Server FQDN
- SSL definitions
(Optional)
- SSO repository name
- Port number of the SSO repository
For the server FQDN, specify the FQDN of the Admin Server that was specified when it was installed.
For the SSL definitions, specify the SSL definitions that were created in " Setting up for SSL communications”.
For the SSO repository name, specify up to eight alphanumeric characters. If this option is omitted, "rep001" will be specified.
For the port number of the SSO repository, specify the port number of the SSO repository that was specified during installation.
Refer to "G.3.2 Interstage Single Sign-On System Creation Command” for details on the ssoclsetup command.

When the ssoclsetup command is executed, the password for the administrator DN will need to be entered, so enter the value that was
specified during installation.

Creation procedure:
1. Execute the ssoclsetup command.

[Windows]

ssocl setup FQDN SSLConf Narme [-rn RepositoryName] [-1p LDAPPort]

[Linux]

/ opt/ FISVcf ng/ sso/ bi n/ ssocl setup FQDN SSLConf Nane [-rn RepositoryName] [-1p LDAPPort]

2. Enter the password for the administrator DN of the SSO repository.
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jpﬂ Example

© 00 0000000000000 0000000000000000000000000000000O0COC0COCOCOCOCOCOCOCOCOCO000C0C0C0C0000000000000000000000000000

[Windows]

The command execution example below uses the following settings:

- Server FQDN: ssoserver.exanpl e.com
- SSL definition name: AuthSSL

Change the server FQDN and SSL definition name as necessary.

ssocl setup ssoserver. exanpl e. com Aut hSSL

Pl ease i nput SSO Repository adm nistrator DN password

Passwor d:

Ret ype:

| REP: I NFO irepl0815: Password file was created.

file=C \INTERS~3\ F3FMsso\ ssoat csv\ conf\t np_passwdfil e

checking the repository configuration... (1/4)

initializing the repository... (2/4)

creating the public directory. (3/4)

updating the repository nanagenent list... (4/4)

I REP: INFQO irep70001: Repository environment configured. [rep001]
IHS: INFG ihs01000: The conmand term nated nornmally.

IHS: INFO ihs01000: The conmand term nated nornally.

IHS: INFO i hs01000: The conmand term nated nornally.

| REP: I NFO irep70000: Repository environnent setup updated. [rep001]
IHS: I NFO i hs01000: The command termi nated nornally.

[Linux]

The command execution example below uses the following settings..

- Server FQDN: ssoserver.exanpl e.com
- SSL definition name: AuthSSL

Change the server FQDN and SSL definition name as necessary.

The execution example uses a Bourne shell.

# [ opt/ FISVcf ng/ ssol bi n/ ssocl setup ssoserver. exanpl e. com Aut hSSL

Pl ease i nput SSO Repository adm nistrator DN password

Passwor d:

Ret ype:

UX: I REP: INFO irepl0815: Password file was created. file=/etc/opt/FJSVssosv/conf/
tnp_passwdfile

checking the repository configuration... (1/4)

initializing the repository... (2/4)

creating the public directory. (3/4)

updating the repository managenent list... (4/4)

UX: I REP: I NFG irep70001: Repository environnent configured. [rep001]

1 REP: INFO irepl0000: Repository started. [rep001]

:IHS: INFO ihs01000: The command termi nated normally.

:IHS: INFO ihs01000: The command term nated normal ly.

:IHS: INFO ihs01000: The command term nated normal ly.

;I REP: INFO irep70000: Repository environnent setup updated. [rep001]
1 REP: INFO irepl0000: Repository started. [rep001]

:1HS: INFO ihs01000: The command ternminated nornally.

SRR ss%

© 0 0000000000000 00000000000000000000000000000000000O0C0C0C0COCOCOCOCOCOCOCOCCOCOC00C0C00C000000000000000000000000

Creating test site certificates

Test site certificates can be used only when testing needs to be conducted before using a site certificate issued by a certificate authority.
The following example shows how to create a test site certificate.
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Qn Note

Test site certificates can only be used for test environments.

Do not use test site certificatesin actual operations.

jJJ Example

© © 0000000000 000000000000000000000000000000000000000000000000000000000000000000000000000000COCOCOCOCEOCEOCE

The command execution example below uses the following settings:

- Nickname of the test site certificate: testCert
- First and | ast name: ssoserver.exanple.com

- Organi zational unit: FUJI TSU TOKYO

- Organi zation: FUJITSU

- Cty or locality: Shinjuku

- State or province: Tokyo

- Country code: jp

The password that is entered is not displayed. For the first time, you will register the password. Enter "yes" to create a certificate using
the information displayed to confirm the password that has been entered. Enter "no" to enter the information again.

[Windows]

scsnmakeenv -n testCert
New Passwor d:
Ret ype:

I nput X. 500 distinguished nanes.

What is your first and | ast nanme?
[ Unknown] : ssoserver. exanpl e. com

VWhat is the nane of your organizational unit?
[ Unknown] : FUJI TSU TOKYO

What is the nane of your organization?
[ Unknown] : FUJI TSU

What is the nane of your City or Locality?
[ Unknown] : Shi nj uku

VWhat is the nane of your State or Province?
[ Unknown] : Tokyo

What is the two-letter country code for this unit?
[Un]: jp

I s <CN=ssoserver. exanpl e.com OU=FUJI TSU TOKYO, O=FUWJI TSU, L=Shi njuku, ST=Tokyo, C=j p> correct?
[no]: yes
SCS: INFO scs0102: Self-sign certificate was issued

[Linux]

The execution example uses a Bourne shell.

# JAVA_HOVE=/ opt / FISVawj bk/ j dk5; export JAVA HOVE
# scsmakeenv -n testCert
Passwor d:

I nput X. 500 di stingui shed nanes.
What is your first and I ast nane?
[ Unknown] : ssoserver. exanpl e. com
What is the nane of your organizational unit?
[ Unknown] : FUJI TSU TOKYO
What is the nane of your organization?
[ Unknown] : FUJI TSU
What is the nane of your City or Locality?
[ Unknown] :  Shi nj uku
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What is the nane of your State or Province?
[ Unknown] : Tokyo

What is the two-letter country code for this unit?
[Un]: jp

I s <CN=ssoserver. exanpl e.com OU=FUJI TSU TOKYO, O=FUWI TSU, L=Shi njuku, ST=Tokyo, C=j p> correct?
[no]: yes

UX: SCS: I NFO scs0102: Self-sign certificate was issued

#

© ©0000000000000000000000000000000000000000000O00COCOCOCOCOCIOCIOCOCOCEOCOCOC0CI0C0C0C0CI0C0COC0C0C0C0C0C0C0C0C0C0C0C0C0C0C0C0C0C0C0C0CCCCCOCOCEOCEECEEETS

Qn Note

If an Interstage certificate environment has already been created, there will be aprompt asking you to enter the password for the I nterstage
certificate environment, so enter the password that was specified when the I nterstage certificate environment was created.

F.2 Canceling the Setup for Interstage Single Sign-On

This section explains the procedure for canceling the setup for Interstage Single Sign-On.

& Note

Cancel the setup for CIM S before canceling the setup for Interstage Single Sign-On.

Use the ssoclunsetup command (the Interstage Single Sign-On setup cancel ation command) to cancel the setup for Interstage Single Sign-
On.

By executing the ssoclunsetup command, the following resources for Interstage Single Sign-On will be deleted:
- Thefollowing serversfor Interstage Single Sign-On
- Repository server (update system)
- Authentication server
- Business Servers (*1)
- The SSO repository that the repository server (the update system) refersto
- The Web server (*2) for which the repository server (the update system) and the authentication server have been created

*1: All of the Business Serversfor Interstage Single Sign-On that have been created on the machine where the ssoclunsetup command
is executed will be deleted. However, the Web servers themselves will not be deleted.

*2: Only the Web server with the Web server name "SSOauth” (for which the repository server (the update system) and the
authentication server have been created) will be deleted. Other Web servers will not be del eted.

& Note
Refer to "G.3.2 Interstage Single Sign-On System Creation Command” for details on the ssoclsetup command.
Deletion procedure:

1. Execute the ssoclunsetup command.

[Windows]

ssocl unset up

The ssoclunsetup command is stored in the following folder.
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<CIMS installation fol der>\Syst emnal ker\ SWCTMG\ Securi t yManagenent \ sso\ bi n

[Linux]

# [ opt/ FISVct sec/ sso/ bi n/ ssocl unset up

. Confirm whether to delete Interstage Single Sign-On

When the ssoclunsetup command is executed, amessage will be displayed confirming whether to delete Interstage Single Sign-On.
To delete Interstage Single Sign-On, enter "yes". If avalue other than "yes' is entered, "Command canceled" will be displayed and
Interstage Single Sign-On will not be deleted.

3. The status of resources will be displayed as a message.

. When the ssoclunsetup command has been executed, the status of the resources to be deleted will be displayed as a message. The
meaning of each resource is shown below:

Resource name Resource description
Repository Server Repository server (update system)
Authentication Server Authentication server
Business Server Business Server

Web Server (<Web server name>) The Web server for which the repository server (the update system) and
the authentication server have been created.

The Web server nameis fixed as SSOauth.

SSO Repository (<Repository The SSO repository that the repository server (the update system) refers
name>) to

. The status of resources will be displayed as the following messages:

Messages Resource status

Exist The resource exists

Not exist The resource does not exist

& Note

- After the ssoclunsetup command has completed, the Web server (Interstage HT TP Server) to which Business Servers have been
added will not be started.

- The ssoclunsetup command will terminate normally even if it is executed when the resources to be deleted do not exist.

jﬂ Example

© 00 0000000000000 0000000000000000000000000000000O0COC0COCOCOCOCOCOCOCOCOCO000C0C0C0C0000000000000000000000000000

[Windows]
> ssocl unset up
Repository Server . Exi st
Aut henti cation Server . Exist
Busi ness Server . Exi st
Web Server (SSCauth) : Exi st SSO Repository (rep001) : Exi st

Are you sure to delete the Single Sign-on systen? (yes/no) yes
IHS: INFO ihs01000: The conmand term nated nornmally.
| REP: I NFO irep70002: Repository environnent deleted. [rep001]
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[Linux]

# [ opt/ FISVct sec/ sso/ bi n/ ssocl unset up

Repository Server . Exi st
Aut henti cati on Server . Exi st
Busi ness Server © Exist

Web Server (SSCauth) © Exist
SSO Repository (rep001) . Exi st

Are you sure to delete the Single Sign-on systen? (yes/no) yes
UX : IHS: INFO : ihs01000: The conmand terminated normally
UX : IREP: INFO : irep70002: Repository environment del eted. [rep001]

© 0 0000000000000 00000000000000000000000000000000000O0C0C0C0COCOCOCOCOCOCOCOCCOCOC00C0C00C000000000000000000000000
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Appendix G Command Reference

This appendix presents the command reference for this product.

G.1 Environment Setup and Control Commands

This section explains the environment setup and control commands.

G.1.1 Overview of the Environment Setup and Control Commands

These commands are used to set up an environment for the Admin Server and to control it.

Command location

The storage location of the control and environment setup commands is shown below.

[ W ndows]
<CI Ms installation folder>\Cl M5\ Manager\ bi n\

Format of command description
This section explains the description format for the environment setup and control commands.
Synopsis

This section explains the synopsis for the commands.

" Conmmand nanme" " Subcommand nane" ["Option"] [ --]

The following table explains each item of the command.

Item Description

Command name Thisisacommand name.

Subcommand Thisis asubcommand name.
name
[Option] Thisis an option name, or an option name plus a parameter. Optionsin square

brackets can be omitted.

[-] Thisindicates that multiple options can be entered. However, these additional
options can be omitted.

Description
This section explains the function of acommand.
Subcommands
This section explains subcommands.
Options
This section explains options.
Cautions
This section explains important points to note when using the command.
Return values

This section explains the values that are returned when the command terminates.

G.1.2 Manager Control Commands
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Synopsis
cims mgrctl start
cims mgrctl stop
Description

The cims mgrctl command starts and stops the Manager.

Qn Note

The Manager starts automatically when the Admin Server is started.
This section explains how to check the startup status of the Manager.
[Windows]
The Manager is made up of the following Windows services and Interstage WorkUnits.
- The Manager itself (Windows services)

- Resource Coordinator Manager

- Resource Coordinator Task Manager

- Resource Coordinator Web Server(Apache)

- Resource Coordinator Sub Web Server(Mongrel)

- Resource Coordinator Sub Web Server(Mongrel2)

- Resource Coordinator DB Server(PostgreSQL)

- The Manager itself (Interstage WorkUnits)

- CMDB_Gui

- CMDB_Manager

- CTMG_MyPortal

- CTMG_OpPortal

- CtmgConfidential

- PDP

- REST

- SopConfidential

- SopGetConfidential

- SopUserManager

- porta

- portaa

- portals

- CFMG_VSYS

- CFMG_ManagerView

- WUibpmcon

- WUibpmsv

- IBPMMServer
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- Related services
- Deployment Service
- TFTP Service
- PXE Services
- Systemwalker SQC DCM
- Systemwalker MpMjes

For the Manager itself (Windows services) and related services, the status of each service can be checked using the [ Ser vices] window
that is opened by selecting [Administrative Tools] from the Windows [Control Panel].

The status of the Manager itself (Interstage WorkUnits) can be checked using the following procedure.
[Check method]
- Checking the startup status of Interstage
Use the isstat command (the Interstage startup status display command) to check that the status is execute (already running).
- Checking the startup status of WorkUnits

Use the idistwu command (the WorkUnit list display command) to check that the status of the WorkUnits above is execute
(already running).

Subcommands
start
Starts the Manager.
stop
Stops the Manager.

Options

None

Cautions
[Windows]

Execute the command as an Administrator.

Execution environment

Admin Server.

Return values
The following values are returned.
0
The command has been processed successfully.
Other than 0
An error has occurred.

For messages that are output or displayed when a value other than zero is returned, perform checks and take action by referring to
"Messages for the cims mgrctl command”.

G.2 Template Management Commands

This section explains the Template Management Commands.
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G.2.1 Overview of the Template Management Commands

The Template Management Commands provide functions for listing, registering, and deleting the various files that make up the system

template.

The Template Management Commands can only be used by service providers.

Structure of Template Management Commands

The following table shows how the Template Management Commands are organized.

command

Type Function name Command name Description
Software Software information list display cfmg_listsoft This command outputs alist of the
information command software information that has been
manipulation registered.
commands Software information registration cfmg_addsoft This command registers software
command information.
Software information deletion cfmg_del etesoft This command del etes software

information.

Image information
manipulation
commands

Virtual imagelist display command

cfmg_listvmimage

This command outputs alist of the
virtual images that have been
registered.

Image information list display
command

cfmg_listimageinfo

This command outputs alist of the
image information that has been
registered.

Image information registration
command

cfmg_addimageinfo

This command registers image
information.

Image information deletion
command

cfmg_deleteimageinfo

This command deletes image
information.

Template information registration
command

cfmg_addtemplate

Segmentinformation | Virtual network list display cfmg_listvnet This command outputs alist of the
manipulation command virtual networks that have been
commands registered.
Segment list display command cfmg_listnetinfo This command outputs alist of the
segments that have been registered.
Segment registration command cfmg_addnetinfo This command registers segments.
Segment deletion command cfmg_deletenetinfo This command del etes segments.
Template Template information list display cfmg_listtemplate This command outputs alist of the
information command template information that has been
manipulation registered.
commands

This command registers template
information.

System template publication setup
command

cfmg_showtemplate

This command publishes or delists
system templates.

Template information deletion
command

cfmg_deletetemplate

This command deletes template
information.

Command location

The storage location of the Template Management Commands is shown below.

[ W ndows]

<ClI M5 installation fol der>\Systemal ker\ SWCFM3\ bi n\
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Input files
This section explains the file configuration used by Template Management Commands.
The following types of files are used as input files for these commands.

- Software information files

Image information files

- Segment information files

Template information files

The sections relating to each command explain the relationship between these input files.

Qn Note

For the values of the setting items in the input files, the strings cannot contain control characters such as linefeed or tab characters.
Each tag (everything between <tag name> and </tag name>) must be entered on asingle line.

Also, these strings cannot contain the following characters:

<>&"!

Nor can these strings contain the following strings, which are entity references to the characters above:

&lt; &gt; &amp; & quot; & apos,

Return values and error messages
For the execution results of Template Management Commands, check the return values.
If the return value is 0, the command has terminated normally.
If the return value is other than 0, the command has terminated abnormally and an error message is output.
The following example shows how to check return values.

[Windows]

C:.\ User s\ Adm ni strator>cfng_del etesoft -f -id SWO0000003
C:\ User s\ Adm ni strat or>echo %errorlevel %

0

C:\ User s\ Admi ni strat or >

Description format
This section explains the description format for Template Management Commands.
Synopsis

This section explains the synopsis for the commands.

"Command nanme" "Option" "Option 1" | "Option 2" [Option] [ --]

The following table explains each item of the command.

Iltem Description

Command name | Thisisacommand name.

Option Thisis an option name, or an option name plus a parameter.
Option 1 | Option | Select either option 1 or option 2.

2

[Option] Options in square brackets can be omitted.
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Iltem Description

[..] This indicates that multiple options can be entered. However, these additional
options can be omitted.

Description

This section explains the function of acommand.
Options

This section explains options.

Output format

This section explains the format of the data output when the command terminates normally.

Cautions

This section explains important points to note when using the command.

Example
This section shows examples of how the command is used.

The examples in the explanations here are based on the Linux version.

G.2.2 Software Information Manipulation Commands

This section explains the commands for manipul ating software information.
It is also possible to use a software information file that has already been registered.

Refer to "Appendix H Registered Software IDs" for details.

Displaying Software information
Synopsis

cfrmg_listsoft [-v] [-utf8]

Description

This command outputs an XML file that contains alist of the software information that has been registered.

Options
Option Description
-V This option outputs the list in detailed format.
If this option is omitted, the list is output in the simple format.
-utf8 This option outputs the list in UTF-8 format.

Thisoption isonly valid for the Windows version.

For the Windows version, the list is output in 1SO-8859-1 format if thisoption is
omitted.

Output format

This command uses the following format to output all of the software information that has been registered.

Detailed Simple Output format
format format
. . <?xm version="1.0" encodi ng="UTF- 8" ?>
N N <sof t war es>
N . <sof t war e>
. . <id>[ Software |D]</id>
<name>[ Sof t war e nane] </ name>
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Detailed Simple Output format

format format
* * <cat egor y>[ Sof t war e cat egory] </ cat egory>
* *

<osCat egory>[ Qperati ng system cat egory] </ osCat egory>
- <ver si on>[ Ver si on] </ ver si on>

- <of ficial Version>[ O ficial version]</official Version>
- <pat ch>[ Pat ch versi on] </ pat ch>

- <license>[License information]</license>

- <support >[ Support information]</support>

* - <product | d>[ Model nunber] </ product|d>

- <pr oduct Nane>[ Product nane] </ pr oduct Nanme>

- <price>[Unit price]</price>

- <chargeType>[Bi | | i ng met hod] </ char geType>

- <expect edUsage>[ Expect ed nont hl y usage] </ expect edUsage>
* - </ sof t war e>

- - </ sof t war es>

*: Indicates information that is output.
-: Indicates information that is not output.
Cautions

This command outputs the following data if no software information has been registered.

<?xm version="1.0" encodi ng="UTF-8"?>
<softwares />

Example

# /opt/FISVcfng/ bin/cfmg_listsoft
<?xm version="1.0" encodi ng="UTF- 8" ?>
<sof t war es>
<sof t war e>
<i d>SW0000011</i d>
<cat egor y>0S</ cat egor y>
<nane>Red Hat Enterprise Linux 5 (for Intel 64)</nane>
</ sof t war e>
</ sof t war es>

Registering Software information

Synopsis

cfng_addsoft [-name <Software name>] -xml <Path to the software information file>

Description
This command registers software information.

Options

Option Description

-name This option specifies the name of the software to be registered in the software
information file, using a string made up of up to 85 printable ASCII characters long.
Enclose the string in double quotes (*) if it contains blank spaces.

If this option is specified, the value specified for this option takes precedence over the
information in the software information file.

If thisoptionisomitted, the software namein the softwareinformation file takes effect.
An error will occur if this option is omitted and a software name has not been entered
in the software information file.
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Option Description

-xml Thisoption specifiesthe absol uteor relative path to the softwareinformationfile, using
astring made up of printable ASCII characters.

Enclose the string in double quotes (") if it contains blank spaces.

Output format

The software ID that has been allocated is output using the following XML format.

<?xm version="1.0" encodi ng="UTF- 8" ?>
<result>

<id>[ Software |D]</id>
</result>

Cautions
None.

Example

# [ opt/ FISVcf ng/ bi n/ cfmg_addsoft -xm /tnp/tenpl ate_test/software/software. xm
<?xm version="1.0" encodi ng="UTF- 8" ?>
<resul t>
<i d>SW0000003</ i d>
</result>

Deleting Software information
Synopsis

cfng_del etesoft [-f] -id <Software | D>

Description

This command del etes software information.

Options
Option Description
-f This option executes the deletion without confirmation.
If this option is omitted, a confirmation prompt will be output before the deletion
takes place.
-id This option specifies the software ID of the software information to be del eted.

Output format
None.

Cautions
None.

Example

# [opt/ FISvcf ng/ bi n/ cfng_del etesoft -id SWO0000011
Do you want to delete the software information? (Y/N) y

Detailed explanation of software information
This section provides detailed software information.

Software information

Software information files are XML documents that list configuration information for the software (the operating system and
middleware) contained in the virtual image.
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Create and register one software information file for each item of software.

Because software information for main Fujitsu middleware products and operating systems comes with the product, thereis normally
no need for service providers to create these software information files.

Refer to "Appendix H Registered Software IDs" for details on the software information files that come with this product.
When license information and so on is required, the service provider will need to modify the content of the files.

Refer to "Software infoemation Details" for details on the items (tags).

To register software such as OSS, a new software information file must be created.

Sample software information files are stored in the following directory.

The service provider must create software information files by referring to these samples.

[ W ndows]
<CI M5 installation fol der>\ Syst emnal ker\ SWCFM3A\ t enpl at es\ sof t war es\

Software information Details

Software information files use the following XML format.

<?xm version="1.0" encodi ng="UTF-8" ?>
<sof tware version="1.1">
<id>[ Software |D]</id>
<l cid>[Locale ID</lcid>
<nane>[ Sof t war e nane] </ name>
<cat egory>[ Sof t war e cat egory] </ cat egory>
<osCat egor y>[ Operati ng system cat egory] </ osCat egory>
<ver si on>[ Ver si on] </ ver si on>
<official Version>[Oficial version]</official Version>
<pat ch>[ Pat ch versi on] </ patch>
<l icense>[License information]</license>
<support >[ Support infornmation]</support>
<product | d>[ Model nunber] </ product| d>
</ sof t war e>

The following table shows descriptions of each of these items (tags), as well astheir settings.
Modify software information files as necessary, by referring to the information in this table.

The sguare brackets enclosing some of the tag names indicate that these tags can be omitted.

Tag name Type Setting Description Required? Settings
range

[id] Thisitem setsthe ID
that is allocated when
- - the software U
information is
registered.

[Icid] string Select Thisitem specifiesthe Select one of the following values:
ASCII locale for software M - "ja": Japanese version
information. - "en": English version

[ name] string Upto 85 Thisitem specifies the
UTF-8 characters name of the software.

Specify thisitem when o
registering software
information.

category string Select Thisitem specifies the Select the following value:
ASCII category of the M - "OS": Operating system
software.
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Tag name Type Setting Description Required? Settings
range
osCategory string Select Thisitem specifies the Select one of the following values:
ASCII software category of - "windows': Windows
the operating system. M - "linux": Linux
- "windows64": Windows (64bit)
- "linux64": Linux (64bit)
version string 1to 10 Thisitem specifies the M Specify the version.
ASCII bytes version of thesoftware. Example: 9.2.0
officialVersion i i Thisitem specifies the U
officia version.
patch Thisitem represents Specify information about the patches that
- - patch information. U have been applied in the image information
files.
license string Upto 85 Thisitem specifies If "OS" was selected for the "category" item,
UTF-8 characters license information for specify the product key for the Windows
the software. operating system.
Thisitem cannot be specified for Linux
operating systems.
- If the virtualization softwareis Vmware:
For Windows Server 2003, specify the
product key for the Windows operating
system.
Example:
o XXXXX-XXKXXK-XXXXK-XXXXX-
XXXXX
For operating systems other than Windows
Server 2003, specify an empty string.
- If the virtualization software is Hyper-V:
Specify the product key for the Windows
operating system.
Example:
XXXXX-XXXXXK-XXX XX -XX XXX -
XXXXX
support string Upto 85 Thisitem specifies
UTF-8 characters support information (0]
for the software.
productld Thisitem specifies the
- - product ID of the U
software.

The symbolsin the "Required?' column have the following meaning:

M: If thetag is specified, be sure to specify avalue.

O: The value can be omitted.

U: Thereis no need to set avalue. Only thetag itself is specified.

G.2.3 Image Information Manipulation Commands

This section explains the commands for manipulating image information.
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Displaying a Virtual Image List
Synopsis

cfng_listvm mage [-utf8]

Description

This command outputs an XML file that contains alist of the virtual images that have been registered.

Options
Option Description
-utf8 This option outputs the list in UTF-8 format.
Thisoption isonly valid for the Windows version.
For the Windows version, the list is output in | SO-8859-1 format if this option is
omitted.
Output format

This command uses the following format to output all of the virtual images that have been registered.

<?xm version="1.0" encodi ng="UTF-8"?>
<i mages>
<i mage>

<id>[Image ID </id>
<nane>[ | rage nane] </ name>
<coment >[ Conment ] </ corment >
<type>[| mage type] </type>
<versi on>[ | nage versi on] </ versi on>

<tinme>[Date and tine when the i mage was created] </ti me>
</ i mage>

</ i mages>

Cautions

This command outputs the following data if no virtual image information has been registered.

<?xm version="1.0" encodi ng="UTF-8"?>
<i mages />

Example

# /opt/FISVcfng/ bin/cfmy_listvm mage
<?xm version="1.0" encodi ng="UTF- 8" ?>
<i mages>
<i mage>
<i d>ST01- M 896</i d>
<name>RHELx64_| MG </ nanme>
<comment />
<t ype>cl oni ng</type>
<ver si on>1</ ver si on>
<time>2010-11-17-15: 20: 17+09: 00 </ti me>
</ i mage>
</ i mages>

Displaying Image Information
Synopsis

cfng_listinmageinfo [-v] [-utf8]

-137 -



Description

This command outputs an XML file that contains alist of the image information that has been registered.

Options
Option Description
-v This option outputs the list in detailed format.
If this option is omitted, the list is output in the simple format.
-utf8 This option outputs the list in UTF-8 format.
This option is only valid for the Windows version.
For the Windows version, the list is output in 1SO-8859-1 format if this option is
omitted.
Output format

This command uses the following format to output all of the image information that has been registered.

Detailed Simple
format format

Output format

<?xm version="1.0" encodi ng="UTF-8"?>
<i mages>
<i nage>

<id>[lmage 1D </id>
<nane>[ | mage nane] </ nane>
<owner Or g>[ Omner organi zati on] </ owner Or g>
<owner User >[ Omer user] </ owner User >
<publ i cCat egory>[ Publ i cati on category] </ publ i cCat egory>
<server Cat egory>[ Server type]</serverCategory>
<server Appl i cati on>[ Server usage] </ server Application>
<server Type>[ Def aul t server type]</serverType>
<cpuBi t >[ Number of CPU bits]</cpuBit>
<sysvol Si ze>[ Si ze of the system di sk] </sysvol Si ze>
<nunX NI C[ Nunber of NI Cs] </ nunOf NI &
<maxCpuPer f >[ Maxi mum CPU per f or mance] </ maxCpuPer f >
<nunCf MaxCpu>[ Maxi mum nunber of CPUs] </ nunmOf MaxCpu>
<maxMenor ySi ze>[ Maxi mum menory si ze] </ maxMenorySi ze>
<nunX MaxDi sk>[ Maxi mum nunber of di sks] </ nunm MaxDi sk>
<maxDi skSi ze>[ Maxi mum di sk capaci ty] </ maxDi skSi ze>
<icon>[lcon type]</icon>
<virtualization> Virtualization nmethod]</virtualization>
<showrl ag>[ Show f | ags] </ showFl ag>
<sof t war es>

</ sof t war es>
</ i mage>
</ i mages>

*: Indicates information that is output.

-: Indicates information that is not output.

Cautions

This command outputs the following data if no image information has been registered.

<i mages />

<?xm version="1.0" encodi ng="UTF- 8" ?>
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Example

# [opt/FISvcfng/ bin/cfng_listinageinfo -v
<?xm version="1.0" encodi ng="UTF- 8" ?>
<i mages>
<i mage>
<i d>ST01- M 896</i d>
<nanme>RHELx64_| M/ name>
<owner O g>cf ngadnx/ owner Or g>
<owner User >cf ngadnx/ owner User >
<publ i cCat egor y>PUBLI C</ publ i cCat egory>
<server Cat egor y>GENERAL</ ser ver Cat egor y>
<server Appl i cati on>AP</ server Appl i cati on>
<server Type>extra_smal | </ server Type>
<cpuBit>32</cpuBit>
<sysvol Si ze>15. 0</ sysvol Si ze>
<nunmOf NI &2</ numof NI &
<maxCpuPer f >10. 0</ maxCpuPer f >
<nunOf MaxCpu>1</ nuntf MaxCpu>
<maxMenorySi ze>10. 0</ maxMenor ySi ze>
<nunf MaxDi sk>10</ nun>f MaxDi sk>
<maxDi skSi ze>30. 0</ maxDi skSi ze>
<nunf MaxNi ¢>1</ nunf MaxNi ¢>
<i con>uni t _t ag_web. png</i con>
<virtualization>hvnx/virtualization>
<showfl ag>0</ showrl ag>
<sof t war es>
<sof t war e>
<nane>Red Hat Enterprise Linux 5 (for Intel 64)</nane>
<i d>SW0000011</i d>
<cat egor y>0S</ cat egor y>
<osCat egor y>| i nux64</ osCat egory>
<versi on>5. 5</ ver si on>
<official Version />
<patch />
<license />
<support />
<productld />
<pr oduct Nane />
<price />
<char geType />
<expect edUsage />
</ sof t war e>
</ sof t war es>
</ i mage>
</ i mages>

Image information registration command
Synopsis

cf ng_addi nagei nfo -xm <Path to the inmage information file>

Description
This command registers image information.

Options

Option Description

-xml Thisoption specifiesthe absolute or relative path to theimageinformation file, using
astring made up of printable ASCII characters.

Enclose the string in double quotes () if it contains blank spaces
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Output format
None.

Cautions
None.

Example

# [ opt/ FISVcf ng/ bi n/ cf ng_addi magei nfo -xm /tnp/tenpl ate_test/images/ sanpl e. xni

Image information deletion command
Synopsis

cfng_del etei mageinfo [-f] -nane <Inage nane>

Description

This command deletes image information.

Options
Option Description
-f This option executes the deletion without confirmation.
If this option is omitted, a confirmation prompt will be output before the deletion
takes place.
-name This option specifies the image name of the image information file to be deleted.

Output format
None.

Cautions
None.

Example

# [ opt/ FISVcf ng/ bi n/ cf ng_del et ei magei nfo - nanme RHELx64_| MG
Do you want to delete the inage information? (Y/N) y

Detailed explanation of image information
This section provides detailed image information.
Image information
Image information files are XML documents that list configuration information for virtual images.
Create and register a separate image information file for each virtual image.
Sample image information files are stored in the following directory.

The service provider must create software information files by referring to these samples.

[ W ndows]
<CI M5 installation fol der>\ Systemnal ker\ SWCFM3\ t enpl at es\ i mages\

Refer to "Detailed image information” for details on the items (tags).

For information on the software ID contained in the image information, the software ID (which is assigned when the software
information is registered) must be entered in the image information file.

Detailed image information

Image information files use the following XML format.
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<?xm version="1.0" encodi ng="UTF-8" ?>
<i mage version="1.1">
<id>[lmage |D]</id>
<nanme>[ | mage nane] </ name>
<owner Or g>[ Omner organi zati on] </ owner O g>
<owner User >[ Omner user] </ owner User >
<publ i cCat egory>[ Publ i cati on category] </ publ i cCat egory>
<server Cat egory>[ Server type]</serverCategory>
<server Appl i cati on>[ Server usage] </ server Appli cati on>
<server Type>[ Def aul t server type]</serverType>
<cpuBi t >[ Nunber of CPU bits]</cpuBit>
<sysvol Si ze>[ Si ze of the system di sk] </sysvol Si ze>
<nunf Ni c>[ Nunber of NI Cs] </ nun>f Ni c>
<maxCpuPer f >[ Maxi num CPU per f or nance] </ maxCpuPer f >
<nunmOf MaxCpu>[ Maxi mum nunber of CPUs] </ numOf MaxCpu>
<maxMenorySi ze>[ Maxi mum nenory si ze] </ maxMenorySi ze>
<nunOf MaxDi sk>[ Maxi mum nunber of di sks] </ nunf MaxDi sk>
<maxDi skSi ze>[ Maxi mum di sk capaci ty] </ maxDi skSi ze>
<initial Password>[ Default password] </initial Password>
<icon>[lcon type]</icon>
<virtualization>Virtualization nmethod]</virtualization>
<sof t war es>
<sof t war e>
<id>[ Software |D]</id>
<order >[ Di spl ay order]</order>

<pat ches>
<pat ch>

<id>[Patch I D </id>

<l ocal e>
<l cid>[Locale ID</lcid>
<conponent Nane>[ Conponent nane] </ conponent Nane>
<descri pti on>[ Descri pti on] </ descri pti on>

</l ocal e>

</ pat ch>

</ pat ches>
</ sof t war e>

</ sof t war es>
</ i mage>

The following table shows descriptions of each of these items (tags), as well astheir settings.
Modify image information files as necessary, by referring to the information in thistable.

The sguare brackets enclosing some of the tag names indicate that these tags can be omitted.
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Tag name Type Setting Description Required? Settings
range
Id string 1to 32 Thisitem specifiestheimage Specify the image ID that was verified
ASCII bytes ID. M using the cfmg_listvmimage command
(described in "Displaying a Virtual
Image List").
name string 1to 32 Thisitem specifiestheimage Specify theimage name that was verified
ASCII bytes name. M using the cfmg_listvmimage command
(described in "Displaying a Virtual
Image List").
ownerOrg string Fixed value | Thisitem specifiesthe M The valueisfixed as"cfmgadm®.
ASCII organization ID of the




Tag name Type Setting Description Required? Settings
range
organization to which the
image belongs.
ownerUser string Fixed value | Thisitem specifiesthe user Thevalueisfixed as"cfmgadm®.
ASCII ID of the user who registers M
the image.
publicCatego | string Fixed value | Thisitem selectsthe M Thevalueisfixed as"PUBLIC".
ry ASCII category of the image. Theimageisavailableto al users.
serverCatego | string Fixed value | Thisitem selectsthe Thevalueisfixed as"GENERAL".
ry ASCII category of the server M The server is a generic server.
included in theimage.
serverApplic | string Select Thisitem sel ectsthe usage of One or more values can be selected from
aion ASCII the server included in the the following:
image. - "WEB": Web server
-"AP": Application server
M - "DB": Database server
Separate each value with "/" when
specifying more than one value. Values
can be specified in any order.
Example: WEB/AP, AP/WEB/DB, etc.
serverType string 0to 32 Thisitem specifiestheserver Specify the name of an L-Server
ASCII bytes type. o Template that has been set up and will be
selected asthedefault L-Server Template
when thisimage is used.
cpuBit integer Select Thisitem selectsthe number Select one of the following values:
of bitsused inthe CPU of the M - "32": 32 bits
server included intheimage. - "64": 64 hits
sysvolSize decimal Indecimal | Thisitem specifiesthe size Specify thisvaluein GB.
notation, to | of the system disk for a M
onedecimal | serverincludedintheimage.
place
numOfNic integer 1to 99 Thisitem specifiesthe M Specify the number of NI Csfor the server
number of NICs. included in the image.
[ maxCpuPer | decimal Indecimal | Thisitem specifiesthe limit Specify the limit for the CPU
f] notation, to | for the CPU performance performance that can be specified for the
onedecimal | that can be specified for the M server using the Manager View. Specify
place(0.1to | server. thevaluein GHz.
99999.9)
[ numOfMax | integer 1t0 99 This item specifies the limit This value will be the maximum number
Cpu] for the number of CPUs that of CPUs that users can specify with the
. M .
can be specified for the Manager View.
server.
[ maxMemor | decimal In decimal This item specifies the limit Specify thelimit for the memory sizethat
ySize] notation, to | for the memory sizethat can can be specified for the server using the
onedecimal | be specified for the server. M Manager View. Specify thevaluein GB.
place(0.1to
99999.9)
[ numOfMax | integer 0to 99 Thisitem specifies the This value will be the maximum number
Disk ] maximum number of M of disks that can be specified.

expansion disks that can be
added to the server.
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Tag name Type Setting Description Required? Settings
range
[ maxDiskSi | decimal In decimal Thisitem specifies the limit Specify thisvaluein GB.
ze] notation, to | for the disk capacity that can This value will be the maximum size of
onedecimal | be specified for expansion M expansion disks that can be specified.
place(0.1to | disks.
99999.9)
initialPasswo | string Upto 85 Thisitem specifies the [Windows]
rd UTF-8 characters default password for the - If the virtualization softwareis
operating system. Vmware:
Specify the password for the user name
"Administrator".
M - If the virtualization software is Hyper-
V:
Specify the password for the local
administrator account used by the L-
Server to be created.
[Linux]
Specify the password for the superuser.
icon string Select Thisitem selectstheiconfor Select one of the following icons,
UTF-8 the server included in the corresponding to server usages (as
image. specified by the "serverApplication”
item).
- "unit_tag web.png": Web server
- "unit_tag_ap.png": Application server
- "unit_tag_db.png": Database server
M - "unit_tag_webap.png": Web/
application servers
- "unit_tag_webdb.png": Web/database
servers
- "unit_tag_apdb.png": Application/
database servers
- "unit_tag_webapdb.png": Web/
application/database servers
- "unit_tag_blank.png": Other
virtualization | string Fixed value | Thisitem specifiesthe M Thevalueisfixed as"hvm".
ASCII virtualization method.
softwares Thisitem specifies the Thistag is mandatory.
- - software installed on the U
server.
software Oneor Thisitem is specified for
- more each software program U
installed on the server.
Id string 1to 32 Thisitem specifies the Specify the software ID that is displayed
ASCII bytes software ID of the software. in the registration results of the
cfmg_addsoft command (described in
M — . .
"Registering Software information ") or
in the output results of the cfmg_listsoft
command.
order integer 0 or more Thisitem specifies the order Specify the software programs in order,
in which software programs M starting from "0". Make sure that the

are to be displayed.

operating system is listed first.
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Tag name Type Setting Description Required? Settings
range
patches i i This item specifies patch U
information for the software.
[ patch] Oneor Thisitem is specified for Thisitem isrequired only when patch
- more each patch or update that U information exists.
needs to be applied.
Id string 1to 32 Thisitem specifiesthe patch Specify the update number and so on.
ASCII bytes ID for the patch. M Itisnot possibleto specify the same patch
ID more than once for a single software
ID.
locale i Oneor This item specifies patch U
more information for each locale.
Icid string Select Thisitem specifiesthelocale Select one of the following values:
for patch information. M - "ja": Japanese version
ASCII . .
-"en": English version
componentN | string Upto 85 Thisitem specifiesthe name Specify an empty string if the patch
ame UTF-8 characters of the component to which specification doesnot includethe concept
the patch isto be applied. of components.
If patch information has already been
0] A .
registered with exactly the same software
ID, patch ID and locale, the existing
information will be updated by the newly
registered information.
description string Upto 85 Thisitem contains a If patch information has already been
UTF-8 characters description for the patch. registered with exactly the same software
(0] ID, patch ID and locale, the existing
information will be updated by the newly
registered information.

The symbolsin the "Required?' column have the following meaning:

M: If the tag is specified, be sure to specify avalue.

O: The value can be omitted.

U: Thereisno need to set avalue. Only the tag itself is specified.

G.2.4 Segment Information Manipulation Commands

This section explains the commands for manipul ating segment information.

Virtual network list display command

Synopsis

cfng_listvnet [-utf8]

Description

This command outputs an XML file that contains alist of the virtual networks that have been registered.

Options

Option

Description

-utf8

This option outputs the list in UTF-8 format.

Thisoption isonly valid for the Windows version.
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Option Description

For the Windows version, the list is output in 1SO-8859-1 format if this option is
omitted.

Output format

This command uses the following format to output all of the virtual networks that have been registered.

<?xm version="1.0" encodi ng="UTF- 8" ?>
<net wor ks>
<net wor k>
<i d>[ Resource | D] </id>
<nane>[ Net wor k nane] </ nane>
<cat egory>[ Network type] </ cat egory>
<exti d>[ VLANI D] </ exti d>
<addr set >
<nane>[ Addr ess set nane] </ name>
<subnet >[ Subnet address] </ subnet >
<mask>[ Net mask] </ mask>
<start>[Start address]</start>
<end>[ End address] </ end>
</ addr set >
<excl ude>
<range>
<start>[ Begi nning of the excluded addresses]</start>
<end>[ End of the excluded addresses]</end>
</ range>

</ excl ude>
<status>
<nun®[ Nunber of addresses] </ nune
<used>[ Nunber of reserved addresses]</used>
<avai | >[ Number of vacant addresses]</avail >
</ status>
</ net wor k>

</ net wor ks>

Cautions

This command outputs the following data if no virtual network has been registered.

<?xm version="1.0" encodi ng="UTF- 8" ?>
<networ ks />

Example

# [opt/FISVcf ng/ bin/ cfnmg_listvnet
<?xm version="1.0" encodi ng="UTF-8"?>
<net wor ks>
<net wor k>
<i d>cl oud- st-03_641</i d>
<nane>cl oudst _net 1</ name>
<cat egor y>BUSI NESS</ cat egor y>
<exti d>70</exti d>
<addr set >
<nane>192. 168. xxx. xxx</ name>
<subnet >192. 168. xxX. xxx</ subnet >
<mask>255. 255. xxx. Xxxx</ mask>
<start>192. 168. xxx. xxx</start >
<end>192. 168. xxx. xxx</ end>
</ addr set >
<excl ude>
<range>
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<start>192. 168. xxx. xxx</ start>
<end>192. 168. xxx. xxx</ end>
</ range>
</ excl ude>
<st at us>
<nun>30</ nun®
<used>9</ used>
<avai |l >21</ avai l >
</ st atus>
</ net wor k>
</ net wor ks>

Segment list display command

Synopsis

cfng_listnetinfo [-v] [-utf8]

Description

This command outputs an XML file that contains alist of the segments that have been registered.

Options
Option Description
-v This option outputs the list in detailed format.
If this option is omitted, the list is output in the simple format.
-utf8 This option outputs the list in UTF-8 format.
This option isonly valid for the Windows version.
For the Windows version, thelist is output in | SO-8859-1 format if thisoptionis
omitted.
Output format

This command uses the following format to output all of the segments that have been registered.
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Detailed Simple Output format
format format
* * <?xm version="1.0" encodi ng="UTF- 8" ?>
* * <net wor ks>
* * <net wor k>
* * <i d>[ Resource | D] </id>
* * <nane>[ Net wor k nane] </ nane>
* * <cat egor y>[ Net wor k type] </ cat egory>
* - <exti d>[ VLANI D] </ exti d>
* R <addr set >
* - <nane>[ Address set nane] </ nane>
* - <subnet >[ Subnet address] </ subnet >
* - <mask>[ Net mask] </ mask>
* - <start>[Start address]</start>
* - <end>[ End addr ess] </ end>
* - </ addr set >
* - <excl ude>
* - <range>
* - <start>[Begi nning of the excluded addresses]</start>
* - <end>[ End of the excluded addresses]</end>
* - </ range>
* - </ excl ude>
* - <st atus>
* - <nun®[ Nunber of addresses]</nun>




Detailed Simple Output format

format format
* - <used>[ Nunmber of reserved addresses] </ used>
* - <avai | >[ Nunber of vacant addresses]</avail >
* - </ status>
* * </ net wor k>
* * </ net wor ks>

*: Indicates information that is output.
-: Indicates information that is not output.
Cautions

This command outputs the following data if no segment has been registered.

<?xm version="1.0" encodi ng="UTF- 8" ?>
<networ ks />

Example

# [opt/FISvcfng/ bin/cfng_listnetinfo -v
<?xm version="1.0" encodi ng="UTF- 8" ?>
<net wor ks>
<net wor k>
<i d>ST01- M _1446</i d>
<nane>gyonu- 3</ nane>
<cat egor y>BUSI NESS</ cat egor y>
<extid>10</extid>
<addr set >
<nanme>192. 168. xxx. Xxx</ nanme>
<subnet >192. 168. xxx. xxx</ subnet >
<mask>255. 255. xxx. xxx</ mask>
<start>192. 168. xxx. xxx</start >
<end>192. 168. xxx. xxx</ end>
</ addr set >
<excl ude>
<range>
<start>192. 168. xxx. xxx</ start>
<end>192. 168. xxx. xxx</ end>
</ range>
</ excl ude>
<st at us>
<nun>20</ nune
<used>8</ used>
<avai |l >12</ avai l >
</ status>
</ net wor k>
</ net wor ks>

Segment registration command

Synopsis

cfng_addnetinfo -xm <Path to the segment

information file>

Description
This command registers segments.

Options
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Option

Description

-xml

This option specifies the absolute or relative path to the segment information file,
using a string made up of printable ASCII characters.

Enclose the string in double quotes (") if it contains blank spaces

Output format

None.

Cautions

None.

Example

# [opt/ FISVcf ng/ bi n/ cf mg_addnetinfo -xm /tnp/tenpl ate_test/networks/sanpl e. xm

Segment deletion command

Synopsis

cfng_del etenetinfo [-f] -id <Resource | D>

Description

This command del etes segments.

Options

Option

Description

This option executes the del etion without confirmation.
If this option is omitted, a confirmation message will be output before the
deletion takes place.

-id

Specify the resource ID of the segment to be deleted.

Output format

None.

Cautions

None.

Example

# [ opt/ FISvcf ng/ bi n/ cfng_del etenetinfo -id STO1-M 1446
Do you want to delete the segnent? (Y/N) y

Detailed explanation of segment information

This section provides detailed segment information.

Segment information

Segment information files are XML documents that list configuration information for virtual networks.

Create and register a separate segment information file for each segment.

Refer to "Detailed segment information™ for details on the items (tags).

Sample segment information files are stored in the following directory.

The service provider must create segment information files by referring to these samples.

[ W ndows]
<CI M5 installation fol der>\ Syst emnal ker\ SWCFMG\ t enpl at es\ net wor ks\
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[ Li nux]
[ opt/ FISVcf g/ t enpl at es/ net wor ks/

Detailed segment information

Segment information files use the following XML format.

<?xm version="1.0" encodi ng="UTF-8" ?>
<networ k version="1.0">

<i d>[ Resource | D] </id>

<cat egory>[ Network type] </ cat egory>
</ net wor k>

The following table shows descriptions of each of these items (tags), as well astheir settings.

Modify segment information files as necessary, by referring to the information in this table.

Tag name Type Setting Description Required? Settings
range
Id string 1to32bytes | Thisitem specifiesthe Specify the resource ID corresponding to
ASCII resource ID. M thevirtual network that was verified using

the cfmg_listvnet command (described in
"Virtual network list display command").

category string Select Thisitem specifiesthe Select one of the following values:
ASCII category. - MANAGEMENT: Management

Segment
- BUSINESS: Business segment

G.2.5 Template Information Manipulation Commands

This section explains the commands for manipulating template information.

Template information list display command
Synopsis

cfng_listtenplate [-v] [-utf8]

Description

This command outputs an XML file that contains alist of the template information that has been registered.

Options
Option Description
-v This option outputs the list in detailed format.
If this option is omitted, the list is output in the simple format.
-utf8 This option outputs the list in UTF-8 format.

This option is only valid for the Windows version.

For the Windows version, the list is output in 1SO-8859-1 format if this option is
omitted.

Output format

This command uses the following format to output all of the template information that has been registered.
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Detailed
format

Simple
format

Output format

<?xm version="1.0" encodi ng="UTF-8"?>
<t enpl at es>
<t enpl at e>
<id>[ Tenplate I D] </id>
<nane>[ Tenpl at e nane] </ name>
<baseTenpl at el d>[ Base tenpl ate | D] </ baseTenpl at el d>
<baseTenpl at eNane>[ Base tenpl at e nane] </ baseTenpl at eNane>
<owner Or g>[ Omner organi zati on] </ owner Or g>
<owner User >[ Omer user] </ owner User >
<publ i cCat egory>[ Publ i cati on cat egory] </ publ i cCat egory>
<desi gnSheet Pat h>[ Path to the desi gn sheet] </ desi gnSheet Pat h>
<rel easeDat e>[ Rel ease date] </rel easeDat e>
<nunf MaxVnet >[ Maxi mrum nunber of VNETs] </ nunf MaxVnet >
<nunmf MaxVire[ Maxi mum nunber of VMs] </ numOf MaxVire
<descri pti on>[ Descri pti on] </ descri pti on>
<keywor d>[ Sear ch keywor d] </ keywor d>
<esti mat e>[ Esti nat ed anount] </ esti nat e>
<l icense>[License information]</license>
<support>[ Support information]</support>
<product | d>[ Model nunber] </ product|d>
<pr oduct Name>[ Product nane] </ pr oduct Narme>
<price>Unit price]</price>
<char geType>[Bi | | i ng net hod] </ char geType>
<expect edUsage>[ Expect ed nont hl y usage] </ expect edUsage>
<showr| ag>[ Show f | ags] </ showFl ag>
<vnet s>
<vnet >
<i d>[ Network |D]</id>
<name>[ Nane] </ name>
<nunCf MaxVne[ Maxi mum nunber of VMs] </ numOf MaxVime
<resour cel d>[ Resource | D] </resourcel d>
<cat egory>[ Net wor k type]</category>
</ vnet >

</vnet s>
<servers>
<server>
<no>[ Server serial nunber]</no>
<i magel d>[ | mage | D] </i nagel d>
<nane>[ Server nane] </ name>
<server Type>[ Server type]</serverType>
<vnPool >[ Resource name of the VM pool] </ vnPool >
<st or agePool >[ Resource nane of the storage pool]</storagePool >

<vni cs>
<management >[ Control NI C] </ managemnent >
<vni c>
<no>[ NI C serial nunber]</no>
<net wor kl d>[ Connection destination network |D]</
net wor ki d>
</ vni c>
</vni cs>
<vdi sks>
<vdi sk>
<no>[ Di sk serial nunber]</no>
<di skSi ze>[ Di sk capaci ty] </ di skSi ze>
<st or agePool >[ Resource nanme of the storage pool]</
st or agePool >
</ vdi sk>
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Detailed Simple Output format
format format
</ vdi sks>
. <sof t war eOpt i ons>
. <sof t war eOpt i on>
. <sof t war el d>[ Sof t ware | D] </ sof t war el d>
. <choi ces>
. <par anet er | nf o>
. <i d>[ Paraneter |D]</id>
. <nane>[ Par amet er nane] </ name>
. </ par anet er | nf 0>
* -
. </ choi ces>
N </ sof t war eOpt i on>
* -
* -
</ sof t war eOpt i ons>
; </ server>
* *
} } </ servers>
* * </tenpl at e>
</tenpl at es>

*: Indicates information that is output.
- Indicates information that is not output.
Cautions

This command outputs the following data if there is no template information.

<?xm version="1.0" encodi ng="UTF-8"?>
<tenpl ates />

Example

# /opt/FISVcfng/ bin/cfng_listtenplate
<?xm version="1.0" encodi ng="UTF- 8" ?>
<t enpl at es>
<t enpl at e>
<i d>t enpl at e- 12c95768de8</i d>
<name>TEMPLATE_SAMPLE1</ nane>
<owner Or g>cf ngadnx/ owner Or g>
<owner User >cf ngadnx/ owner User >
<publ i cCat egor y>PUBLI C</ publ i cCat egor y>
<descri pti on>Web/ App/ DB si ngl e server nodel </ description>
<esti mat e>0. 0000</ est i nat e>
<l'i cense>0</1icense>
<support >0</ support >
<productld />
<pr oduct Nane />
<price />
<char geType />
<expect edUsage />
<showFl ag>1</ showFl ag>
</ tenpl at e>
</ tenpl at es>
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Template information registration command
Synopsis

cfng_addtenplate [-id <Tenplate | D>] [-nane <Tenplate nane>] - xml <Path to the tenplate
information file>

Description
This command registers template information.

Options

Option Description

-id This option specifies the template ID, using a string made up of up to 32 printable
ASCII characterslong.

A registration error will occur if the template ID is already being used.

If this option is specified, the value specified for this option takes precedence over
theinformation in the template information file.

If this option is omitted, atemplate ID is generated automatically.

-name This option specifiesthe template name, using astring made up of up to 85 printable
ASCII characterslong.

Enclose the string in double quotes () if it contains blank spaces.

If this option is specified, the value specified for this option takes precedence over
the information in the template information file.

If this option is omitted, the template name in the template information file takes
effect.

Anerror will occur if thisoption isomitted and atempl ate name has not been entered
in the template information file.

-xml This option specifies the absolute or relative path to the template information file,
using a string made up of printable ASCII characters.
Enclose the string in double quotes () if it contains blank spaces

Output format

The template ID that has been allocated is output using the following XML format.

<?xm version="1.0" encodi ng="UTF-8"?>
<resul t>

<id> Tenplate ID]</id>
</result>

Cautions
None.

Example

# [ opt/ FISVcf ng/ bi n/ cfng_addtenpl ate -xm /tnp/tenpl ate_test/sanpl el. xm
<?xm version="1.0" encodi ng="UTF-8"?>
<resul t>
<i d>t enpl at e- 12c95768de8</i d>
</result>

System template publication setup command
Synopsis

cfng_showtenplate -id <Tenplate ID> -on | off

Description

This command publishes and delists system templ ates.
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Options

Option Description
-id This option specifiesthe ID of the template to be published or delisted.
-on This option publishes the system template.
-off This option delists the system templ ate.
Output format
None.
Cautions
None.
Example

# [ opt/ FISVcfng/ bi n/ cfmg_showt enpl ate -id tenpl ate-12c95768de8 -on

Template information deletion command
Synopsis

cfng_del etetenplate [-f] -id <Tenplate | D>

Description

This command del etes templ ate information.

Options
Option Description
-f This option executes the deletion without confirmation.
If this option is omitted, a confirmation prompt will be output before the deletion
takes place.
-id This option specifiesthe template ID for the template information file to be deleted.

Output format
None.

Cautions
None.

Example

# /opt/FISVcfng/ bin/cfng_del etetenplate -id tenplate-12c95768de8
Do you want to delete the tenplate? (Y/N) y

Detailed explanation of template information
This section provides detailed template information.
Template information
Template information files are XML documents that list configuration information for system templates.
Create and register a separate template information file for each system template.
Sample template information files are stored in the following directory.

The service provider must create template information files by referring to these samples.

[ W ndows]

Storage | ocation: <CIMs installaton fol der>\ Systemnal ker\ SWCFM3\ t enpl at es\ t enpl at es\

The followi ng sanple files are stored:
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sanpl el. xm (for single server configurations)
sanpl e2. xm (for two-tier server configurations)
sanpl e3.xm (for three-tier server configurations)
[ Li nux]
Storage | ocation: /opt/FISVcfng/tenpl ates/tenpl ates/
The follow ng sanple files are stored
sanpl el. xm (for single server configurations)
sanpl e2. xm (for two-tier server configurations)
sanpl e3.xm (for three-tier server configurations)

Refer to "Detailed template information™ for details on the items (tags).
For theimage ID in the template information file, enter the image ID of avirtual image that has been registered.
Detailed template information

Template information files use the following XML format.

<?xm version="1.0" encodi ng="UTF-8" ?>
<tenpl ate version="1.1">
<id> Tenplate ID]</id>
<l cid>[Locale ID</Icid>
<nane>[ Tenpl at e nane] </ nanme>
<baseTenpl at el d>[ Base tenpl ate | D] </ baseTenpl at el d>
<owner Or g>[ Omner organi zati on] </ owner Or g>
<owner User >[ Omer user] </ owner User >
<publ i cCat egory>[ Publ i cati on cat egory] </ publ i cCat egory>
<desi gnSheet Pat h>[ Path to the desi gn sheet] </ desi gnSheet Pat h>
<r el easeDat e>[ Rel ease dat e] </ rel easeDat e>
<nunf MaxVnet >[ Maxi mum nunber of VNETs] </ nun>f MaxVnet >
<nunf MaxVne[ Maxi mum nunber of VMs] </ nunOf Max Vi
<product | d>[ Model nunber] </ product! d>
<descri pti on>[ Descri pti on] </ descri pti on>
<keywor d>[ Sear ch keywor d] </ keywor d>
<estimate>[ Esti mated anount] </ esti mat e>
<l i cense>[Li cense information]</license>
<support >[ Support information]</support>
<vnet s>
<vnet >

<i d>[ Network |D]</id>

<nane>[ Nane] </ name>

<nunf MaxVne[ Maxi mum nunber of VMs] </ nunOf MaxVim>

<resour cel d>[ Network resource |D] </resourcel d>

</ vnet >

</ vnet s>
<servers>
<server>
<no>[ Server serial nunber]</no>
<i magel d>[ | mage | D] </ i magel d>
<i mageNane>[ | mage nane] </ i mageNane>
<nane>[ Server nane] </ nane>
<server Type>[ Server type]</server Type>
<vmPool >[ Resource nanme of the VM pool ] </vnPool >
<st or agePool >[ Resour ce nane of the storage pool]</storagePool >
<vni cs>
<managenent >[ Control N C] </ managenent >
<vni c>
<no>[ NI C serial nunber]</no>
<net wor kl d>[ Connecti on destination network |D]</networkld>

</vnic>
</vni cs>
<vdi sks>
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<vdi sk>

<no>[ Di sk serial nunber]</no>

<di skSi ze>[ Di sk capacity]</di skSi ze>

<st or agePool >[ Resour ce nane of the storage pool]</storagePool >
</ vdi sk>

</ vdi sks>
</ server>

</ servers>
</tenpl ate>

The following table shows descriptions of each of these items (tags), as well astheir settings.
Modify template information files as necessary, by referring to the information in this table.

The sguare brackets enclosing some of the tag names indicate that these tags can be omitted.

Tag name Type Setting Description Required? Settings
range
[id] string 0to 32 Thisitem specifiesthe ID to o If thisitem is omitted, IDswill be
ASCII bytes be allocated to the template. assigned automatically.
[Icid] string Select Thisitem specifiesthelocale Select one of the following values:
ASCII for template information. M - "ja": Japanese version
-"en": English version
[ name] string Upto 85 Thisitem specifiesthe name o
UTF-8 characters of the template.
baseTemplat i i Thisitem specifiesthe name U
Id of the base template.
ownerOrg string Fixed value | Thisitem specifiesthe The valueisfixed as"cfmgadm".
ASCII organization 1D of the
. ) M
organization to which the
template belongs.
ownerUser string Fixed value | Thisitem specifiesthe user The valueisfixed as"cfmgadm®.
ASCII ID of the user who registers M
the template.
publicCatego | string Fixed value | Thisitem specifiesthe M Thevalueisfixed as"PUBLIC".
ry ASCII category of the template. Thetemplateis available to all users.
designShest Thisitem specifies the
Path - - directory where the design U
sheet is stored.
releaseDate | string 0to 10 This item specifies the date Theformat is"yyyy/mm/dd".
ASCII bytes when the template isto be (0]
published.
numOfMax integer 1t0 99 Thisitem specifies the
Vnet maximum number of M
segmentsthat can be used by
the system in the template.
numOfMax integer 0to 10 Thisitem specifiesthe
vm maximum number of servers M
that can be used by the
system in the template.
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Tag name Type Setting Description Required? Settings
range
productid Thisitem specifiesaproduct
- - ID for the template that will U
be used for billing purposes.
description string Upto 85 Thisitem contains a
UTF-8 characters description of the template,
explaining the system that o
the template produces, the
content of the template, and
SO on.
keyword string Upto 85 Thisitem specifies a search o Thefunctionfor searching templatesuses
UTF-8 characters keyword for the template. this keyword to find the template.
estimate decimal Fixed value | Thisitem specifiesthe price M Thevalueisfixed as"0".
of the template.
license string Select This item specifies whether Select the following value:
ASCII alicense has been assigned M - 0: Nolicense assigned
to the template. - 1: License assigned
support string Select This item specifies whether Select one of the following values:
ASCII support has been assigned to M - 0: No support assigned
the template. - 1: Support assigned
vnets i i Thisitem specifiesa U
segment for the system.
[ vnet] Oneor Thisitem specifiesa Thisitem is required only when segment
i more separate segment U information exists.
information tag for each
segment.
Id string 1to 20 Thisitem specifiesan ID for Specify aunique ID within the template.
ASCII bytes identifying the segment M The value specified hereis also specified
within the template. asthevalue of the <networkld> tag under
the <vnic> tag.
name string 0to 20 Thisitem specifiesthe name o
ASCII bytes of the segment.
numOfMax integer Oto 10 Thisitem specifies the
Vm maximum number of servers M
that can be used by adding
them to the segment.
[ resourceld] | string 1to 32 Thisitem specifies the Use the cfmg_listvnet command
ASCII bytes resource ID of the M (described in "Virtual network list
virtualization network to be display command") to verify resource
allocated to the segment. IDs.
servers i i Thisitem specifies a server U
for the system.
server Oneor Thisitem isfor server
- more information and specified M
for each server.
No integer Oto9 Thisitem specifies the M Specify aserial number for the server that
number of the server. is unique within the template.
imageld Thisitem specifiestheimage It is necessary to register theimage
- - ID for theimageto be U information and check the image ID

deployed to the server.

beforehand.
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Tag name Type Setting Description Required? Settings
range
imageName | string 1to 32 Thisitem specifiestheimage It is necessary to register theimage
ASCII bytes name of the image to be M information and check theimage namein
deployed to the server. advance.
name string Upto 85 Thisitem specifiesthe name Thisisanamethat is used to distinguish
UTF-8 characters of the server. M serverswithin the template, and isnot the
host name.
serverType string 1to 32 Thisitem specifiesthe name Specify the same value as was specified
ASCII bytes of an L-Server Templatethat in the image information file.
has been set up and will be M
selected as the default L-
Server Template.
[ vmPool ] string 1to 32 Thisitem specifies the If thisoptionisomitted, thefirst VM pool
ASCII bytes resource name of the VM will be selected.
pool wherethe server will be The VM pool can also be changed at
deployed. deployment time.
Specify theresourcenamein 0
aformat starting with "/".
Example:
/vmPool_2
[ storagePool | string 1to32 Thisitem specifiesthe If this option is omitted, the first storage
] ASCII bytes resource name for the o pool will be selected.
storage pool where the The storage pool can aso be changed at
server will be deployed. deployment time.
vnics - - Thisitem specifiesaNIC. U
[ managemen | integer 1 or more Thisitem specifies the Specify the value that was specified for
t] number of the NIC to be the <no> tag under the <vnic> tag.
specified asthe control NIC. M Thistag isrequired when multiple NICs
have been specified.
Thistag can be omitted if thereisonly
one NIC.
[ vnic] Oneor Thisitem is specified for
- U
more each NIC.
No integer 1t099 Thisitem specifies the Specify anumber for the NIC that is
M . L
number of the NIC. unique within the server.
networkld string 1t020 Thisitem specifies the Specify the value that was specified for
ASCII bytes segment 1D for the segment M the <id> tag under the <vnet> tag.
to connect to.
vdisks Thisitem specifies the
- - expansion disk for the U
server.
[ vdisk] Oneor Thisitem is specified for Thisitem isrequired only when
more each disk. expansion disks exist.
i U [Windows]
- If the virtualization software is Hyper-
V:
Uptothree<vdisk>tagscan be specified.
[no] integer 1 or more Thisitem specifiesanumber For the shared disk, the same value must
for the disk that is unique M be specified for all servers.

within the server.
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Tag name Type Setting Description Required? Settings
range

[ diskSize] decimal In decimal Thisitem specifiesthe size Specify thisvaluein GB.
notation, to | of the disk. For the shared disk, the same value must
onedecimal be specified for all servers.
place

[ storagePool | string 1to 32 Thisitem specifies the If thisitem is omitted, thefirst storage

] ASCII bytes resource name for the pool is selected.

storage pool where the
expansion disk will be
deployed.

Specify theresource namein
aformat starting with "/".
Example:

/StoragePool _2

The storage pool can also be changed at
deployment time.

The symbolsin the "Required?’ column have the following meaning:

M: If thetag is specified, be sure to specify avalue.

O: The value can be omitted.

U: Thereis no need to set avalue. Only thetag itself is specified.

G.3 Interstage Single Sign-On Management Commands

This section explains the Interstage Single Sign-On Management Commands.

G.3.1 Overview of Interstage Single Sign-On Management Commands

The Interstage Single Sign-On Management Commands provide functions for creating and deleting Interstage Single Sign-On systems.

These commands can only be used by system administrators.

Structure of Interstage Single Sign-On Management Commands

The following table shows how the Interstage Single Sign-On Management Commands are organized.

Function name Command name Description

Interstage Single Sign-On system creation command ssocl setup This command creates I nterstage Single Sign-On
systems.

Interstage Single Sign-On system deletion command ssoclunsetup This command deletes I nterstage Single Sign-On
systems.

Interstage Single Sign-On start and stop command ssocl servicectl This command starts and stops I nterstage Single
Sign-On.

Interstage Single Sign-On backup command ssoclbackup This command backs up Interstage Single Sign-On.

Interstage Single Sign-On restore command ssoclrestore This command restores Interstage Single Sign-On.

Command location

The storage location of the Interstage Single Sign-On Management Commands is shown bel ow.

[ W ndows]

<CI M5 installation fol der>\Systemwal ker\ SWCTM3 Secur i t yManagenent\ sso\ bi n
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Return values and error messages
For the results of Interstage Single Sign-On Management Commands, check the return values.
If the return value is 0, the command has terminated normally.
If the return value is other than 0, the command has terminated abnormally and an error message is output.

Refer to "Interstage Sigle Sign-on Management Commands Messages' in the "Systemwalker Software Configuration Manager V149
Message Guide" for details on return value and error messages.

The following example shows how to check return values.

[Windows]

C:.\ User s\ Admi ni strat or >ssocl unset up

C:.\ User s\ Admi ni strat or>echo %errorlevel %
0

C:.\ User s\ Admi ni strat or >

Description format
This section explains the description format for I nterstage Single Sign-On Management Commands.
Synopsis

This section explains the synopsis for the commands.

"Command nane" "Option" ["Option"] [--]

The following table explains each item of the command.

Item Description
<Command Thisisacommand name.
name>
<Option> Thisisan option name, or an option name plus a parameter.
[<Option>] Options in square brackets can be omitted.
[-] Thisindicates that multiple options can be entered. However, these additional
options can be omitted.

Description
This section explains the function of acommand.
Options
This section explains options.
Cautions
This section explains important points to note when using the command.
Example
This section shows examples of how the command is used.

The examples in the explanations here are based on the Linux version.

G.3.2 Interstage Single Sign-On System Creation Command
Synopsis

ssocl setup <FQDN> <SSLConf Nane> [-rn <RepositoryName>] [-1p <LDAPPort >]

Description

Thiscommand creates | nterstage Single Sign-On systems. The Interstage Single Sign-On system that iscreated is configured as below.
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- This command creates or adds the following servers for Interstage Single Sign-On on a single server machine.
- Repository server (update system)
- Authentication server
- Business Servers
Therepository server (update system) and the authentication server are both created on the same Web server (Interstage HT TP Server).

Options

Option Description

FQDN Specify the FQDN (host name + domain name) of the server where this command is
to be executed.

This option cannot be specified using the following formats:
- Host name only

- |P address

SSL ConfName Specify the name of the SSL definition used by the Web server (Interstage HTTP
Server) where the servers for the authentication infrastructure (the repository server
(update system) and the authentication server) are to be created.

The SSL definition name specified here must be created in advance.

The SSL definition name can be between 1 and 32 characters long, including
alphanumeric characters and the following symbols.

|

-rn Specify the repository name of the SSO repository. If this option is omitted, "rep001"
RepositoryName is specified as the default value.

The repository name can be between 1 and 8 characterslong, including alphanumeric
characters and the underscore"_".

However, note the following points when specifying arepository name:
- Thefirst character must be a letter.

- If upper-case letters are specified, they will be converted into their lower-case
equivalents.

Note that this command uses the specified repository name to create a new SSO
repository. For this reason, do not specify the name of an existing repository for this
option.

-Ip LDAPPort Specify the port number of the SSO repository to be created.
If this option is omitted, "389" is specified as the default value.

Cautions

After the command executes, a message will be displayed asking you to enter the password of the administrator DN for the SSO
repository, so enter the password of the administrator DN. If "Retype" is displayed, enter the same password again.

The password can be between 1 and 128 characters long, including al phanumeric characters and the following symbols.

_ u,nl ||+||’ u=nl n_u, u.u’ non

[Windows]

Execute the command as an Administrator.
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Example

$ su -
Password: <Password for the superuser>
# [ opt/ FISVcf ng/ sso/ bi n/ ssocl setup FQDN SSLConf Nane

Qn Note

- The Interstage Single Sign-On system that is created by this command uses the following ports. Accordingly, do not use these ports
for other applications on the server where this command is executed.

- 10443
- 10550
- 10555

- When this command executes, the service ID file for Interstage Single Sign-On is updated. An "ss000204" message is output to the
systemlog when the serviceID fileisupdated. Refer to the"Interstage Application Server Messages' for information on the sso00204
message.

- If processing isinterrupted after this command has been executed but before the processing has completed, an Interstage Single Sign-
Onenvironment will becreatedin astatewherethe setup hasnot completed normally. In such cases, execute the ssocl unsetup command
(described in "G.3.3 Interstage Single Sign-On System Deletion Command") and then execute this command again.

G.3.3 Interstage Single Sign-On System Deletion Command
Synopsis

ssocl unset up

Description
This command deletes Interstage Single Sign-On systems.
Specifically, the following resources will be deleted.
- Thefollowing servers for Interstage Single Sign-On:
- Repository server (update system)
- Authentication server
- Business Servers (*1)
- The SSO repository that the repository server (the update system) refersto

- TheWeb servers(InterstageHT TP Server) (* 2) for which the serversfor the authenti cation infrastructure (therepository server (update
system) and the authentication server) have been created

QJT Note

*1: All of the Business Servers for Interstage Single Sign-On that have been created on the machine where this command is executed
will be deleted. However, the Web servers themselves will not be deleted.

*2: Only the Web server withthe Web server name" SSOauth™ (for which the serversfor the authentication infrastructure (therepository
server (update system) and the authentication server have been created) will be deleted. Other Web servers will not be deleted.

Options

None.
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Cautions

When the command is executed, the status of the resourcesto be deleted will be displayed as a message. The meaning of each resource
isshown in the following table.

Resource name Resource description
Repository Server Repository server (update system)
Authentication Server Authentication server
Business Server Business Server
Web Server (<Web server The Web servers for which the servers for the authentication
name>) (*1) infrastructure (the repository server (update system) and the
authentication server) have been created
SSO Repository (<Repository | The SSO repository that the repository server (update system) refersto
name>)

The status of resources will be displayed as the following messages.

Message Resource status

Exist The resource exists.

Not Exist The resource does not exist.

*1: The Web server nameis fixed as " SSOauth".
[Windows]

Execute the command as an Administrator.

Example

$ su -
Password: <Password for the superuser>
# [ opt/ FISVcf ng/ sso/ bi n/ ssocl unset up

& Note

- Thiscommand does not back up resources before deleting the | nterstage Single Sign-On system. Accordingly, if the resourcesfor the
Interstage Single Sign-On system are required, back up them before executing this command.

- Thiscommand stopsthe SSO repository that therepository server (update system) and theindividual Interstage Single Sign-On servers
refer to, and then deletes the Interstage Single Sign-On system. After the command has compl eted, the Web server (Interstage HTTP
Server) to which Business Servers have been added will not be started.

- When the command is executed, a message will be displayed confirming whether to delete the Interstage Single Sign-On system. To
deletethe system, enter "yes". If avalue other than "yes" isentered, "Command canceled.” will be displayed and the Interstage Single
Sign-On system will not be deleted.

- The command will terminate normally even if it is executed when the resources to be deleted do not exist. However, because there
are no resources to be deleted, the resource deletion processing will not be performed.

- After this command has been executed, the Web server (Interstage HTTP Server) to which Business Servers for Interstage Single
Sign-On have been added may fail to be deleted using the Interstage Management Console. In this case, delete the Web server by
executing the ihsdel ete command with the "-c" option specified. Refer to "ihsdelete” in the "Interstage Application Server (Command
Edition)" for information on the ihsdel ete command.
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G.3.4 Interstage Single Sign-On Start and Stop Command

Synopsis

ssocl servi cectl [start]|stop]

Description

This command starts and stops the following Interstage Single Sign-On services.

Interstage Management Console

Interstage HTTP Server (*1)

Interstage directory service repository (*2)

*1: All Web servers configured on the machine where this command is executed will be started or stopped.

*2: Only the SSO repository is started or stopped. Check the SSO repository name by selecting [ System] - [Security] - [Single Sign-
on] - [Authentication infrastructure] - [Repository server] - [Settings tab] - [Repository server detailed settings] from the
Interstage Management Console. Note that it will not be possible to check the name if the Interstage Management Console has been
stopped. Start the Interstage Management Console to check the name.

Options
Option Description
start Specify when starting a service. This option cannot be set at the same time as the stop
option.
stop Specify when stopping a service. This option cannot be set at the same time as the start
option.
Cautions
[Windows]

Execute the command as an Administrator.

Example

When starting a service

$ su -
Password: <Password for the superuser>
# [ opt/ FISVcf ng/ sso/ bi n/ ssocl servicectl start

When stopping a service

$ su -
Password: <Password for the superuser>

# [ opt/ FISVcf ng/ sso/ bi n/ ssocl servicectl stop

& Note

Do not execute more than one of these commands at the same time.

Execute this command in an environment that has been created with the Interstage Single Sign-On system creation command
(ssoclsetup).

The Interstage Management Console also stops when this command is used to stop the service.

If there are services that fail to stop or start after executing this command, refer to the messages output or to the messages output to
the syslog, solve the problem, and then execute the command again.

If the service started with this command is aready running, a message to that effect is output.
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- If the service stopped with this command is already stopped, a message to that effect is output.

G.3.5 Interstage Single Sign-On Backup Command

Synopsis

ssocl backup <BackupDirectory>

Description

This command backs up an environment created with the Interstage Single Sign-On system creation command (ssoclsetup). Refer to

"Interstage Single Sign-On System Creation Command" for information on the ssoclsetup command.

The following table shows the resources, files, and locations backed up by this command.

directory service

*Repository data

+Accesslogs

Backed up Backed up files (*1) Locations (*2)
resources

Repository server definition file <BackupDirectory>\ssoroot\SSO\sv_back
+ Authentication server definition file
. i i i <BackupDirectory>\ssoroot\SSO\ac_back

Interstage Single Messqgefllesdlsplz?lyed inthe

) authentication server's Web browser

Sign-On
+Business server definition file
-Message files displayed in the business <BackupDirectory>\ssoroot\SSO\az_back
server's Web browser
The following files for all Web servers
*Interstage HTTP Server environment

Interstage HTTP | gefinition file <BackupDirectory>\ssoroot\| HS\

Server
+ Password file
Public root directory
The following files in the repository being
used as the SSO repository

Interstage - Repository environment

<BackupDirectory>\ssoroot\IDS\rep_back\

Interstage
certificate
environment

- Certificate environment files

+SSL definition File

<BackupDirectory>\ssoroot\SCS\

Information about the environment that was backed up is aso stored in the following files.

Information stored

Details

Location

([Windows] above, [Linux] below)

SSO repository The name of the backed up SSO repository | <BackupDirectory>\ssoroot\info
name is stored as text. \rep_name.txt

fc?r(l?i ;F:;Si';?]fy Configuration information about the backed | <BackupDirectory>\ssoroot\info
information up SSO repository. \rep_config.txt

A list of the

Interstage HTTP A list of the names of the backed up Web <BackupDirectory>\ssoroot\info
Server's Web serversis stored as text. \web_server_list.txt

server names
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*1: Refer to "Maintenance (Resource Backup)" - " Backing Up and Restoring Resources' - "Resources that can be Backed Up and
Restored" in the "Interstage Application Server Operator's Guide" for details on files.

*2: Thisis a destination to store each backup resource. Specify this path when only a part of resourcesis restored individually. Refer
to "Maintenance (Resource Backup)" - "Backing Up and Restoring Resources' in the "I nterstage A pplication Server Operator's Guide"
for information on restoring individually.

Options
Option Description
BackupDirectory Specify the directory where the resources are to be backed up, using afull path. Specify
the path using no more than 100 bytes.
If the specified backup directory does not exist, the directory is created.
[Windows]
The following characters cannot be used in the backup directory name. The colon can
beusedtoindicatethedriveletter and the backsl ash can be used asthedirectory separator.
lE2N<>|",
Cautions
[Windows]

Execute the command as an Administrator.

Example

If the backup destination is /backup

$ su -
Password: <Password for the superuser>
# [ opt/ FISVcf ng/ sso/ bi n/ ssocl backup / backup

gn Note

Do not execute more than one of these commands at the same time.
Backup and restore can only be performed on the same operating systems.
Do not perform backup if backup or restore is being performed on the same server.

Before backing up, use the ssoclservicectl command to stop all services connected to Interstage Single Sign-On. Refer to "Interstage
Single Sign-On Start and Stop Command" for information on the ssoclservicectl command.

This command will end with an error if backup resources ("ssoroot" directory) already exist in the backup directory.

Execute this command in an environment that has been created with the Interstage Single Sign-On system creation command

(ssoclsetup).
When the single sign-on system created by not using configuration command is backed up, back up referring to "Maintenance
(Resource Backup)"-" Backing Up and Restoring Resources' in the "Interstage Application Server Operator's Guide”.

If there are contents or CGI outside of the directories specified by the Interstage HTTP Server DocumentRoot directive, use one of
the following methods to back these up separately.

[Windows]

copy command or Explorer

If processing isinterrupted after this command has been executed but before the processing has completed, backup will not have been
completed. If this occurs, delete the backup directory and then execute the command again.
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G.3.6 Interstage Single Sign-On Restore Command

Synopsis

ssocl restore <BackupDirectory>

Description

This command restores I nterstage Single Sign-On environments that have been backed up with the ssoclbackup command.

The following are restored:

Thefollowing Interstage Single Sign-On servers:
- Repository server
- Authentication server
- Business Server

SSO repository

Interstage HTTP Server

Interstage certificate environment

When executing this command, one of the situations below must apply to the SSO repository and Interstage HTTP Server.

SSO repository (*1)

- A repository with the same name as the SSO repository that was backed up exists and it has the same configurations for the
following (*2):

- Database storage directory
- Public directory
- User password encryption scheme
- A repository with the same name as the SSO repository that was backed up does not exist
Interstage HTTP Server (*3)
- The backed up operating environment, number of Web servers, and the names of the Web servers all match (*4)
- No Web serversexist
- Immediately after installing the product

*1: Check the status of the repository configuration in [System] - [Services] - [Repository] - [repository name] - [Settings] in
Interstage Management console

*2: Refer to information which was saved when the ssoclbackup command was executed for information on SSO repository name of
SSO repository and the setting information when they were backed up..

*3: Check the status of Interstage HTTP Server configuration by the ihsdisp command. Refer to "Web Server Operation Edition" in
the "Interstage Application Server Reference Manual (Command Edition)" for information on the ihsdisp command.

*4. Refer to thelist of Web server names for the Interstage HTTP Server saved when the ssoclbackup command was executed to find
out the configuration status of the Interstage HTTP Server that was backed up.

Options
Option Description
BackupDirectory Specify the directory where the resources were backed up using the ssoclbackup
command, using afull path. Specify the path using no more than 100 bytes.
[Windows]
The following characters cannot be used in the backup directory name. The colon can
beusedtoindicatethedriveletter and the backsl ash can be used asthedirectory separator.
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Option Description

IF2\N<> ",

Cautions
[Windows]

Execute the command as an Administrator.

Example

If the backup destination is /backup

$ su -
Password: <Password for the superuser>
# [ opt/ FISVcf ng/ ssol/ bi n/ ssocl restore /backup

QJT Note

- Do not execute more than one of these commands at the same time.

- Backup and restore can only be performed on the same operating systems.
- Specify the same LANG environment variable as when the backup was made.
- Do not restore if backup or restore is being performed on the same server.

- Before restoring, use the ssoclservicectl command to stop all services connected to Interstage Single Sign-On. Refer to "Interstage
Single Sign-On Start and Stop Command" for information on the ssoclservicectl command.

- This command will end with an error if there are insufficient backup resources in the backup directory. Refer to "Interstage Single
Sign-On Backup Command"” for information on the backup resources.

- When restoring a backed up repository, the repository name, database storage directory, and access log storage directory will be the
same as the original environment where the backup was made. If there is no path to the database storage directory and access log
storage directory, create the paths before restoring.

- If there are contents or CGI outside of the directories specified by the Interstage HTTP Server DocumentRoot directive, use one of
the following methods to restore these separately.

[Windows]

copy command or Explorer

- When restoring using this command after reinstalling this product, follow the precautions below:
- The ssoclsetup command does not need to be used for setup.
- Install the product on amachine that has the same disk configuration as when the backup was made
- Install the product using the same path as when the backup was made.

- If there are services that fail to be restored after executing this command, refer to the messages output, solve the problem, and then
execute the command again.

- If processing isinterrupted after this command has been executed but before the processing has completed, restore will not have been
completed. If this occurs, execute the command again.

- A list of the backup resources in the backup directory will be displayed as follows when this command is executed. Then a message
will bedisplayed asking whether to proceed with the restoration. Confirmtheitemsinthelist, then enter "yes" to proceed. The meaning
of each resourceis shown in the following table.

Resource name Resource description
Repository Server Repository server resources
Authentication Server Authentication server resources
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Resource name Resource description
Business Server Business Server resources
Web Server Interstage HT TP Server resources
SSO Repository (Repository name) SSO repository resources
Interstage Certificate Environment Interstage certificate environment resources
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Appendix H Registered Software IDs

The following software information isincluded in this product.
Use this information when necessary.
Storage location

The storage location is shown below.

[ W ndows]
<CI M5 installation fol der>\ Syst emnal ker\ SWCFM3A\ t enpl at es\ sof t war es\

Registered software IDs

The following table shows the software | Ds that have already been registered with this product.

Registered Software name (0K Version
software ID

SW00000003 Windows Server 2008 Standard (32bit) | Windows 6.0

SW00000004 Windows Server 2008 Standard (64bit) | Windows64 | 6.0

SW00000005 Windows Server 2008 Enterprise Windows 6.0
(32bit)

SW00000006 Windows Server 2008 Enterprise Windows64 | 6.0
(64hit)

SW00000008 Windows Server 2008 R2 Standard Windows64 | 6.1

SW00000009 Windows Server 2008 R2 Enterprise Windows64 | 6.1

SW00000010 Red Hat Enterprise Linux 5 (for x86) Linux 55

SW00000011 Red Hat Enterprise Linux 5 (for Linux64 55
Intel64)

SW00000091 Systemwalker Service Quality Windows V134
Coordinator Enterprise Edition

SW00000093 Systemwalker Service Quality Linux V134
Coordinator Enterprise Edition

SW00000113 Systemwalker Software Configuration | Windows Vi14.1

(Note) Manager (Agent)

SW00000114 Systemwalker Software Configuration | Windows64 | V14.1

(Note) Manager (Agent)

SW00000115 Systemwalker Software Configuration | Linux Vi14.1

(Note) Manager (Agent)

SW00000116 Systemwalker Software Configuration | Linux64 Vi4.1

(Note) Manager (Agent)

Note: Thisisthereserved software | D that has already been registered using " Systemwalker Software Configuration Manager (Agent)"
that was installed as the Business Server Agent for this product. There is no need to set these software IDs that have aready been
registered, on the system template.

Software IDs have not been registered for the following operating systems. Templates for registering these operating systems are
provided as shown below. Use these operating systems by entering the product key for the Windows operating system in the <license>
tag and registering the software information.

Software name (O} Version Software information file name
Windows Server 2003 R2, Standard Windows 5.2 WS2003R2_SE.xml
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Software name oS Version Software information file name
Windows Server 2003 R2, Enterprise Windows 5.2 WS2003R2_EE.xml
Windows Server 2003 R2, Standard x64 | Windows64 | 5.2 WS2003R2_SE x64.xml
Edition
Windows Server 2003 R2, Enterprise Windowst4 | 5.2 WS2003R2_EE_x64.xml
x64 Edition
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Appendix | Registering and Deregistering Managed
Servers

This appendix explains the procedures for registering and deregistering Managed Servers during operations.
Registering and deregistering Managed Serversinvolves the following two steps:
- Registering or deregistering the VM hosts for which resource information is to be collected
- Registering or deregistering the devicesfor which ecoinformation (temperature and power consumption information) isto be collected

Each of these stepsis explained below.

.1 Registering VM Hosts

The flow for registering VM hostsis as follows:

1. Setting up resource information collection from the VM host

2. Registering the VM host on the Admin Server

1.1.1 Setting up Resource Information Collection from the VM Host

Resource information collection must be set up for the VM host on a Managed Server. A VM host is a server virtualization software
product that runs on a server in order to operate virtual machines. An example of aVM host is VMware ESX for VMware.

The setup procedure varies depending on which virtualization software is used. Perform the setup procedure by referring to the article on
the virtualization software being used.

For VMware

1. Usethe VMware vSphere Client to log in directly to the managed Vmware ESX. For the I P address/ Name field, enter the host
name or |P addressfor VMware ESX. Enter root for User name and the password for the root account for Password, and then click
the <L ogin> button.

2. If a[Security Warning] window regarding certificates appears, click the <lgnore> button.

3. Inthe[VMwar e vSphere Client] window, select the [Usersand Groups] tab (for Version 4.1 of VMware thiswill be Local Users
and Groups), and then click <Users>.

4. Right-click on the user table and then select Add.

5. Inthe [Add New User] dialog box, enter "sqcsgc001" (the default value) for Login, User Name and Password. Then, select the
[Grant shell access to thisuser] checkbox, and click the <OK > button.

The user "sqesqc001" will be added to the user table.

E’ Point

© 00 0000000000000 0000000000000000000000000000000O0COC0C0COCOCOCOCOCOCOCCOCO00C0000C0000000000000000000000000000

For Version 4.1 of VMware, access permissions for using ssh must be set up for the "sgcsgc001" user that was added above. Use
the following procedure to set up access permissions.

1. Usethe VMware vSphere Client to change the settings for the SSH server to automatic execution.
a. Select the [Configuration] tab of the VMware vSphere Client.
b. Select [Softwar €] and then [Security Profile] on the left-hand side of the window.

C. Click [Properties] at the top right-hand corner of the window.
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d. The[Firewall Properties] dialog box will open, so select the SSH Server row and then select the checkbox to the left
of SSH Server.

e. With the SSH Server row selected, click the <Options> button at the bottom right of the dialog box.

f. The SSH server (sshd) option dialog box will open, so select Start automatically when a port opens and stop when
all portsclosein Activation policy. Start the service by clicking Start at Service command. If the service has aready
started, Start is grayed out, but thisis not a problem and you can continue the operation.

g. Click the <OK> button to close the SSH server (sshd) option dialog box and the [Firewall Properties] dialog box.
2. LogintoVMware ESX with the root account.
3. Open the "/etc/pam.d/sshd” file and add the following entry to the last line.

account required pam access. so

4. Open the "/etc/security/access.conf” file and add the following line.

+: <Nanme of the user that has been added>:<IP address of the Adm n Server>.

& Note

- If an"-:ALL:ALL" line already exists, be sure to add the new line before the "-:ALL:ALL" line. If the new lines are
added after the"-:ALL:ALL" line, the settings will not take effect.

- Besureto add aperiod (".") after the |P address.

(Exanpl e of the file before the changes)
+:root: ALL

+: vpxuser: ALL

+:vsl auser: ALL

-t ALL: ALL

(Exanple of the file after the changes: The underlined section has been added)
Not e: When the added user is sqcsqc001, and the | P address of the Admin Server is
192.168. 1. 142

+:root: ALL

+: vpxuser: ALL

+:vsl auser: ALL

+:sqcsgc001: 192. 168. 1. 142.

-TALL: ALL

© 0 0000000000000 00000000000000000000000000000000000O0C0C0C0COCOCOCOCOCOCOCOCCOCOC00C0C00C000000000000000000000000

. Loginto VMware ESX (mentioned above) with the root account.
. Execute the visudo command to edit the sudoersfile.

Add the following line to the end of the sudoers file, and then save the file. In the following example, the connection account is
"sqesqe001” (the default value). Change the value to match the actual connection account.

[Setting example]

sqcsqc001 ALL=( ALL) NOPASSWD: /usr/ bi n/ esxtop

sqcsqc001 ALL=( ALL) NOPASSWD: /usr/sbin/esxcfg-vnmhbadevs
sqcsqc001 ALL=( ALL) NOPASSWD: [/ usr/sbi n/ vdf

sgcsqc001 ALL=(ALL) NOPASSWD: /usr/shin/esxcfg-nics
sgcsqc001 ALL=( ALL) NOPASSWD: /usr/shin/esxcfg-vsw tch
sqcsqc001 ALL=( ALL) NOPASSWD: / bin/egrep

sqcsqc001 ALL=( ALL) NOPASSWD: /usr/sbi n/ esxcfg-scsidevs
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ﬂ Information

If the environment allows you to log in to Managed Servers from the Admin Server, you can check whether the sudoers file has
been edited correctly by logging in to the Managed Server with the connection account (e.g. "sgcsgc001") from the Admin Server
and executing the "sudo -I" command. If the following window is displayed, the sudoers file has been edited correctly.

[Execution result exampl €]

$ sudo -1

User sqcsqc001 may run the foll owi ng commands on this host:
(ALL) NOPASSWD: /usr/bin/ esxtop

(ALL) NOPASSWD: /usr/ sbin/ esxcfg-vnmhbadevs

(ALL) NOPASSWD: /usr/sbin/ vdf

(ALL) NOPASSWD: [ usr/sbin/esxcfg-nics

(ALL) NOPASSWD: /usr/shin/esxcfg-vsw tch

(ALL) NOPASSWD: / bi n/ egrep

(ALL) NOPASSWD: /usr/sbin/ esxcfg-scsidevs

For Hyper-V

With this version, information cannot be collected from Hyper-V.

|.1.2 Registering the VM Host on the Admin Server

Execute the VM host registration command on the machine where the Admin Server for CIM S has been created.

[Windows]

Open acommand prompt, and execute the following command.

> cd <CIMS installation fol der>\ Syst emnal ker\ SWCTMGA Dashboar d\ bi n
> addVMHost I nfo -h <host _address> -u <usernane> -p <password> -v <vm type>

Parameters
Parameter Description

-h <host_address> Specify the | Paddress or host name of the VM host for the M anaged Server.

-u <username> Specify the user name that was added in "1.1.1 Setting up Resource
Information Collection from the VM Host".

-p <password> Specify the password for the user name that wasadded in "1.1.1 Setting up
Resource Information Collection from the VM Host".

-v <vm_type> Specify the virtualization software type for the Managed Server. Specify
either of thefollowing values according to the virtualization software type
used.

- For VMware: VMWARE
- For Hyper-V: HY PERV
Note: "HYPERV" can only be specified with the Windows version.
Example:
[Windows]

> cd <CIMS installation fol der>\ Syst emnal ker\ SWCTMA Dashboar d\ bi n
> addVMHostInfo -h 192.168. 1. 100 -u sqcsqc0l -p sqcsqc0l -v VMAMRE
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Qn Note

After executing the commands, be sure to apply the registered information by using the procedure described in "1.3 Applying Registered
Information”. If the information is not applied, information about the registered devices will not be displayed in the dashboard.

.2 Registering Devices for which Eco Information is Collected

The "eco information" discussed in this section refers to information about the temperature and power consumption for devices.

The following procedure is used to register the devices for which eco information is to be collected.
1. Setting up the devices for which eco information is to be collected

2. Registering the devices on the Admin Server

gn Note

- This product can collect eco information for the following devices:
- PRIMERGY BX600
- PRIMERGY BX900
- PRIMERGY RX200
- PRIMERGY RX300

- Only temperature information can be collected from PRIMERGY BX600 and BX900. Power consumption information will not be
collected.

- This product supports SNMP versions v2 and v2c.

1.2.1 Setting up the Devices for which Eco Information is Collected

To collect eco information, SNM P traps must be set up for the target device. Specifically, set up the following items:
- Set the IP address of the Admin Server as the SNMP trap destination
- Set the SNMP community to "public”
The procedure for setting up SNMP traps varies depending on the target device type. Refer to the manuals for each device for details.
This section explains the procedure for setting up SNMP traps, using the PRIMERGY BX900 as an example.
1. Open the Web User Interface window for the ServerView management blade for the target device.
Use aWeb browser to access the Web User Interface for the ServerView management blade.
- For HTTP
http://[<IP address of the ServerView management blade>]:[<Port number (default: 80)>]
- For HTTPS
https://[<IP address of the ServerView management blade]:[Port number (default: 443)>]

2. A window for entering the password will be displayed, so enter the user name and password that have been specified for the
ServerView management blade.

3. Thestart page for the ServerView management blade will be displayed. Select the [Settings] - [System Unit] and then SNMP from
the menu on the left.

4. Select SNMP Setting in the tab on the right.

5. Check that the Enable SNMP checkbox has been selected in the Enable SNMP settings. If this checkbox has not been selected,
select it and click the <Apply>.
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6. Check that thereis a"public" entry in the SNMP community settings. If not, use Add community below the SNMP community
and specify "public" for Community and "read only" for the user privileges. Then click the <Apply>.

7. Add the IP address of the Admin Server to the SNMP trap destination settings. Use Event type of New trap destination below that
to set Destination address/server name to the IP address of the Admin Server, Community to "public" and Type of Event to
"AllEvent", and then click the <Apply>.

8. Confirm that the I P address of the Admin Server has been added to the SNMP trap destination settings as shown in the window

9. Close the window by signing out from the Web User Interface for the ServerView management blade.

|.2.2 Registering Devices on the Admin Server

Onthe machinewherethe Admin Server for CIM Shasbeen created, execute the command for registering devicesfor which ecoinformation
isto be collected.

[Windows]

Open acommand prompt, and execute the following command.

> cd <CIMS installation fol der>\ Syst enwal ker\ SWCTMGA Dashboar d\ bi n
> addEcol nfo -s <snnp_address> -m <machi ne_t ype>

Parameters
Parameter Description
-s<snmp_address> Specify the | P address or host name of thedevicefor which ecoinformation
is to be collected.
-m <machine_type> Specify the model name of the device for which eco information isto be

collected. The following shows the models for which eco information can
be collected, as well as how to specify the model names.

- PRIMERGY BX600: BX600
- PRIMERGY BX900: BX900
- PRIMERGY RX200: RX200

PRIMERGY RX300: RX300

Execution example:
[Windows]

> cd <CIMs installation fol der>\ Syst emnal ker\ SWCTMA Dashboar d\ bi n
> addEcolnfo -s 192.168.1.101 - m RX300

Qn Note

After executing the commands, be sure to apply the registered information by using the procedure described in "1.3 Applying Registered
Information”. If the information is not applied, information about the registered devices will not be displayed in the dashboard.

1.3 Applying Registered Information

After performing the operations in "1.1.2 Registering the VM Host on the Admin Server" or "1.2.2 Registering Devices on the Admin
Server", apply the registered information by executing the following command at least 15 minutes after the registration operations have
completed. If multiple VM hosts or devices have been registered consecutively, execute the CMDB refresh command at least 15 minutes
after the last registration operation compl eted.
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[Windows]

> cd <CIMS installation fol der>\ Syst emnal ker\ SWRBAM CVDB\ FJSVendbm bi n
> cndbrefresh -q

& Note

Note that it sometimes takes awhile (10 to 20 minutes) before the results of executing the CMDB refresh command are actually applied.

I.4 Deregistering VM Hosts

To deregister a VM host, delete the information for the corresponding Managed Server from the connection account definition file and
the remote monitoring definition file, and then execute the update command. Refer to "3.2 Virtual Resource Management" and "3.2.3
Settings for Monitoring Servers' in the "Systemwalker Service Quality Coordinator User's Guide" for details on each file.

Use the following procedure to deregister VM hosts from the Admin Server.
1. Logintothe Admin Server.

2. Deleteinformation for the Managed Server by editing the connection account definition file. The connection account definition file
contains an entry corresponding to the | P address of the Managed Server as shown in the following example, so delete the entry.

- File storage location

[Windows]

<CI M5 installation fol der>\Systemal ker\ SQC_DATA\ cont rol \ r enot eAccount . t xt

- Fileformat
".ini" file format

- Example: If the IP address of the Managed Server is 192.168.103.65

[192. 168. 103. 65]

CONNECTTYPE=SSH

USER=sqcsqc001

PASSWORD=/ PPDcez| mhgTUj XYbKdpf A==

3. Deleteinformation for the Managed Server by editing the remote monitoring definition file. The remote monitoring definition file
contains an entry corresponding to the | P address of the Managed Server as shown in the following example, so delete the entry.

- File storage location

[Windows]

<CI M5 installation fol der>\Systemwal ker\ SQC_DATA\ cont r ol \ r enot eAgent . t xt

- Fileformat
".ini" file format

- Example: If the P address of the Managed Server is 192.168.103.65

[ 192. 168. 103. 65]
HOSTNAME=192. 168. 103. 65
VMIYPE=VMAARE
ACCOUNT=192. 168. 103. 65
CONNECTI ON=ON

4. Execute the update command for Systemwalker Service Quality Coordinator.
[Windows]

Open acommand prompt, and execute the following command.
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> cd <CIMs installation fol der>\ Syst emnal ker\ SWCTM3 Dashboar d\ bi n
> updat eSQC. bat

(Exanple: If the installation folder is C\Fujitsu)

> cd C\Fujitsu\Systemnal ker\ SWCTMG\ Dashboar d\ bi n

> updat eSQC. bat

ﬂ Information

To continue using the VM host even after it has been deregistered, restore the setup operations performed onthe VM host in"1.2.1 Setting
up the Devices for which Eco Information is Collected" as necessary. Specificaly, thisinvolves the following tasks:

- Delete the user that has been added (e.g., "sgcsgc001™).

- Cancel the automatic execution settings for the SSH server.

Delete the line that was added to /etc/pam.d/sshd.

Delete the line that was added to /etc/security/access.conf.

- Deletetheline that was added to the sudoersfile.

I.5 Deregistering Devices for which Eco Information is Collected

To deregister adevice for which eco information isto be collected, delete the information about the corresponding Managed Server from
the configuration information file for SNMP Agents, and then execute the update command. Refer to "12.3.3 Setting the SNMP Agent
Configuration Information File" in the " Systemwalker Service Quality Coordinator User's Guide" for details on each file.

Use the following procedure to deregister the target devices (for which eco information is to be collected) from the Admin Server.
1. Logintothe Admin Server.

2. Delete information for the Managed Server by editing the configuration information file for SNMP Agents. The configuration
information file contains an entry corresponding to the |P address of the Managed Server as shown in the following example, so
delete the entry.

- File storage location

[Windows]

<CI M5 installation fol der>\ Syst emnal ker\ SQC_DATA\ cont r ol \ ecoAgent | nf 0. t xt

- Fileformat
".ini" file format

- Example: If the IP address of the Managed Server is 192.168.103.65

192. 168. 103. 65, v2c, publ i c, BX600

3. Execute the update command for Systemwalker Service Quality Coordinator.
[Windows]

Open acommand prompt, and execute the following command.

> cd <CIMs installation fol der>\ Syst emnal ker\ SWCTM3 Dashboar d\ bi n
> updat eSQC. bat
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'_-ﬂ| Information

To continue using the device (for which eco information isto be collected) even after it has been deregistered, restore the setup operations
performed on the devicein "1.2.1 Setting up the Devices for which Eco Information is Collected" as necessary. Specifically, thisinvolves
the following task:

- Delete the Admin Server from the SNMP trap destinations.
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Appendix J Messages

This appendix explains the messages that are output or displayed by this product.

J.1 Messages during Installation

This section explains the messages that are output or displayed while this product is being installed.
Messages for the Manager

The file already exists at the installation destination.
Description
The specified installation directory already containsfiles.

Action

The uninstallation may not have completed. Either perform the uninstallation again, or delete the files in the installation directory.

Then make sure that there are no filesin the installation directory, and try again.

The error occurred.
Description

An error has occurred with the command.

Action
Collect the message in question, and then contact Fujitsu technical support.

Qﬂ Note

Contact Fujitsu technical support if messages other than the message above are output or displayed.

J.2 Messages during Command Execution

This section explains the messages that are output or displayed when the commands for this product are executed.

Messages for the cims mgrctl command

67101
FJSVcims:ERROR:67101:not privileged
Description

The execution user is not an administrator for the operating system.

Action
Perform the operation with administrator privileges for the operating system.

For Windows Server 2008, users with administrator privileges other than the Administrator user cannot execute commands with

administrator privileges by starting [Command Prompt] from the [Start] menu.

Such users should perform operations after right-clicking on the [Command Prompt] item in the [Start] menu and then selecting

[Run as Administrator] from the context menu to open a command prompt.

67124
FJSVcims:ERROR:67124:not enough memory
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Description

The command cannot run because there is not enough memory.

Action
Check whether there is enough memory.

Close any unnecessary programs, and then try again.

67146
FJSVcims:ERROR:67146:<filename>:file not found
Description

The filename file for this product does not exist.

Action
In either of the following cases, restore the whole system or reinstall this product.
- If the corresponding file has been deleted
- If the corresponding file has been deleted as aresult of system failure or an error with the disk or file system

In al other cases, collect this message and the Investigation data, and contact Fujitsu technical support.

67147
FJISVcims:ERROR:67147:<filename>:permission denied
Description

The filenamefile for this product cannot be accessed.

Action

Collect this message and the Investigation data, and then contact Fujitsu technical support.

67198
FJSVcims:ERROR:67198:command execution error.<detail>
Description

An error has occurred with a command for the Manager.

Action
Detailed information about the message is indicated in the <detail> section.
Take action according to the content indicated in the <detail> section.
- If "registry access error” isindicated in the <detail> section

Use the following procedure to check whether the installation for this product (Cloud Infrastructure Management Software) has
completed.

[Windows]
Select the [Start] - [Programs] or [All Programs] - [Fujitsu] - [Uninstall (middlewar€)].

- If "syscall=" isindicated in the <detail> section

Collect the message in question and the Investigation data, and then contact Fujitsu technical support.

67244
FJSVcims:ERROR:67244:another command is running
Description

This command may already be executing.
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Action

Wait until the command has executed, and then try again.

67999

FJSVcims:ERROR:67999:internal error, <details>
Description

An error has occurred with the command.
Action

- If this message was output after the command execution had been canceled using " Ctrl+C" or some other method, the command has
been canceled normally, and there is no need to take any action.

In other cases, collect the message in question and the Investigation data, and then contact Fujitsu technical support.

J.3 How to Collect Investigation Data

Collect the following data as investigation data for this product.

Investigation data
[Windows]

<CI M5 installation fol der>\ Manager\var\log\cins_cli.log*
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Glossary

Admin Server

The server where CIMS runs. Services are centrally managed on the Admin Server.

application process
A process that defines the procedures for approval and assessment processing for the application processing performed by users.
Application processes are executed only when they have been enabled. Application processes are set up by the service provider
department.

assessment

The act of assessing applications from service users.

Business Segment

A network segment for performing communications for business purposes.

cloud

An expression that abstracts the virtualization technology for platforms ranging from servers through to applications.

cloud computing

A configuration that allows ICT resources to be accessed from anywhere via connected devices.

control NIC

The NIC for virtual serversthat perform communications with the Admin Server.

Information and Communication Technology (ICT)
A generic term relating to information and communications technology.
The hardware and software that make up a system are referred to as"ICT resources'.
Intelligent Blade Panel (IBP)
One of the operating modes for PRIMERGY LAN switch blades.
This mode can be used by linking to ServerView Virtual 1/0 Manager (VIOM), and associations between server blades and the LAN
switch blade can be set up easily and safely.
L-Server

A logical platform configured by combining various individual resources.

L-Server Template

A template defining specifications such as the number of CPUs, memory capacity and disk capacity for the resources to be allocated
to an L-Server.

Managed Server

The server where the Agent for CIMS runs. Services that are automatically deployed al so run on Managed Servers.

Manager Segment

A network segment for performing communications for administration and other purposes.

Manager View

A GUI for performing the following functions provided by this product.
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- Provisioning Management
- Patch management

- Taking snapshots and restoring from snapshots

organization

An department or division to which system users or system administrators belong.

private cloud

Refers to a configuration where a company constructs a cloud computing system within its private network, so that it can provide
servicesto departments within the company and subsidiaries and so on. Thiskind of environment isalso referred to asa"private cloud
environment".

In contrast, configurations where services are provided to genera users viathe Internet are referred to as "public clouds'.

Provisioning Management

A function that follows system templates to deploy virtual platforms, automatically deploy various software programs (only operating
systemsin the case of CIMS), and automatically set up parameters.

service specifications

A specification that defines service usage in order to clarify the content and status of the services to be provided to users.

single sign-on

A function that enables (allows) access to multiple Web servers with a single sign-on (authentication).

system administrator

The person responsible for creating and administrating systems using Cloud Infrastructure Management Software. System
administrators also manage service users, and the organizations to which they belong.

system template

Information that defines the logical configuration of ICT resources and software.

Template Management

A function for creating virtual platforms by enabling usersto create and register the various resources that make up a system template,
and to create system templates by combining these resources.

Template Management Commands

The commands that provide functions for registering, listing, updating and deleting the various files that make up a system template.

virtual platform

A concept whereby virtual servers, virtual storage and virtual networks make up asingle virtua system.
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